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Informacja o prawach autorskich

Informacja o prawach autorskich © International Software Testing Qualifications Board (zwana dalej
ISTQB®). ISTQB® jest zarejestrowanym znakiem handlowym International Software Testing Qualifications
Board.

Prawa autorskie © 2021-2022 autorzy wersji 3.1.0 sylabusa, erraty 3.1.1. i erraty 3.1.2.: Wim Decoutere,
Istvan Forgacs, Matthias Hamburg, Adam Roman, Jan Sabak, Marc-Florian Wendland.

Prawa autorskie © 2019 autorzy wersji 2019 sylabusa: Graham Bath, Judy McKay, Jan Sabak, Erik van
Veenendaal.

Prawa autorskie © 2012 autorzy wersji 2012 sylabusa: Judy McKay, Mike Smith, Erik van Veenendaal.
Wszelkie prawa zastrzezone.

Autorzy niniejszym przenoszg autorskie prawa majgtkowe na ISTQB®. Autorzy (jako obecni posiadacze
autorskich praw majgtkowych) oraz ISTQB® (jako przyszty posiadacz autorskich praw majatkowych)
uzgodnili nastepujgce warunki korzystania z dokumentu:

Wyciagi (fragmenty) z niniejszego dokumentu mogg by¢ kopiowane do uzytku niekomercyjnego, jesli
zostanie podane zrodto. Kazdy akredytowany dostawca szkolen moze wykorzystywac ten sylabus jako
podstawe dla szkolenia, o ile zachowane sg informacje o autorach i ISTQB® jako zrédle i wtascicielach praw
autorskich do sylabusa. Powolywanie sie na niniejszy sylabus we wszelkich materiatach reklamowych
i promocyjnych dozwolone jest dopiero po uzyskaniu oficjalnej akredytacji materiatdw szkoleniowych
przyznanej przez uznang przez ISTQB® Rade Krajowg. (W przypadku Polski: od Stowarzyszenia Jakosci
Systemdw Informatycznych) oficjalnej akredytacji materiatdow szkoleniowych.

Kazda osoba lub grupa oséb moze uzywac tego sylabusa jako podstawy dla artykutow i ksigzek, je$li
autorzy i ISTQB® sg wskazani jako zrédio i wiasciciele praw autorskich do sylabusa. Kazde inne uzycie
sylabusa jest zabronione bez wczesniejszego uzyskania zgody ISTQB®.

Kazda Rada Krajowa uznawana przez ISTQB® moze przettumaczy¢ ten sylabus pod warunkiem, ze powieli
i opublikuje wyzej wymieniong informacje o prawach autorskich w przettumaczonej wersji sylabusa.

Ttumaczenie z jezyka angielskiego wersji beta — BTInfo Biuro Tlumaczenh Informatycznych Przytuccy Sp. .
Przeglady i uaktualnienie do wersji 1.1 przygotowat zespot SJSI w sktadzie: Joanna Kazun, Jan Sabak,
Karolina Sekuta, Lucjan Stapp (kierownik zespotu), Adam Scierski.

Przeglady i uaktualnienie do wers;ji 3.1.0 przygotowat zespét SJS| w sktadzie: Monika Petri-Starego, Adam
Roman, Lucjan Stapp (kierownik zespotu).

Aktualizacja do wersji: 3.1.0.1, 3.1.2.2,, 3.1.2.3, 3.1.2.4 oraz 3.1.2.5: Monika Petri-Starego
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Historia zmian

Wersja Data Uwagi

Wersja 2012 19.10.2012r. Opublikowanie przez ISTQB®

Wersja 2019 1.0. 18.10.2019 r. Opublikowanie przez ISTQB®

Wersja 2019 1.1. 19.12.2019r. Opublikowanie przez ISTQB®

Wersja 3.1.0. 03.03.2021r. Drobne poprawki; przepisanie rozdziatu 3.2.3., poprawienie
bteddw w tekscie

Wersja 3.1.1 15.05.2021 r. Informacja o prawach autorskich zostala dostosowana do
aktualnych standardéw ISTQB®.

Wersja 3.1.2. 31.01.2022 . Errata: poprawiono drobne btedy formatowania, gramatyki
i stownictwa

Szczegotowy opis zmian w stosunku do poprzedniej wersji sylabusa mozna znalezé w nocie wydania

(Release Notes).

Historia zmian wersji polskiegj

Wersja Data Uwagi

Wersja 0.1. 01.03.2020 —-31.03.2020 r. Tlumaczenie wersji beta BTInfo Biuro Tiumaczen
Informatycznych Przytuccy sp. j.

Wersja 1.0. 01.04.2020 — 30.05.2020 . Przeglady ttumaczenia — Zespét SJSI

Wersja 2.0. Marzec 2021 r. Dostosowanie polskiego ttumaczenia do angielskiej
wersji 3.1.0 sylabusa

Wersja 3.1.0 12.04.2021 r. Opublikowanie sylabusa

Wersja 3.1.0.1. | 07.03.2023 . Zmiana zasad numeracji wersji sylabusa (ostatnia
cyfra oznacza zmiany w polskiej wersji jezykowej).
Zmiana ttumaczenia terminu zgodnos$¢ — poprawiono
na ,kompatybilno$¢”: R. 4 — stowa kluczowe, 4.1.
zmiana tego terminu w tabeli charakterystyk
funkcjonalnych, p. 8 zat. A, Indeks.

Wersja 3.1.2.2. | 15.05.2023 . Poprawa tlumaczenia terminu ,bezpieczenstwo” na

,zabezpieczenia” w: 3.3.3., 4.1. (lista charakterystyk i
podcharakterystyk jakosciowych), 6.3.2., Indeks.
Dostosowanie informacji o prawach autorskich do
aktualnych standardéw ISTQB (zgodnie z wersjg
3.1.1. oryginatu). Poprawienie drobnych btedéw
dotyczacych stownictwa (zgodnie z wersjg 3.1.2.
oryginatu). Pozostate zmiany:

- p. 1.4. drugi akapit z punktorami: byto ,przedmiotami
testow”, poprawiono na ,elementami testow”,
- p. 1.4.2. zmiana tresci 6smego akapitu (nt. trudno
dostepnej infrastruktury testowej),

- p. 2.1. oraz p. 2.3. szosta kropka: ostanie zdanie z
.bezpieczenstwie funkcjonalnym” poprawiono na
.bezpieczenstwie”,

- p. 3.2.2. dodano ,lub technicznego” punktu widzenia
(w ,Obszar zastosowania”, trzecie zdanie),
- p. 3.2.3. zmiana tresci 6-go akapitu, zmiana drugiego
zdania w czesci ,Pokrycie”

Wersja 3.1.2.5.
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- 3.2.4. w czesci ,Pokrycie” czwarty akapit wykreslono
»I pokrywajace zbiory testéw”,

- p. 3.2.7. ,testow opartych na scenariuszach”
zastgpiono ,testéw opartych na doswiadczeniu”,
- p. 3.28. zmiana tresci ostatniego zdania,
- p. 3.4. ,pokryciu” zmieniono na ,osiagnieciu celéw
testow”.

- p. 4.25. ankiety i kwestionariusze dotyczace
uzytecznos$ci zmieniono na ,,... dotyczace
uzytkownikow”,

- p. 4.2.5.1. dodanie zapiséw dotyczacych aspektéw
uzytecznosci

- p. 5.2.1. ,gtdbwne zachowanie” zmieniono na
.podstawowe zachowanie”,

- p. 6.1. okreslenie ,automatyzacja oparta na stowach
kluczowych” zastgpiono okresleniem ,testowanie
oparte....”.

- p. 6.2. zmiana tytutu podrozdziatu z ,automatyzacja
oparta na stowach kluczowych” na ,testowanie oparte
na stowach kluczowych” oraz zmiana z ,przypadkow
testowych” na ,skryptow testowych”

- p. 7.3. w wykazie ksigzek dodano [Mosley93].

Wersja 3.1.2.3

27.07.2023r.

Zmiana tlumaczenia podcharakterystyki jakosciowej
z ,mozliwos¢ ponownego wykorzystania” na ,tatwosc
ponownego uzycia” (w: 4.1.)

Wersja 3.1.2.4.

10.10.2023 r.

Zmiana ttumaczenia podcharakterystyk
jakosciowych: podlegajacy analizie — analizowalnosé,
tatwos¢é ponownego uzycia - mozliwosé ponownego
wykorzystania, estetyka interfejsu uzytkownika
(atrakcyjnos¢) — estetyka interfejsu uzytkownika (w:
4.1)

Wersja 3.1.2.5

08.07.2024 r.

Aktualizacja ttumaczenia podcharakterystyk
jakosciowych — zmiana na ,zuzycie zasobéw” oraz
Afatwos¢ ponownego uzycia”.

Wersja 3.1.2.5.
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Podziekowania

Niniejszy dokument zostat opracowany przez Grupe Roboczg ds. Poziomu Zaawansowanego i
Eksperckiego (Advanced and Expert Level Working Group) dziatajgcg w ramach ISTQB® w nastepujgcym
skladzie: Mette Bruhn-Pedersen (kierownik zespotu), Matthias Hamburg (Product Owner), Wim Decoutere,
Istvan Forgacs, Adam Roman, Jan Sabak, Marc-Florian Wendland (autorzy).

Zespot sktada podziekowania Paulowi Weymouth i Richardowi Green za redakcje techniczng tekstu,
Garemu Mogyorodi za weryfikacje zgodnosci ze Stownikiem terminéw testowych ISTQB®, Radom
Krajowym za sugestie i wskazowki.

W procesie weryfikacji, zgtaszania uwag i gtosowania nad niniejszym sylabusem uczestniczyly nastepujgce
osoby: Gery Agnecz, Armin Born, Chenyifan, Klaudia Dussa-Zieger, Chen Geng (Kevin), Istvan Gercsak,
Richard Green, Ole Chr. Hansen, Zsolt Hargitai, Andreas Hetz, Tobias Horn, Joan Killeen, Attila Kovacs,
Rik Marselis, Marton Matyas, Blair Mo, Gary Mogyorodi, Ingvar Nordstréom, Tal Pe'er, Palma Polyak, Nishan
Portoyan, Meile Posthuma, Stuart Reid, Murian Song, Péter Soétér, Lucjan Stapp, Benjamin Timmermans,
Chris van Bael, Stephanie van Dijck, Paul Weymouth.

Niniejszy dokument zostat opublikowany przez ISTQB® w dniu 23 lutego 2021 r.

Nastepnie Tal Pe'er, Stuart Reid, Marc-Florian Wendland i Matthias Hamburg zasugerowali formalne i
gramatyczne udoskonalenia oraz poprawki w zakresie stownictwa, ktére zostaty wdrozone i opublikowane
w Erracie 3.1.1i 3.1.2.

Wersja 2019 niniejszego sylabusa zostata opracowana przez Grupe Roboczg ds. Poziomu
Zaawansowanego w sktadzie: Graham Bath, Judy McKay, Mike Smith.

W procesie weryfikacji, zgtaszania uwag igtosowania nad sylabusem w wersji 2019 wziety udziat
nastepujgce osoby: Laura Albert, Markus Beck, Henriett Braunné Bokor, Francisca Cano Ortiz, Guo
Chaonian, Wim Decoutere, Milena Donato, Klaudia Dussa-Zieger, Melinda Eckrich-Brajer, Péter Foldhazi
Jr, David Frei, Chen Geng, Matthias Hamburg, Zsolt Hargitai, Zhai Hongbao, Tobias Horn, Agota Horvath,
Beata Karpinska, Attila Kovacs, Jozsef Kreisz, Dietrich Leimsner, Ren Liang, Claire Lohr, Ramit Manohar
Kaul, Rik Marselis, Marton Matyas, Don Mills, Blair Mo, Gary Mogyorodi, Ingvar Nordstrém, Tal Peer, Palma
Polyak, Meile Posthuma, Lloyd Roden, Adam Roman, Abhishek Sharma, Péter Sétér, Lucjan Stapp, Andrea
Szabd, Jan te Kock, Benjamin Timmermans, Chris Van Bael, Erik van Veenendaal, Jan Versmissen,
Carsten Weise, Robert Werkhoven, Paul Weymouth.

Wersja 2012 tego sylabusa zostata opracowana przez podgrupe “zaawansowany analityk testow” Grupy
Roboczej ds. Poziomu Zaawansowanego w skfadzie: Judy McKay (przewodniczgca), Mike Smith, Erik van
Veenendaal.

W czasie, gdy sylabus w wersji 2012 zostat ukonczony, skfad Grupy Roboczej ds. Poziomu
Zaawansowanego byt nastepujacy (w kolejnosci alfabetycznej): Graham Bath, Rex Black, Maria Clara
Choucair, Debra Friedenberg, Bernard Homes (z-ca przewodniczgcego), Paul Jorgensen, Judy McKay,
Jamie Mitchell, Thomas Mueller, Klaus Olsen, Kenji Onishi, Meile Posthuma, Eric Riou du Cosquer, Jan
Sabak, Hans Schaefer, Mike Smith (przewodniczacy), Geoff Thompson, Erik van Veenendaal, Tsuyoshi
Yumoto.

W procesie weryfikacji, zgtaszania uwag i gtosowania nad sylabusem w wersji 2012 uczestniczyly
nastepujgce osoby: Graham Bath, Arne Becher, Rex Black, Piet de Roo, Frans Dijkman, Mats Grindal, Kobi
Halperin, Bernard Homés, Maria Jénsson, Junfei Ma, Eli Margolin, Rik Marselis, Don Mills, Gary Mogyorodi,
Stefan Mohacsi, Reto Mueller, Thomas Mueller, Ingvar Nordstrom, Tal Pe'er, Raluca Madalina Popescu,
Stuart Reid, Jan Sabak, Hans Schaefer, Marco Sogliani, Yaron Tsubery, Hans Weiberg, Paul Weymouth,
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Chris van Bael, Jurian van der Laar, Stephanie van Dijk, Erik van Veenendaal, Wengiang Zheng, Debi
Zylbermann.
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0. Wstep

0.1. Cel niniejszego sylabusa

Niniejszy sylabus stanowi podstawe egzaminu International Software Testing Qualification Board dla
analitykdw testow na poziomie zaawansowanym. ISTQB® udostepnia sylabus:

1.

Radom Krajowym (National Boards) w celu ttumaczenia na jezyki lokalne i dokonania akredytaciji
dostawcow szkolen (Rady Krajowe mogg dostosowywac sylabus do potrzeb danego jezyka
i dodawaé odwotania do literatury w celu uwzglednienia publikaciji lokalnych),

komisjom egzaminacyjnym (Exam Boards) jako podstawe do formutowania pytah egzaminacyjnych
w jezykach lokalnych, odpowiadajgcych celom nauczania danego sylabusa,

dostawcom szkolen w celu opracowania materiatéw dydaktycznych i okreslenia odpowiednich
metod nauczania,

kandydatom ubiegajgcym sie o certyfikat w celu przygotowania sie do egzaminu (w ramach szkolen
zorganizowanych lub przygotowania indywidualnego),

miedzynarodowe] spotecznosci specjalistdw w dziedzinie inzynierii oprogramowania i systemow
w celu rozwijania zawodu testera oprogramowania i systemow oraz opracowywania ksigzek
i artykutéw.

ISTQB® moze zezwoli¢ innym podmiotom na korzystanie z niniejszego sylabusa do innych celéw pod
warunkiem wystgpienia przez te podmioty o stosowng pisemng zgode do ISTQB® i uzyskania jej.

0.2.

Certyfikowany tester — poziom zaawansowany W testowaniu

oprogramowania

Kwalifikacja na poziomie zaawansowanym obejmuje w ramach Sciezki gtéwnej trzy odrebne sylabusy
zwigzane z nastepujgcymi rolami:

Kierownik testéw
Analityk testow
Techniczny analityk testow.

~Wprowadzenie do poziomu zaawansowanego ISTQB®" to oddzielny dokument [ISTQB_AL_OVIEW],
w ktérym zawarto nastepujgce informacje:

cele biznesowe dla kazdego sylabusa,

macierz powigzan miedzy celami biznesowymi a celami nauczania,
podsumowanie kazdego sylabusa,

powigzania miedzy sylabusami.

0.3. Cele nauczania objete egzaminem i poziomy poznawcze

Cele nauczania wspierajg osigganie celdw biznesowych i stanowig wytyczne do formutowania pytan dla
egzamindw certyfikacyjnych ,Analityk testéw — poziom zaawansowany”.

Poziomy wiedzy zwigzane z poszczegdlnymi celami nauczania przedstawiono na poczatku kazdego
rozdziatu. Poziomy te sklasyfikowano nastepujgco:

K2: zrozumieé
K3: zastosowac
K4: przeanalizowad.
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Definicje wszystkich termindw wymienionych jako stowa kluczowe pod tytutami rozdziatéw nalezy
zapamietaé (poziom K1), nawet jesli nie wspomniano o tym wyraznie w celach nauczania.

0.4. Egzamin na poziomie zaawansowanym dla analityka testow

Zakres egzaminu umozliwiajgcego uzyskanie certyfikatu analityka testéw na poziomie zaawansowanym
opiera sie na niniejszym sylabusie. Przy udzielaniu odpowiedzi na pytania egzaminacyjne moze by¢
konieczne skorzystanie z materialu obejmujgcego wiecej niz jeden rozdziat tego sylabusa. Przedmiotem
egzaminu moze by¢ tre$¢ wszystkich czesci sylabusa z wyjgtkiem wstepu i zatgcznikéw. W dokumencie
znajduja sie rowniez odwotania do innych sylabuséw ISTQB®, norm/standardow i ksigzek, ale ich tres¢ nie
moze by¢ przedmiotem egzaminu w zakresie wykraczajgcym poza informacje streszczone w samym
sylabusie.

Egzamin ma forme testu wielokrotnego wyboru i sktada sie z 40 pytan. Do zdania egzaminu niezbedne jest
uzyskanie co najmniej 65% punktéw mozliwych do uzyskania.

Egzaminy mozna zdawa¢ wramach akredytowanego szkolenia lub samodzielnie (np. w osrodku
egzaminacyjnym lub w ramach egzaminu publicznego). Ukonczenie akredytowanego szkolenia nie jest
warunkiem koniecznym przystgpienia do egzaminu.

0.5. Wymagania stawiane kandydatom przystepujgcym do egzaminu

Przed przystgpieniem do egzaminu certyfikacyjnego dla analityka testéw na poziomie zaawansowanym
nalezy zda¢ egzamin certyfikacyjny zwigzany z sylabusem ,Certyfikowany tester — poziom podstawowy”.

0.6. Oczekiwane doswiadczenie

Zaden z celéw nauczania okreslonych dla analityka testéw nie zaktada posiadania konkretnego
doswiadczenia.

0.7. Akredytacja szkolen

Rada Krajowa ISTQB® moze dokonywaé akredytacji dostawcéw szkolen, ktorzy oferujg materiaty
dydaktyczne zgodne z niniejszym sylabusem. Wytyczne dotyczace akredytacji nalezy uzyska¢ od Rady
Krajowej lub organu dokonujgcego akredytacji. Akredytowane szkolenie jest uznawane za zgodne
z niniejszym sylabusem i moze obejmowaé egzamin ISTQB®.

0.8. Poziom szczegotowosci informacji

Poziom szczegotowosci informacji zawartych w niniejszym sylabusie umozliwia tworzenie spdéjnych pod
wzgledem tresci nauczania szkolenh i przeprowadzanie egzamindéw na skale miedzynarodowa. Aby sprostaé
temu zadaniu w sylabusie uwzgledniono:
e 0godlne cele dydaktyczne opisujgce zatozenia poziomu zaawansowanego w odniesieniu do
analitykow testow,
e wykaz pojec, ktére muszg zapamieta¢ uczestnicy szkolenia,
e cele nauczania w poszczegdlnych obszarach wiedzy, opisujgce efekty ksztatcenia o charakterze
poznawczym,
e Opis najwazniejszych pojeé¢, w tym odwotania do zrédet (takich jak uznane publikacje oraz normy
lub standardy).
Tre$¢ sylabusa nie stanowi opisu catego obszaru wiedzy zwigzanego z testowaniem oprogramowania.
Odzwierciedla ona jedynie poziom szczegotowosci, jaki nalezy uwzgledni¢ w akredytowanych szkoleniach
na poziomie zaawansowanym. W sylabusie skupiono sie na zagadnieniach, ktére moga mie¢ zastosowanie
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we wszystkich projektach wytwarzania oprogramowania, w tym w projektach zwinnego wytwarzania
oprogramowania. Sylabus nie zawiera zadnych konkretnych celéw nauczania zwigzanych z okreslonym
cyklem wytwarzania oprogramowania, natomiast omoéwiono w nim, w jaki sposéb wprowadzone pojecia
mozna zastosowa¢ do modelu zwinnego wytwarzania oprogramowania, do innych modeli iteracyjnych
i przyrostowych oraz do modeli sekwencyjnych.

0.9. Struktura sylabusa

Sylabus zawiera sze$¢ rozdziatow, ktérych tre$é moze by¢ przedmiotem egzaminu. Nagtéwek najwyzszego
poziomu zawiera informacje o minimalnym czasie trwania szkolenia dla kazdego rozdziatu (wyktadéw
i éwiczen) — nie podano czasu trwania podrozdziatéw i mniejszych jednostek redakcyjnych. W przypadku
akredytowanych szkolen na przekazanie wiedzy zawartej w sylabusie potrzeba co najmniej 20 godzin i 30
minut wyktadéw. Czas ten podzielono na poszczegodine rozdziaty w nastepujgcy sposob:

Rozdziat 1: Zadania analityka testéw w procesie testowym (150 minut)

Rozdziat 2: Zadania analityka testéw w testowaniu opartym na ryzyku (60 minut)
Rozdziat 3: Techniki testowania (630 minut)

Rozdziat 4: Testowanie charakterystyk jakosciowych oprogramowania (180 minut)
Rozdziat 5: Przeglady (120 minut)

Rozdziat 6: Narzedzia testowe i automatyzacja testéw (90 minut).
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1. Zadania analityka testow w procesie testowym —
150 minut

Stowa kluczowe

analiza testow, dane testowe, harmonogram testéw, implementacja testow, kryterium wyjscia, podstawa
testéw, procedura testowa, projekt testow, przypadek testowy niskiego poziomu, przypadek testowy
wysokiego poziomu, test, warunek testowy, wykonywanie testu, zestaw testowy

Cele nauczania zwigzane z zadaniami analityka testow w procesie testowym

1.1. Wstep

Nie okreslono celéw nauczania.

1.2. Testowanie w cyklu wytwarzania oprogramowania
TA-1.2.1. (K2) Kandydat potrafi wyjasni¢, w jaki sposob i z jakich przyczyn czas i zakres zaangazowania
analityka testéw réznig sie w réznych modelach cyklu wytwarzania oprogramowania.

1.3. Analiza testéw
TA-1.3.1. (K2) Kandydat potrafi oméwi¢ zadania, ktdre powinien wykona¢ analityk testow w trakcie
analizy testéw.

1.4. Projektowanie testow

TA-1.4.1. (K2) Kandydat potrafi wyjasnic, dlaczego interesariusze powinni rozumie¢ warunki testowe.

TA-1.4.2. (K4) Kandydat potrafi wybra¢ wtasciwy poziom projektowania przypadkéw testowych w danym
scenariuszu projektowym (przypadki testowe wysokiego lub niskiego poziomu).

TA-1.4.3. (K2) Kandydat potrafi oméwi¢ zagadnienia, ktére nalezy uwzgledni¢ podczas projektowania
przypadkow testowych.

1.5. Implementacja testow
TA-1.5.1. (K2) Kandydat potrafi oméwi¢ zadania, ktdre powinien wykona¢ analityk testow w trakcie
implementac;ji testow.

1.6. Wykonywanie testow
TA-1.6.1. (K2) Kandydat potrafi oméwi¢ zadania, ktdre powinien wykona¢ analityk testow w trakcie
wykonywania testow.
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1.1. Wprowadzenie

W sylabusie ISTQB® poziomu podstawowego opisano nastepujgce czynnosci procesu testowego:
e planowanie testow,

monitorowanie testow i nadzoér nad testami,

analiza testow,

projektowanie testéw,

implementacja testéw,

wykonywanie testow,

ukonczenie testow.

W niniejszym sylabusie doktadniej opisano czynnosci, ktére sg szczegdlnie istotne z punktu widzenia
analityka testow. Pozwala to zwiekszy¢ szczegdtowosc¢ procesu testowego i lepiej dostosowaé go do
potrzeb réoznych modeli cyklu wytwarzania oprogramowania.

Okreslenie wiasciwych testdw oraz ich zaprojektowanie, implementacja, a nastepnie wykonanie, to
najwazniejsze obszary dziatania analityka testéw. Zrozumienie pozostatych krokéw procesu testowego jest
istotne, ale na og6t praca analityka testow obejmuje przede wszystkim nastepujgce czynnosci:

e analiza testow,
projektowanie testéw,
implementacja testéw,
wykonywanie testow.

Inne czynnosci wchodzace w skiad procesu testowego zostaty odpowiednio przedstawione w sylabusie
poziomu podstawowego i nie ma potrzeby ich dalszego opisywania ha poziomie zaawansowanym.

1.2. Testowanie w cyklu wytwarzania oprogramowania

W ramach definiowania strategii testow nalezy wzigé pod uwage stosowany cykl wytwarzania
oprogramowania. Miedzy modelami cyklu wytwarzania oprogramowania istniejg réznice dotyczace
momentu zaangazowania analityka testéw, stopnia tego zaangazowania, wymaganego od analityka testéw
naktadu czasu, dostepnych dla niego informaciji i wreszcie oczekiwan wzgledem osoby wystepujgcej w tej
roli. Analityk testow musi wiedziec¢, jakie informacje powinien przekazywa¢ osobom petnigcym inne role
w organizacji. Dotyczy to takich obszaréw jak:
e inzynieria wymagan i zarzadzanie wymaganiami — informacje zwrotne na temat przegladéw
wymagan,
e zarzadzanie projektem — informacje wejsciowe do harmonogramow,
e zarzadzanie konfiguracjg i zarzgdzanie zmianami — wyniki weryfikacji wersji poprzez testowanie,
informacje na temat kontroli wersji,
e wytwarzanie oprogramowania — powiadomienia o znalezionych defektach,
e pielegnacja oprogramowania — zgtoszenia defektow, efektywnos¢ usuwania defektow, testowanie
potwierdzajace,
e wsparcie techniczne — doktadne dokumentowanie sposobdéw ominiecia znanych probleméw,
e tworzenie dokumentacji technicznej (np. specyfikacji projektu bazy danych, dokumentaciji
srodowiska testowego) — informacje wejsciowe do tych dokumentéw oraz przeglady techniczne
dokumentdéw.

Czynno$ci testowe muszg by¢ dostosowane do wybranego modelu cyklu wytwarzania oprogramowania
(SDLC - Software Development Life Cycle), ktéry moze mieé charakter sekwencyjny, iteracyjny,
przyrostowy lub stanowi¢ hybryde tychze. Na przykitad w sekwencyjnym modelu V proces testowy
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zastosowany na poziomie testébw systemowych mozna dopasowa¢ do procesu wytwarzania
oprogramowania w nastepujgcy sposob:

e Planowanie testéw systemowych odbywa sie réwnolegle z planowaniem projektu, a monitorowanie
testow i nadzér nad testami jest prowadzone do czasu ich ukoficzenia. Ma to wplyw na informacje
dotyczace harmonogramu dziatan przekazywane przez analityka testow osobom odpowiedzialnym
za zarzadzanie projektem.

e Analiza i projektowanie testow systemowych odbywajg sie réownolegle z tworzeniem takich
dokumentow jak specyfikacja wymagan systemowych, specyfikacja projektu systemu i architektury
(specyfikacja wysokiego poziomu) oraz specyfikacja projektu modutéw (specyfikacja niskiego
poziomu).

e Implementacja $rodowiska testowego dla testéw systemowych moze sie rozpocza¢ podczas
projektowania systemu, ale gtéwna cze$¢ prac odbywa sie réwnolegle z kodowaniem i testami
modutowymi, a czynnosci zwigzane z implementacjg testow systemowych czesto konczg sie
zaledwie kilka dni przed rozpoczeciem wykonywania testow systemowych.

e Wykonywanie testéw systemowych rozpoczyna sie po spetnieniu lub, jesli to konieczne, podjeciu
decyzji o uchyleniu kryteriéw wejscia, co zwykle oznacza, ze co najmniej testy modutowe, a czesto
réwniez testy integracyjne, majg spetnione kryteria wyjscia. Wykonywanie testow systemowych jest
kontynuowane do chwili spetnienia kryteriow wyjscia testéw systemowych.

e Czynnosci zwigzane z ukonczeniem testow systemowych wykonywane sg po spetnieniu ich
kryteridow wyjscia.

W modelach iteracyjnych i przyrostowych kolejnos¢ wykonywania zadan moze by¢ inna, a niektére z nich
mogg sie w ogole nie pojawiaé. Na przyktad w modelu iteracyjnym w poszczegdlnych iteracjach moze by¢
stosowany jedynie pewien ograniczony zestaw czynnosci testowych. Analiza testéw, projektowanie,
implementacja i wykonanie mogg by¢ prowadzone w kazdej iteracji, natomiast planowanie na wysokim
poziomie odbywa sie na poczatku projektu, a realizacja zadan zwigzanych z ukonczeniem testéw — na
koncu.

W zwinnym wytwarzaniu oprogramowania zazwyczaj funkcjonujg mniej sformalizowane procesy, a kontakty
robocze miedzy interesariuszami projektu sg znacznie blizsze, co utatwia wprowadzanie zmian w projekcie.
W takich projektach moze nie wystepowac szczegdtowo zdefiniowana rola analityka testéw. Dokumentacja
testowa jest mniej obszerna, a wymiana informacji nastepuje czesciej, ma za to wezszy zakres.

W zwinnym wytwarzaniu oprogramowania testowanie uwzglednia sie juz na wstepnych etapach.
Rozpoczyna sie ono w fazie wytwarzania produktu, kiedy programisci wykonujg wstepne dziatania zwigzane
z tworzeniem architektury i projektowaniem. Przeglady raczej nie sg sformalizowane, ale odbywajg sie
w trybie ciggtym wraz z ewolucjg oprogramowania. Zaangazowania w prace testowe oczekuje sie przez
caly czas trwania projektu, a zadania analityka testow powinni realizowa¢ cztonkowie zespotu.

Modele iteracyjne/przyrostowe pokrywajg szeroki zakres modeli wytwarzania oprogramowania — od
zwinnego wytwarzania oprogramowania, w ktérym oczekuje sie ciggtych zmian wraz z ewolucjg wymagan
klienta, po modele hybrydowe, np. wytwarzanie iteracyjne/przyrostowe potgczone z podejsciem modelu V.
W takich modelach hybrydowych analityk testéw powinien by¢é zaangazowany w aspekty planowania
i projektowania czynnoéci sekwencyjnych, a nastepnie przyjg¢ bardziej interaktywna role podczas dalszych
czynno$ci iteracyjnego/przyrostowego wytwarzania.

Niezaleznie od stosowanego modelu cyklu wytwarzania oprogramowania analityk testéw powinien
rozumie¢ oczekiwania dotyczgce czasu i stopnia zaangazowania w projekt. Analityk testéw dostarcza
najbardziej efektywny wktad w jakos¢ oprogramowania poprzez dostosowanie swoich dziatan i wybor
momentu zaangazowania w okreslony model cyklu wytwarzania oprogramowania, zamiast dopasowanie
sie do predefiniowanej w modelu roli.
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1.3. Analiza testow

W fazie planowania testéw zostaje zdefiniowany zakres projektu testowego. Na etapie analizy testow, na
jego podstawie analityk testow:

analizuje podstawe testow,

identyfikuje rézne typy defektow w podstawie testow,

identyfikuje i priorytetyzuje warunki testowe i funkcje, ktére majg by¢ testowane,

rejestruje  dwukierunkowe powigzania miedzy poszczegdlnymi elementami podstawy testow
a powigzanymi warunkami testowymi,

e wykonuje zadania zwigzane z testowaniem opartym na ryzyku (patrz Rozdziat 2.).

Aby analityk testow mogt efektywnie przeprowadzi¢ analize testdw, powinny by¢ spetnione nastepujgce
kryteria wejscia:

e |Istnieje zapis wiedzy (np. wymagania, historyjki uzytkownika) na temat przedmiotu testow, ktory
moze stanowi¢ podstawe testow (punkt 1.4.2. i podrozdziat 2.2. sylabusa [ISTQB_FL_SYL] zawiera
liste innych mozliwych zrodet podstawy testow).

e Taka podstawa testéw przeszta przeglad z wystarczajgco dobrym wynikiem i zostata odpowiednio
zmodyfikowana po przegladzie. Nalezy zauwazy¢, ze jesli majg zosta¢ zdefiniowane przypadki
testowe wysokiego poziomu (patrz punkt 1.4.1.), podstawa testdw moze nie by¢ jeszcze w petni
zdefiniowana. W zwinnym wytwarzaniu oprogramowania cykl przegladu bedzie mie¢ charakter
iteracyjny, poniewaz historyjki uzytkownika sg uszczegétawiane na poczatku kazdej iteracji.

e Zatwierdzone w budzecie srodki oraz przyjety harmonogram pozwalajg wykona¢ pozostate prace
zwigzane z testowaniem danego przedmiotu testow.

Warunki testowe identyfikuje sie z reguty poprzez analize podstawy testow i celow testowania (zgodnie
z definicjg przyjeta w procesie planowania testéw). W pewnych sytuacjach, gdy dokumentacja jest
nieaktualna lub nie istnieje, warunki testowe mozna ustali¢ po dyskusji z odpowiednimi interesariuszami
(np. w trakcie warsztatow lub podczas planowania iteracji). W zwinnym wytwarzaniu oprogramowania
kryteria akceptacji definiowane w ramach historyjek uzytkownika sg czesto wykorzystywane jako podstawa
projektowania testow.

Warunki testowe sg zwykle specyficzne dla danego obiektu testowego, analityk testéw powinien jednak
uwzgledni¢ pewne standardowe uwarunkowania:

e Zazwyczaj warto definiowa¢ warunki testowe na roznych poziomach szczegdtowosci. Na poczatku
identyfikuje sie warunki wysokiego poziomu w celu okre$lenia ogdlnych obszaréw testowania, np.
sfunkcjonalnos¢ ekranu X”. Nastepnie identyfikuje sie bardziej szczegétowe warunki, stanowigce
podstawe przypadkdéw testowych, takie jak ,ekran X odrzuca numer konta, ktéry jest o jedng cyfre
krotszy niz poprawny numer”. Takie hierarchiczne podejscie do definiowania warunkéw testowych
utatwia zapewnienie odpowiedniego pokrycia obiektéw wysokiego poziomu. Umozliwia ono réwniez
analitykowi testéw rozpoczecie pracy nad warunkami testowymi wysokiego poziomu zwigzanymi
z historyjkami uzytkownika, ktore jeszcze nie zostaty uszczegotowione.

e Jezeli zdefiniowano ryzyka produktowe, nalezy zidentyfikowac warunki testowe dotyczace kazdego
z czynnikéw ryzyka i powigzac je z odpowiednimi elementami ryzyka.

Zastosowanie technik testowania (okreslonych w strategii testéw i/lub planie testéw) moze utatwié
przeprowadzenie czynnosci analizy testow i moze wspierac¢ realizacje nastepujacych celow:

e identyfikacja warunkéw testowych,

e zmniejszenie prawdopodobienstwa pominiecia waznych warunkéw testowych,

e zdefiniowanie doktadniejszych i bardziej poprawnych warunkéw testowych.

Po zdefiniowaniu i uszczegétowieniu warunkéw testowych nalezy przeprowadzi¢ ich przeglad z udziatem
interesariuszy, aby zyskac pewno$¢, ze wymagania sg jednoznacznie zinterpretowane, a proces testowania
odpowiada celom projektu.
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Po zakonczeniu analizy testow dla danego obszaru (np. okreslonej funkcji) analityk testéw powinien
wiedziet, jakie konkretne testy nalezy zaprojektowaé w tym obszarze.

1.4. Projektowanie testow

W kolejnym kroku procesu testowego analityk testow projektuje testy, ktére majg zosta¢ zaimplementowane
i wykonane w ramach zakresu testowania ustalonego podczas planowania testéw. Czynnosci wykonywane
w ramach projektowania testow:
e Okreslenie, dla ktérych obszaréw testowych odpowiednie bytyby przypadki testowe niskiego
poziomu, a dla ktérych przypadki testowe wysokiego poziomu.
e Okreslenie technik testowania, ktére pozwolg uzyska¢ wymagane pokrycie. Techniki, z ktérych
mozna skorzysta¢, ustala sie w trakcie planowania testow.
e Wykorzystanie technik testowania do zaprojektowania przypadkow testowych i zestawéw
testowych pokrywajacych zidentyfikowane warunki testowe.
e Zidentyfikowanie danych testowych niezbednych do obstugi warunkow testowych i przypadkéw
testowych.
e Zaprojektowanie srodowiska testowego oraz zidentyfikowanie wszelkich niezbednych elementow
infrastruktury, w tym narzedzi.
e Stworzenie mozliwosci dwukierunkowego Sledzenia powigzan (np. miedzy podstawg testéw,
warunkami testowymi a przypadkami testowymi).

W catym procesie od analizy i projektowania po implementacje i wykonywanie testéw nalezy stosowac
kryteria wyznaczania priorytetow ustalone podczas analizy ryzyka i planowania testow.

W zalezno$ci od typow projektowanych testéw jednym z kryteriéw wejscia do fazy projektowania testéw
moze by¢ dostepnos$é narzedzi wykorzystywanych do projektowania testéw.

Podczas projektowania testow analityk testow musi uwzgledni¢ co najmniej nastepujgce zagadnienia:

e W przypadku niektérych elementéw testowych lepiej sprawdza sie zdefiniowanie tylko warunkow
testowych, bez schodzenia do poziomu definiowania skryptéw testowych, w kitérych zapisana jest
sekwencja instrukcji niezbednych do wykonania testu. W takich sytuacjach nalezy zdefiniowaé
warunki testowe jako wytyczne do testowania nie-skryptowego (nie opartego na skryptach
testowych).

o Nalezy jasno okresli¢ kryteria zaliczenia i niezaliczenia takiego testu.

e Nalezy projektowac testy tak, aby byly zrozumiate réwniez dla innych testeréw, a nie tylko dla
autora. Jezeli to nie autor bedzie wykonywaé dany test, inni testerzy bedg musieli odczytaé
i zrozumie¢ zdefiniowane testy, aby zrozumie¢ cele testowania i wzgledng waznos$¢ testu.

e Testy muszg by¢ réwniez zrozumiate dla innych interesariuszy, np. programistow (ktorzy moga
dokonywac przeglgdow testow) oraz dla audytoréw (ktérych akceptacja moze byé wymagana).

e Testy powinny pokrywaé wszelkie interakcje z przedmiotem testéw, a nie tylko interakcje
uzytkownikow za posrednictwem widocznego interfejsu. Mogg to byé na przykiad interakcje
z innymi systemami i zdarzenia techniczne lub fizyczne. Wiecej informacji na ten temat mozna
znalez¢ w dokumencie [IREB_CPRE].

e Testy nalezy projektowaé tak, aby mozna byto przetestowac interfejsy miedzy poszczegdlnymi
elementami testowymi, a takze zachowanie poszczegélnych elementéw testow.

e Podczas projektowania testdw nalezy pamietaé o priorytetach i zrownowazeniu zadan,
z uwzglednieniem poziomoéw ryzyka i wartosci biznesowe;.
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1.4.1. Przypadki testowe niskiego i wysokiego poziomu

Jednym z zadan analityka testow jest ustalenie poziomow przypadkow testowych najbardziej odpowiednich
w danej sytuacji. Przypadki testowe niskiego i wysokiego poziomu zostaty opisane w dokumencie
[ISTQB_FL_SYL]. Ponizej przedstawiono listy zalet i wad obu rodzajow przypadkéw testowych.

Zalety przypadkéw testowych niskiego poziomu:

Mniej doswiadczeni testerzy mogg skorzystac ze szczegotowych informacji dostepnych w projekcie.
Przypadki testowe niskiego poziomu zawierajg wszystkie szczegétowe informacje i procedury
potrzebne testerowi do wykonania przypadku testowego (w tym wymagania dotyczgce danych) i do
zweryfikowania rzeczywistych rezultatow.

Testy mogg by¢ ponownie wykonywane przez rézne osoby, a kazdy z testeréw powinien uzyskaé
taki sam wynik testu.

Mozliwe jest wykrycie nieoczywistych defektow w podstawie testow.

Przyjety poziom szczegdtowosci umozliwia niezalezng weryfikacje testéw, np. w trakcie audytu, jesli
to jest wymagane.

Moze to zmniejszy¢ czas poswiecany na implementacje przypadkéw testowych dla testow
automatycznych.

Wady przypadkéw testowych niskiego poziomu:

Zaréwno tworzenie, jak i pielegnacja przypadkow testowych tego typu, moze wigzac¢ sie ze znaczng
pracochtonnoscig.

Przypadki testowe niskiego poziomu zwykle ograniczajg swobode dziatah testera podczas ich
wykonywania.

Wymagajg tego, by podstawa testow zostata dobrze zdefiniowana.

Sledzenie powigzan przypadkéw testowych niskiego poziomu z warunkami testowymi moze by¢
bardziej pracochtonne niz $ledzenie powigzan przypadkoéw wysokiego poziomu.

Zalety przypadkow testowych wysokiego poziomu:

Przypadki testowe wysokiego poziomu zawierajg wskazowki, co ma zostaé przetestowane, a takze
umozliwiajg analitykowi testéw zastosowanie réznych zestawdéw danych, a nawet procedur
wykonania testu.

Przypadki testowe wysokiego poziomu mogg zapewni¢ lepsze pokrycie czynnikdw ryzyka niz
przypadki niskiego poziomu, poniewaz przy kazdym wykonaniu bedg nieco inne.

Przypadki tego rodzaju mozna zdefiniowa¢ we wczesnych etapach procesu specyfikowania
wymagan.

W trakcie wykonywania testéw wykorzystywane jest dodwiadczenie analityka testow zwigzane
zaréwno z samym procesem testowania, jak i z przedmiotem testow.

Przypadki testowe wysokiego poziomu mozna definiowa¢ w sytuacji, gdy nie jest wymagane
opracowanie szczegoétowej, formalnej dokumentac;i.

Przypadki testowe wysokiego poziomu lepiej nadajg sie do wykorzystania w réznych cyklach
testowych, jesli mozna uzy¢ ré6znych danych testowych.

Wady przypadkéw testowych wysokiego poziomu:

Przypadki odznaczajg sie mniejszg powtarzalnoscig, co utrudnia weryfikacje testow. Wynika to
z braku szczegdtowego opisu, ktéry wystepuje w przypadkach testowych niskiego poziomu.

Do wykonania takich przypadkéw testowych mogg byé potrzebni testerzy z nieco wiekszym
doswiadczeniem.

Jesli automatyzacja testéw odbywa sie na podstawie przypadkow testowych wysokiego poziomu,
z powodu matej szczegodtowosci moze nastgpi¢ walidacja niepoprawnych rzeczywistych rezultatow,
a ponadto niektore elementy moga nie zostaé sprawdzone.

Przypadki testowe wysokiego poziomu mogg pozniej postuzy¢ do tworzenia przypadkow niskiego poziomu,
gdy wymagania zostang ustabilizowane i doprecyzowane. W takiej sytuacji tworzenie przypadkow
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testowych odbywa sie sekwencyjnie z przejsciem od przypadkéw wysokiego poziomu do niskiego poziomu,
a do wykonania testéw sg uzywane tylko przypadki testowe niskiego poziomu.

1.4.2. Projektowanie przypadkéw testowych

Projektowanie przypadkow testowych polega na uszczegétawianiu i doprecyzowywaniu zidentyfikowanych
warunkéw testowych zgodnie z technikami testowania (patrz Rozdziat 3.). Przypadki testowe powinny by¢
powtarzalne, mozliwe do weryfikacji i do powigzania z podstawg testéw (np. z wymaganiami).

W ramach projektowania przypadkéw testowych nalezy zidentyfikowaé nastepujgce elementy:

e cel (tj. mozliwy do zaobserwowania i zmierzenia wynik wykonania testu),

e warunki wstepne, takie jak wymagania projektowe lub wymagania dotyczgce lokalnego srodowiska
testowego, plany ich dostarczenia, stan systemu przed wykonaniem testu itp.,

e wymagania dotyczgce danych testowych (zaréwno danych wejsciowych do przypadku testowego,
jak i danych, ktére muszg istnie¢ w systemie, aby mozna byto wykonac¢ przypadek testowy),

e oczekiwane rezultaty i jawne kryteria zaliczenia/niezaliczenia,

e warunki wyjsciowe, takie jak zmodyfikowane dane, na ktére ma wplyw wykonanie przypadku
testowego, stan systemu po wykonaniu testow, wyzwalacze dalszego przetwarzania itp.

Szczegolng trudno$¢ moze sprawiac¢ zwlaszcza zdefiniowanie oczekiwanego rezultatu testu. Wyznaczanie
go recznie jest czesto ucigzliwe i podatne na btedy. W miare mozliwosci nalezy raczej uzy¢ zewnetrznej
automatycznej wyroczni testowej lub stworzy¢ wiasng. Okreslajgc oczekiwany rezultat, testerzy powinni
odnies¢ sie nie tylko do danych wyjsciowych wyswietlanych na ekranie, ale réwniez do warunkéw
wyjsciowych dotyczacych danych i srodowiska. Przy jasno zdefiniowanej podstawie testow wyznaczenie
prawidtowych rezultatéw nie powinno sprawié¢ trudnosci. Jednak dokumentacja podstawy testow moze by¢
nieprecyzyjna, sprzeczna, nie pokrywaé kluczowych obszaréw lub w ogdle nie by¢ dostepna. W takich
sytuacjach analityk testéw musi dysponowa¢ odpowiednig wiedzg dziedzinowg lub mie¢ dostep do zrédta
takiej wiedzy. Jednak nawet wtedy, gdy podstawa testéw jest dobrze okreslona, zdefiniowanie
oczekiwanych rezultatéw mogg utrudni¢ skomplikowane interakcje ztozonych zdarzeh wejsciowych i reakcji
systemu — nieodzowna jest wiec wyrocznia testowa. W zwinnym wytwarzaniu oprogramowania role
wyroczni testowej moze odgrywac¢ wiasciciel produktu. Wykonywanie przypadkoéw testowych bez
mozliwosci sprawdzenia poprawnosci rzeczywistych rezultatéw zwykle nie niesie ze sobg korzysci, a czesto
powoduje sporzadzanie btednych raportéw z testéw lub btedne przekonanie o prawidtowym dziataniu
systemu.

Powyzsze czynnosci majg zastosowanie na wszystkich poziomach testéw, cho¢ podstawa testéw jest
w kazdej sytuacji inna. Podczas analizy i projektowania testéw nalezy pamieta¢ zaréwno o poziomie, na
jakim ma by¢ wykonywany dany test, jak i o celu testu. Utatwia to okreslenie wymaganego poziomu
szczegotowosci oraz wszelkich wymaganych narzedzi (np. sterownikow i zaslepek na poziomie testow
modutowych).

Podczas opracowywania warunkéw i przypadkéw testowych powstaje zazwyczaj dokumentacja, ktéra
stanowi jeden z produktéw pracy zwigzanych z testowaniem. W praktyce zakres dokumentowania
produktéw pracy zwigzanych z testowaniem bywa bardzo rézny. Warunkujg to nastepujgce czynniki:
e ryzyko projektowe (co musi/ nie musi by¢ udokumentowane),
e warto$¢ dodana dokumentacji w projekcie,
e standardy i uregulowania prawne, ktérych nalezy przestrzegac,
e zastosowany model cyklu wytwarzania oprogramowania lub podejscie (np. w modelu zwinnym dgzy
sie do generowania ,niezbednego minimum” dokumentac;ji),
e wymaganie mozliwosci sledzenia powigzan miedzy podstawg testow a rezultatami analizy
i projektowania testow.

W zaleznosci od zakresu testowania analiza i projektowanie testéw mogg obejmowaé weryfikacje
jakosciowych charakterystyk oprogramowania. Standard 1SO 25010 [ISO25010] stanowi tu przydatny
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materiat pomocniczy. Przy testowaniu systeméw sprzetowo-programowych moze byé konieczne
uwzglednienie dodatkowych charakterystyk.

Czynnosci analizy i projektowania testow mozna udoskonali¢ poprzez wplecenie w nie przegladéw i analizy
statycznej. Tak naprawde przeprowadzanie analizy i projektowania testow same w sobie czesto stanowig
pewng forme testowania statycznego, poniewaz umozliwiajg wykrycie probleméw w dokumentach
podstawy testéw podczas tych czynnosci. Analiza i projektowanie testow w oparciu o specyfikacje wymagan
sg znakomitym przygotowaniem do spotkania przegladowego (w celu omowienia wymagan). Lektura
wymagan niezbedna do opracowania testow oznacza koniecznos¢ zrozumienia wymagania i ustalenia
sposobu sprawdzenia, czy to wymaganie jest spetnione. Dzieki temu czesto mozna odkry¢ brakujgce
wymagania oraz wymagania, ktére sg niejasne, nietestowalne lub dla ktérych nie zostaly zdefiniowane
kryteria akceptacji. Rowniez produkty pracy zwigzane z testowaniem, takie jak przypadki testowe, analizy
ryzyka i plany testéw, mogg by¢ poddawane przeglgdom.

Jesli testowanie wymaga infrastruktury, ktéra nie jest tatwo dostepna, analityk testéw powinien zdefiniowac
szczegbtowe wymagania dotyczgce infrastruktury testowej podczas projektowania testu. Jesli te
wymagania nie zostang spetnione na czas, wdrozenie testéw bedzie zagrozone ryzykiem z powodu
nieoczekiwanego czasu i wysitku.

Nalezy pamieta¢, ze infrastruktura testu obejmuje wiecej niz tylko przedmioty testéw i testalia. Do wymagan
dotyczacych infrastruktury mogg naleze¢ wymagania co do pomieszczen, wyposazenia, personelu,
oprogramowania, narzedzi, urzgdzen peryferyjnych i komunikacyjnych, uprawnien dla uzytkownikéw i
wszelkich innych elementéw niezbednych do wykonania testow.

Kryteria wyjscia dla analizy i projektowania testow mogg by¢ rézne w zaleznosci od parametréw projektu,
jednak nalezy rozwazy¢ ujecie w nich wszystkich elementéw oméwionych w tym podrozdziale. Istotne jest,
aby kryteria wyjscia byty mierzalne i umozliwiaty zebranie wszystkich informaciji i niezbednych do wykonania
kolejnych krokéw w procesie oraz przeprowadzenie wszystkich niezbednych przygotowan.

1.5. Implementacja testéw

Implementacja testow polega na przygotowaniu testaliow niezbednych do wykonania testow na podstawie
wynikow analizy i projektowania testéw. Czynnosci wykonywane w ramach implementacji testéw to:
e Opracowywanie procedur testowych i potencjalnie tworzenie skryptéw testéw automatycznych.
e Organizowanie procedur testowych i skryptow testow automatycznych (jesli jakies istniejg)
w zestawy testowe do wykonania w okreslonym przebiegu testu.
e Konsultowanie z kierownikiem testow priorytetyzacji przypadkéw testowych i zestawow testowych
do wykonania.
e Tworzenie harmonogramu wykonywania testow z uwzglednieniem przydziatu zasobéw, tak aby
bylo mozliwe rozpoczecie wykonywania przypadkow testowych (patrz dokument [ISTQB_FL_SYL],
punkt 5.2.4).
e Finalizacja czynnosci przygotowania danych testowych i Srodowisk testowych.
e Aktualizacja powigzah miedzy podstawg testow a testaliami takimi jak: warunki testowe, przypadki
testowe, procedury testowe, skrypty testowe i zestawy testowe.

W trakcie implementacji testow analityk testow identyfikuje skuteczng kolejno$¢ wykonywania przypadkéw
testowych i tworzy procedury testowe.

W ramach tego kroku nalezy szczegotowo okresli¢ ograniczenia i zaleznosci, ktére mogtyby wymusié
uruchamianie testéw w okreslonym porzgdku. W procedurach testowych sg dokumentowane wszystkie
warunki wstepne (np. tadowanie danych testowych z repozytorium danych) i dziatania, ktére nalezy
wykonac¢ po wykonaniu testow (np. zresetowanie stanu systemu).
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Analityk testow identyfikuje procedury testowe i skrypty testéw automatycznych, ktére mogg byc¢
pogrupowane (np. wszystkie odnoszag sie do testowania konkretnego, wysokopoziomowego procesu
biznesowego) i organizuje je w zestawy testowe. Umozliwia to wspodlne testowanie powigzanych
przypadkow testowych.

Analityk testow porzadkuje zestawy testowe w ramach harmonogramu wykonania testéw w sposob, ktory
skutkuje skutecznym wykonaniem testow. W przypadku zastosowania strategii testéw opartej na ryzyku
poziom ryzyka bedzie podstawowym czynnikiem w okreslaniu kolejnosci wykonywania przypadkéw
testowych. Kolejnos$¢ ta moze réwniez zaleze¢ od innych czynnikdw, takich jak dostepnosé odpowiedniego
personelu, sprzetu, danych i testowanych funkgciji.

Kod programu czesto jest publikowany we fragmentach, w zwigzku z czym nalezy skoordynowac testowanie
z kolejnoscig udostepniania poszczegoélnych elementéw oprogramowania. Szczegdlnie w przypadku
iteracyjnych i przyrostowych modeli wytwarzania analityk testéw powinien koordynowaé swoje prace
z dziataniami zespotu programistéow tak, aby elementy oprogramowania byty udostepniane do testow
w kolejnosci umozliwiajgcej ich przetestowanie.

Poziom szczegotowosci warunkéw testowych i przypadkéw testowych moze wptywa¢ na poziom
szczegotowosci i zwigzang z nim ziozono$¢ prac prowadzonych w ramach implementacji testéw.
W pewnych przypadkach majg zastosowanie dodatkowe regulacje prawne i produkty zwigzane
z testowaniem powinny wowczas byé zgodne z odpowiednimi normami, takimi jak amerykanski standard
DO-178C (ED 12C w Europie). [RTCA DO-178C/ED-12C].

Jak wspomniano powyzej, na ogot do testowania potrzebne sg dane testowe. W pewnych przypadkach
zestawy danych mogg osigga¢ duze rozmiary. Podczas implementacji analityk testéw tworzy dane
wejsciowe i dane srodowiskowe, ktére majg zosta¢ zatadowane do baz danych i innych repozytoriéw. Dane
muszg by¢ dostosowane do potrzeb procesu testowania, tj. umozliwia¢é wykrywanie defektéw. Analityk
testbw moze réwniez tworzyé dane, ktére bedg wykorzystywane w testowaniu sterowanym danymi
i testowaniu opartym na stowach kluczowych (patrz podrozdziat 6.2.) oraz w testowaniu manualnym.

Implementacja testow obejmuje takze tworzenie srodowisk(-a) testowych(-ego). W ramach tej czynnosci
nalezy w petni skonfigurowac srodowisko(-a) testowe i zweryfikowaé jego (ich) poprawno$é. Niezbedne jest
Srodowisko testowe dopasowane do potrzeb testowania, tj. takie, ktére umozliwi wykrycie defektéw w toku
kontrolowanego testowania, bedzie dziata¢ normalnie w przypadku braku awarii i odpowiednio odzwierciedli
— o ile jest to wymagane — srodowisko produkcyjne lub srodowisko uzytkownika koncowego dla potrzeb
wyzszych pozioméw testow. Podczas wykonywania testow mogg sie okaza¢ konieczne modyfikacje
Srodowiska testowego spowodowane nieprzewidzianymi zmianami, rezultatami testéw Iub innymi
uwarunkowaniami. Jezeli takie modyfikacje zostang wprowadzone podczas wykonywania testow, nalezy
ocenic¢ ich wptyw na testy, ktore juz zostaty wykonane.

Podczas implementacji testow analityk testdw musi potwierdzi¢ dostepnos¢ konkretnych oséb
odpowiedzialnych za przygotowanie i utrzymanie srodowiska testowego, dostepnos¢ wszystkich testaliéw
oraz gotowos¢ narzedzi testowych i powigzanych proceséw do uzycia. Dotyczy to zarzgdzania konfiguracja,
zarzadzania defektami oraz logowania wynikéw testéw i zarzgdzania testami. Ponadto analityk testow musi
zweryfikowaé procedury gromadzenia danych wykorzystywanych do oceny biezgcego statusu
w odniesieniu do kryteriéw wyjscia oraz do raportowania rezultatéw testow.

Przy implementacji testow warto zastosowaé zréwnowazone podejscie oparte na ustaleniach z fazy
planowania testow. Na przyktad analityczng strategie testowg opartg na ryzyku czesto tgczy sie z reaktywng
strategig testowg. W takich sytuacjach pewng czesé¢ implementacji testéw stanowi przygotowanie testéw
(tzw. testéw swobodnych), w ktérych nie postepuje sie zgodnie z wczesniej zdefiniowanymi skryptami.

Testy swobodne (ang. unscripted) nie powinny by¢ przypadkowe ani pozbawione okreslonego celu, gdyz
wtedy trudno okresli¢ ich czas trwania i uzyskane pokrycie, a to wigze sie z niewielkg liczbg wykrywanych
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defektow. Nalezy je przeprowadzac¢ w sesjach o okreslonych ramach czasowych i ustali¢ wstepny przebieg
za pomoca karty opisu testu, jednak trzeba zachowa¢ mozliwosé odejscia od zaleceh podanych w karcie,
jesli w trakcie sesji zostang zidentyfikowane potencjalnie bardziej produktywne mozliwosci testowania. Na
przestrzeni lat praktycy opracowali szereg technik testowania opartych na doswiadczeniu, takich jak ataki
usterek [Whittaker03], zgadywanie btedow [Myersll] i testowanie eksploracyjne [Whittaker09]. Takie
podejscia nie eliminujg analizy, projektowania i implementacji testéw, ale czynnosci te sg realizowane
w duzej mierze podczas wykonywania testow.

Jesdli stosowane sg takie reaktywne strategie testowe, rezultaty kazdego testu majg wptyw na analize,
projektowanie i implementacje kolejnych testéw. Strategie tego rodzaju co prawda wymagajg mniejszego
naktadu pracy i czesto umozliwiajg efektywne wykrywanie defektoéw, majg jednak réwniez wady, miedzy
innymi takie jak:

wymagajg od analityka testow wiedzy specjalistycznej,

trudno przewidzie¢ czas ich trwania,

trudno sprawdzi¢ uzyskane pokrycie,

ich powtarzalnos¢ moze by¢ bardzo ograniczona bez wsparcia solidnej dokumentacji lub wsparcia
Ze strony narzedzi.

1.6. Wykonywanie testow

Testy wykonywane sg zgodnie z harmonogramem wykonywania testow. Obejmuje to nastepujgce dziatania
(patrz dokument [ISTQB_FL_SYL]):

wykonywanie testéw manualnych, w tym testowanie eksploracyjne,

wykonywanie testow automatycznych,

poréwnywanie rzeczywistych rezultatéw z oczekiwanymi,

analizowanie anomalii w celu ustalenia ich prawdopodobnych przyczyn,

zgtaszanie defektéw na podstawie zaobserwowanych awarii,

rejestrowanie rzeczywistych rezultatéw wykonania testéw,

aktualizacja powigzan miedzy podstawg testow a testaliami, z uwzglednieniem rezultatéw testow,
wykonywanie testow regresiji.

Wymienione powyzej zadania moze realizowaé zaréwno tester, jak i analityk testow.

Ponizej przedstawiono liste typowych zadan dodatkowych, ktére mogg byé wykonywane przez analityka

testow:
[ ]

identyfikowanie skupisk defektow, ktére mogg oznaczac¢ koniecznos¢ dodatkowego przetestowania
pewnego fragmentu przedmiotu testéw,

zgtaszanie propozycji przyszltych sesji testowania eksploracyjnego na podstawie odkry¢
z dotychczasowych testéw eksploracyjnych,

identyfikowanie nowych czynnikow ryzyka na podstawie informacji uzyskanych podczas
realizowania zadan zwigzanych z wykonywaniem testow,

zgtaszanie propozycji udoskonalenia wybranych produktéw pracy z etapu implementac;ji testow (np.
poprawienia procedur testowych).
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2. Zadania analityka testéow w testowaniu opartym na
ryzyku — 60 minut

Stowa kluczowe
identyfikacja ryzyka, fagodzenie ryzyka, ryzyko produktowe, testowanie oparte na ryzyku

Cele nauczania zwigzane z zadaniami analityka testow w testowaniu opartym na
ryzyku

Zadania analityka testow w testowaniu opartym na ryzyku

TA-2.1.1. (K3) Kandydat potrafi zidentyfikowa¢ czynniki ryzyka dla podanej sytuacji, dokona¢ oceny
ryzyka i zaproponowaé¢ odpowiednie srodki fagodzenia ryzyka.
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2.1. Wprowadzenie

Kierownik testow czesto jest catkowicie odpowiedzialny za ustanowienie oraz zarzgdzanie strategig testéw
opartg na ryzyku. Kierownik testéw zwykle angazuje analityka testéw w prace nad zapewnieniem poprawnej
implementacji podejscia opartego na ryzyku.

Analityk testéw powinien by¢ czynnie zaangazowany w nastepujgce czynnos$ci zwigzane z testowaniem
opartym na ryzyku:

e identyfikacje ryzyka,

e ocene ryzyka,

e tagodzenie ryzyka.

Te zadania sg wykonywane iteracyjnie na przestrzeni catego cyklu wytwarzania oprogramowania, tak aby
zespot projektowy mogt reagowaé na pojawiajgce sie czynniki ryzyka i zmiane ich priorytetow oraz
regularnie oceniac¢ status ryzyka i informowac o nim interesariuszy (dodatkowe informacje mozna znalez¢
w publikacjach [vanVeenendaall2] i [Black02]). W zwinnym wytwarzaniu oprogramowania trzy wspomniane
czynnosci sg czesto fgczone w ramach tzw. sesji zarzadzania ryzykiem, ktére koncentrujg sie na danej
iteracji lub wydaniu.

Analityk testéw powinien dziata¢ w ramach struktury testowania opartego na ryzyku zbudowanej przez
kierownika testéw dla potrzeb danego projektu. Powinien przy tym korzysta¢ ze swojej znajomosci
czynnikow ryzyka w danej dziedzinie biznesowej, ktére moga pojawic sie w projekcie, takich jak czynniki
ryzyka zwigzane z bezpieczenstwem, kwestiami biznesowymi i ekonomicznymi oraz czynnikami
politycznymi.

2.2. ldentyfikacja ryzyka

W procesie identyfikacji ryzyka szanse na wykrycie jak najwiekszej liczby potencjalnych istotnych czynnikéw
ryzyka sg tym wieksze, im wieksza grupa interesariuszy wezmie w nim udziat.

Analitycy testow czesto dysponujg unikatowg wiedzg dotyczgca dziedziny biznesowej testowanego
systemu, dlatego sg szczegolnie predysponowani do wykonywania pewnych zadan, takich jak:
e prowadzenie wywiadow z ekspertami z danej dziedziny i uzytkownikami,
dokonywanie samodzielnych ocen,
korzystanie z szablonéw ryzyka,
udziat w warsztatach dotyczacych ryzyka,
udziat w sesjach ,burzy mézgoéw” z obecnymi i potencjalnymi uzytkownikami,
definiowanie list kontrolnych do testowania,
korzystanie z wczesniejszych doswiadczen z podobnymi systemami lub projektami.

Analityk testéw powinien przede wszystkim Scisle wspétpracowaé z uzytkownikami i innymi ekspertami
z danej dziedziny (np. specjalistami w dziedzinie inzynierii wymagan i analitykami biznesowymi), aby ustali¢,
ktére obszary ryzyka biznesowego powinny zostaé uwzglednione podczas testowania. W zwinnym
wytwarzaniu oprogramowania, dzieki bliskim kontaktom z interesariuszami, mozna regularnie prowadzi¢
dziatania zwigzane z identyfikacjg ryzyka, np. w trakcie spotkan dotyczgcych planowania iteraciji.

Przyktady czynnikéw ryzyka, ktére moga zostac zidentyfikowane w projekcie, to:
e problemy z poprawnoscig funkcjonalng, np. niepoprawne obliczenia,
e problemy z uzytecznoscig, np. brak potrzebnych skrotéw klawiszowych,
e problemy z przenaszalnoscig, np. brak mozliwosci zainstalowania aplikacji na okreslonych
platformach.
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2.3. Ocena ryzyka

Podczas gdy identyfikacja ryzyka polega na wskazaniu jak najwiekszej liczby istotnych ryzyk, ocena ryzyka
jest analiza tych zidentyfikowanych ryzyk. W szczegdlnosci obejmuje ona kategoryzacje kazdego ryzyka
oraz okreslenie poziomu tegoz ryzyka.

Okreslenie poziomu ryzyka obejmuje z reguly ocene (dla kazdego elementu ryzyka) jego
prawdopodobienstwa i wplywu. Prawdopodobienstwo ryzyka zwykle jest rozumiane jako
prawdopodobienstwo, ze dany, potencjalny problem, istnieje w testowanym systemie i zostanie
zaobserwowany w dziataniu produkcyjnym tego systemu. Wkiad technicznego analityka testéw powinien
polega¢ na wyszukiwaniu czynnikéw ryzyka i okreslaniu prawdopodobienstwa ich wystgpienia, a wktad
analityka testbw — na ocenie potencjalnego wptywu biznesowego wystgpienia danego problemu
(w zwinnym wytwarzaniu oprogramowania takie rozréznienie pomiedzy rolami moze by¢ mniej Sciste).

Wplyw ryzyka jest czesto rozumiany jako wielko$¢ szkody wptywajgcej na uzytkownikow, klientow lub
innych interesariuszy. Wywodzi sie on zatem z ryzyka biznesowego. Wkiad analityka testéw powinien
polegacC na identyfikowaniu dziedziny biznesowej oraz ocenianiu potencjalnego wptywu poszczegdinych
czynnikéw ryzyka na uzytkownikéw. Do czynnikow wptywajgcych na ryzyko biznesowe nalezg m. in.:
czestotliwos¢ uzywania dotknietej ryzykiem funkciji,

straty biznesowe,

straty finansowe,

potencjalne straty lub obcigzenia srodowiskowe albo spoteczne,

konsekwencje prawne, cywilne lub karne,

kwestie zwigzane z bezpieczenstwem,

grzywny, utrata licenciji,

brak uzasadnionych technicznie i ekonomicznie sposobéw ominiecia problemu w przypadku braku
mozliwosci kontynuowania pracy,

e widocznos¢ funkgiji,

e widoczno$¢ awarii, prowadzgca do negatywnego rozgtosu i potencjalnej utraty reputacji,

e utrata klientow.

Na podstawie dostepnych informaciji o ryzyku analityk testéw wyznacza poziom ryzyka biznesowego wediug
wytycznych okreslonych przez kierownika testow. Poziomy moga by¢ okreslone przy wykorzystaniu skali
porzadkowej (np. liczb rzeczywistych, poziomoéw: niski/Sredni/wysoki, koloréw sygnalizacji swietlnej). Od
momentu, gdy prawdopodobienstwo ryzyka i wptyw ryzyka zostaty wyznaczone, kierownik testéw korzysta
z tych warto$ci w celu okreslenia poziomu ryzyka dla kazdego elementu ryzyka. Ten poziom ryzyka jest
nastepnie wykorzystywany do priorytetyzacji czynnosci tagodzenia ryzyka [vanVeenendaal 12].

2.4. Lagodzenie ryzyka

W czasie trwania projektu analityk testéw powinien stawia¢ sobie nastepujgce cele:

e Zmniejszenie ryzyka produktowego poprzez zastosowanie dobrze zaprojektowanych przypadkow
testowych, ktére jednoznacznie wykazujg, czy testy zostaly zaliczone czy niezaliczone, oraz
poprzez uczestnictwo w przeglgdach produktéw pracy zwigzanych z oprogramowaniem, takich jak
wymagania, projekty i dokumentacja dla uzytkownikow.

e Podejmowanie wtasciwych dziatah tagodzacych ryzyko wskazanych w strategii testéw i planie
testéw (np. testowanie procesu biznesowego zwigzanego ze szczegdlnie duzym ryzykiem,
z zastosowaniem konkretnych technik testowania).

e Ponowna ocena znanych czynnikéw ryzyka w oparciu o dodatkowe informacje zgromadzone w toku
projektu, korygowanie wielkosci prawdopodobienstwa ryzyka, wptywu ryzyka lub obu tych wartosci.

e |dentyfikowanie nowych czynnikdw ryzyka na podstawie informacji zgromadzonych podczas
testowania.
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Testowanie ma podstawowy wkiad w tagodzenie ryzyka produktowego. Poprzez wykrywanie defektow
testerzy zmniejszaja ryzyko, informujgc o istnieniu wykrytych defektéw i umozliwiajgc ich usuniecie przed
wydaniem oprogramowania. Jezeli testerzy nie znajdujg zadnych defektéw, testowanie zmniejsza ryzyko
poprzez zapewnienie, ze w pewnych warunkach (warunkach, w jakich wykonano testy) system dziata
prawidtowo. Analityk testdbw pomaga okres$li¢ mozliwosci tagodzenia ryzyka m.in. poprzez badanie
mozliwosci gromadzenia dokfadnych danych testowych, tworzenie i weryfikowanie realistycznych
scenariuszy uzycia oraz prowadzenie lub nadzorowanie badan uzytecznosci.

2.4.1. Ustalanie priorytetow testow

Poziom ryzyka jest rowniez wykorzystywany do ustalania priorytetéw testow. Analityk testdw moze na
przyktad ustali¢, ze istnieje wysokie ryzyko w obszarze doktadnosci transakcji w systemie ksiegowym. Aby
zfagodzi¢ to ryzyko, tester moze podjg¢ wspotprace z ekspertami biznesowymi i zgromadzi¢ zestaw dobrych
danych przykfadowych, ktére mozna przetworzyé w celu weryfikacji dokladnosci wynikéw przetwarzania.
Analityk testow moze takze stwierdzi¢, ze powazne ryzyko w nowym produkcie stanowig problemy
z uzyteczno$cig. Zamiast czekaé na wykrycie problemoéw podczas testéw akceptacyjnych wykonywanych
przez uzytkownikéw, analityk testow moze przeprowadzi¢ wczesny test uzytecznosci o wysokim priorytecie
z wykorzystaniem prototypu, co pozwoli zidentyfikowac¢ i usung¢ problemy jeszcze przed rozpoczeciem
testow akceptacyjnych. Priorytety testow nalezy rozwazy¢ we wczesnych fazach planowania, tak, aby
dopasowac¢ harmonogram do priorytetéw testow i wykonac niezbedne testy w odpowiednim momencie.

W niektérych przypadkach wszystkie testy czynnikow wysokiego ryzyka sg wykonywane przed testami
czynnikow nizszego ryzyka, a wykonywanie odbywa sie¢ w kolejnosci $cisle zwigzanej z oceng ryzyka
(podejscie ,w gtab” (ang. depth-first)); w innych sytuacjach wybiera sie probke testéw reprezentujgcych
wszystkie zidentyfikowane obszary ryzyka, wazong wedtug wartosci poziomu ryzyka, aby zapewni¢
pokrycie kazdego czynnika przynajmniej jednym testem (podejscie ,wszerz” (ang. breadth-first)).

Bez wzgledu na to, czy testowanie oparte na ryzyku odbywa sie wedtug podejscia "w gtgb" czy "wszerz",
czas przeznaczony na testowanie moze nie wystarczyé na wykonanie wszystkich testéw. Testowanie oparte
na ryzyku umozliwia testerom ziozenie kierownictwu raportu podsumowujgcego pozostaty w danym
momencie poziom ryzyka, a kierownictwu — podjecie decyzji, czy przedtuzyé testy, czy tez przeniesc
pozostate ryzyko na uzytkownikéw, klientdéw, personel wsparcia technicznego i/lub personel operacyjny.

2.4.2. Dostosowywanie testow na potrzeby przysztych cykli testowania

Ocena ryzyka nie jest jednorazowym dziataniem wykonywanym przed rozpoczeciem implementacji testéw,
ale stanowi ciggty proces. Kazdy planowany w przysziosci cykl testowy powinien wigzac¢ sie z nowg analizg
ryzyka, aby uwzgledni¢ takie czynniki jak:

e dowolne nowe lub istotnie zmienione czynniki ryzyka produktowego,

e niestabilne lub podatne na awarie obszary systemu wykryte podczas testowania,
e czynniki ryzyka zwigzane z usunietymi defektami,
e typowe defekty wykrywane podczas testowania,
e stabo przetestowane obszary (stabo pokryte wymaganiami).
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3. Techniki testowania — 630 minut

Stowa kluczowe

analiza wartosci brzegowych, czarnoskrzynkowa technika testowania, karta opisu testu, podziat na klasy
réwnowaznosci, taksonomia defektow, technika drzewa klasyfikacji, technika testowania oparta na
defektach, technika testowania oparta na doswiadczeniu, testowanie eksploracyjne, testowanie w oparciu
o doswiadczenie, testowanie przejs¢ pomiedzy stanami, testowanie sposobem par, testowanie w oparciu
o liste kontrolng, testowanie w oparciu o tablice decyzyjng, zgadywanie btedoéw

Cele nauczania — techniki testowania

3.1. Wprowadzenie
Nie okreslono celéw nauczania.

3.2. Czarnoskrzynkowe techniki testowania

TA-3.2.1. (K4) Kandydat potrafi przeanalizowa¢ podane elementy specyfikacji i zaprojektowac¢ przypadki
testowe korzystajac z techniki podziatu na klasy rownowaznosci.

TA-3.2.2. (K4) Kandydat potrafi przeanalizowa¢ podane elementy specyfikacji i zaprojektowaé przypadki
testowe korzystajgc z techniki analizy wartosci brzegowych.

TA-3.2.3. (K4) Kandydat potrafi przeanalizowa¢ podane elementy specyfikacji i zaprojektowaé przypadki
testowe korzystajgc z techniki testowania w oparciu o tablice decyzyjna.

TA-3.2.4. (K4) Kandydat potrafi przeanalizowa¢ podane elementy specyfikacji i zaprojektowac¢ przypadki
testowe korzystajgc z techniki testowania przej$¢ pomiedzy stanami.

TA-3.2.5. (K2) Kandydat potrafi oméwi¢ role diagramoéw drzewa klasyfikacji wspierajgcych techniki
testowania.

TA-3.2.6. (K4) Kandydat potrafi przeanalizowa¢ podane elementy specyfikacji i zaprojektowac przypadki
testowe korzystajgc z techniki testowania sposobem par.

TA-3.2.7. (K4) Kandydat potrafi przeanalizowa¢ podane elementy specyfikacji i zaprojektowac przypadki
testowe korzystajgc z techniki testowania opartego na przypadkach uzycia.

TA-3.2.8. (K4) Kandydat potrafi przeanalizowa¢ system (lub jego specyfikacje wymagan) w celu
ustalenia, jakie typy defektéw zostang w nim prawdopodobnie znalezione i potrafi wybraé
odpowiednie czarnoskrzynkowe techniki testowania.

3.3 Techniki testowania oparte na doswiadczeniu

TA-3.3.1. (K2) Kandydat potrafi opisa¢ zasady technik testowania opartych na doswiadczeniu oraz
wskazac¢ ich wady i zalety w poréwnaniu z technikami czarnoskrzynkowymi oraz technikami
opartymi na defektach.

TA-3.3.2. (K3) Kandydat potrafi zidentyfikowac¢ testy eksploracyjne dla danego scenariusza.

TA-3.3.3. (K2) Kandydat potrafi opisa¢ zastosowanie technik testowania opartych na defektach i wskazac¢
réznice miedzy ich zastosowaniem a zastosowaniem technik czarnoskrzynkowych.

3.4. Zastosowanie najbardziej odpowiednich technik testowania

TA-3.4.1. (K4) Kandydat potrafi okresli¢, dla podanej sytuacji projektowej, jakie czarnoskrzynkowe lub
oparte na doswiadczeniu techniki testowania nalezy zastosowacé, aby osiggnag¢ konkretne cele.
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3.1. Wprowadzenie

Techniki testowania opisane w tym rozdziale dzielg si¢ na nastepujgce kategorie:

e czarnoskrzynkowe,

e oparte na doswiadczeniu.
Obie kategorie technik uzupetniajg sie i mogg by¢ stosowane jako odpowiednie dla dowolnej, podanej
czynnosci testowej, w testowaniu na dowolnym poziomie testéw, w zalezno$ci od potrzeb.

Nalezy zauwazy¢, ze oba rodzaje technik mozna stosowa¢ w testowaniu zaréwno funkcjonalnych, jak
i niefunkcjonalnych charakterystyk jakosciowych. Testowanie charakterystyk oprogramowania zostato
opisane w nastepnym rozdziale.

Techniki testowania opisane w ponizszych podrozdziatach majg za cel ustalenie optymalnych danych
testowych (np. na podstawie klas réwnowaznosci) lub wyprowadzanie procedur testowych (np. na
podstawie modeli standéw). Z reguty przy tworzeniu kompletnych przypadkéw testowych tgczy sie ze sobg
rézne techniki.

3.2. Czarnoskrzynkowe techniki testowania

Czarnoskrzynkowe techniki testowania zostaty przedstawione w sylabusie ISTQB® poziomu podstawowego
[ISTQB_FL_SYL].

Najwazniejsze wspoélne cechy czarnoskrzynkowych technik testowania:
e podczas projektowania testow sg tworzone modele zgodne z technikg testowania, np. diagramy
przej$¢ pomiedzy stanami, tablice decyzyjne itp.,
e warunki testowe sg systematycznie wyprowadzane z tych modeli.

Techniki testowania okreslajg zwykle kryteria pokrycia, za pomocag ktérych mozna mierzy¢ czynnosci
zwigzane z projektowaniem i wykonywaniem testow. Catkowite spetnienie kryteriow pokrycia nie oznacza,
ze caly zestaw testowy jest kompletny, a jedynie to, ze z danego modelu nie mozna juz wywies¢ wiece;j
testow umozliwiajgcych zwiekszenie pokrycia w oparciu o przyjetg technike.

Testowanie czarnoskrzynkowe zwykle opiera sie na dokumentacji zawierajgcej specyfikacje rozwigzania,
np. specyfikacje wymagan lub historyjki uzytkownika. Dokumentacja taka powinna okresla¢ zachowanie
systemu, zwtaszcza w zakresie funkcjonalnosci, zatem zwykle elementem procesu testowania zachowania
systemu jest wyprowadzanie testow z wymagan. W pewnych sytuacjach dokumentacja specyfikacji moze
nie by¢ dostepna, ale istniejg wymagania, ktére mozna wywnioskowac, takie jak zastgpienie funkcjonalnoéci
wczesniejszego systemu.

Istnieje szereg czarnoskrzynkowych technik testowania. Techniki te sg przeznaczone do r6znych rodzajow
oprogramowania i scenariuszy zastosowania. Ponizej opisano mozliwosci zastosowania poszczegdlnych
technik wraz z ograniczeniami i trudnosciami, na jakie moze sie natkng¢ analityk testéw, metody pomiaru
pokrycia oraz typy defektéw, na jakie ukierunkowana jest dana technika.

Dodatkowe informacje mozna znalezé w publikacjach [ISO29119-4], [Bathl14], [Beizer95], [Black07],
[BlackQ9], [Copeland04], [Craig02], [Forgacs19 ], [Koomen06], [Myers11] i [Roman18].

3.2.1. Podziat na klasy rownowaznosci

Technika podziatu na klasy réwnowaznosci jest uzywana do zmniejszenia liczby przypadkow testowych
wymaganych do efektywnego przetestowania obstugi danych wejsciowych, wyjsciowych, wartosci
wewnetrznych i wartosci uwarunkowanych czasowo. W procesie podziatu powstajg klasy rownowaznosci,
czyli zbiory wartosci, ktére powinny by¢ przetwarzane w taki sam sposéb. Przyjmuje sie, ze w przypadku
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wybrania jednej reprezentatywnej wartosci z danej klasy jest zapewnione pokrycie wszystkich elementow
tej klasy.

Zazwyczaj zachowanie przedmiotu testow determinuje nie jeden, a kilka parametréw. W przypadku fgczenia
w ramach przypadkéw testowych klas réwnowaznosci zdefiniowanych dla kilku parametréw moga by¢
stosowane rézne techniki.

Obszar zastosowania

Te technike mozna stosowa¢ na kazdym poziomie testéw w sytuacjach, gdy wszystkie elementy zbioru
wartosci do przetestowania majg zostac przetworzone w taki sam sposob i gdy zbiory warto$ci uzywanych
przez aplikacje nie wchodzg ze sobg w interakcje. Klasg réwnowaznosci moze by¢ dowolny niepusty zbior
wartosci, w szczegolnosci moze to byé zbiér uporzgdkowany, nieuporzgdkowany, dyskretny, ciggty,
nieskonczony, skonczony lub nawet zbiér jednoelementowy. Dobdr zbiorow wartosci dotyczy zaréwno
poprawnych, jak i niepoprawnych klas (tzn. klas zawierajgcych wartosci, ktére sg uznawane za niepoprawne
w przypadku testowanego oprogramowania).

Ta technika sprawdza sie najlepiej w potgczeniu z analizg wartosci brzegowych, ktéra rozszerza liste
testowanych wartosci o wartosci brzegowe klas réwnowaznosci. Podziat na klasy réwnowaznosci
i wykorzystanie wartosci z poprawnych klas to typowa technika uzywana w testach dymnych nowej wersji
lub nowego wydania oprogramowania, poniewaz umozliwia szybkie ustalenie, czy dziatajg podstawowe
funkcje.

Ograniczenial/trudnosci

Jezeli zatozenia dotyczace réwnowaznosci sg niepoprawne i nie wszystkie wartosci w poszczegoélnych
zbiorach sg przetwarzane w taki sam sposdb, zastosowanie tej techniki moze nie wystarczyé do
wychwycenia defektow. Wazne jest rowniez staranne dobieranie klas. Na przyktad pole formularza,
w ktérym podaije sie liczby ujemne lub dodatnie, mogtoby by¢ przetestowane lepiej dla dwdch klas danych
poprawnych: osobno dla liczb dodatnich i ujemnych, ze wzgledu na mozliwe odmienne przetwarzanie.
W zaleznosci od tego, czy wartos¢ ,zero” jest dozwolona, czy nie, moze ona sta¢ sie kolejng klasg
réownowaznosci. Aby dobraé¢ najlepsze klasy rownowaznosci, analityk testéw powinien rozumieé
przetwarzanie zwigzane z przedmiotem testéw. Moze to oznacza¢ konieczno$¢ uzyskania wyjasnien
dotyczacych struktury kodu.

Analityk testow powinien réwniez wzig¢ pod uwage mozliwe zaleznosci pomiedzy klasami rownowaznosci
dla réznych parametréow. Na przyktad, w systemie rezerwaciji lotéw parametr ,opiekun” moze byé uzyty
jedynie w kombinacji z klasg ,dziecko” dla parametru okre$lajgcego wiek pasazera.

Pokrycie
Pokrycie ustala sie poprzez podzielenie liczby klas, dla ktérych przetestowano przynajmniej jedng wartosgé,
przez liczbe wszystkich zidentyfikowanych klas. Pokrycie klas rownowaznosci podaje sie jako wartos¢
procentowa. Uzycie kilku wartosci z jednej klasy nie zwieksza pokrycia w ujeciu procentowym.

Jesli zachowanie przedmiotu testow zalezy od jednego parametru, kazda klasa réwnowaznosci, zarbwno
poprawna jak i niepoprawna, powinna by¢ pokryta przynajmniej raz.

W przypadku wiecej niz jednego parametru analityk testéw powinien wybraé proste lub kombinatoryczne
pokrycie, zaleznie od poziomu ryzyka [Offutt16]. Istotne jest zatem rozréznienie pomiedzy kombinacjami
zawierajgcymi jedynie warto$ci z klas poprawnych, a kombinacjami zawierajgcymi jedng lub wiecej wartosci
z klas niepoprawnych. W przypadku kombinacji zawierajgcych wartosci jedynie z klas poprawnych
minimalnym wymaganiem jest tzw. proste pokrycie kazdej z poprawnych klas réwnowaznosci dla kazdego
parametru. Minimalna liczba przypadkoéw testowych potrzebnych w tym przypadku jest réwna najwiekszej
liczbie poprawnych klas rownowaznosci sposréd wszystkich rozwazanych parametréow, zaktadajgc, ze
wartosci parametrow sg od siebie niezalezne. Bardziej doktadne typy pokrycia zwigzane z technikami
kombinatorycznymi obejmujg m.in. pokrycie dla testowania sposobem par (zob. punkt 3.2.6. ponizej) lub
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petne pokrycie wszystkich mozliwych kombinacji poprawnych klas rownowaznosci. Niepoprawne klasy
rownowaznosci powinny byé przetestowane co najmniej indywidualnie, tzn. w kombinacji z wytgcznie
poprawnymi klasami rownowaznosci dla pozostatych parametréw, w celu unikniecia zjawiska maskowania
defektow. Zatem w przypadku prostego pokrycia, kazda niepoprawna klasa rownowaznosci wnosi jeden
dodatkowy przypadek testowy do zbioru testéw. W przypadku wysokiego ryzyka do zbioru testdbw mozna
doda¢ inne kombinacje, np. zfozone wylgcznie z niepoprawnych klas réwnowaznosci lub z par
niepoprawnych klas rownowaznosci.

Typy defektow
Analityk testéw uzywa tej techniki do wykrywania defektow zwigzanych z obstuga ré6znych wartosci danych.

3.2.2. Analiza wartosci brzegowych

Technika analizy wartosci brzegowych stuzy do testowania poprawnosci obstugi warto$ci znajdujgcych sie
na granicach uporzadkowanych klas rownowaznosci. Dwa najpopularniejsze sposoby zastosowania tej
techniki to dwupunktowa i tréjpunktowa analiza wartosci brzegowych. W przypadku testowania metoda
dwupunktowg uzywa sie wartosci brzegowej i wartosci sasiedniej, wykraczajgcej poza dang klase
(z najmniejszym mozliwym przyrostem wynikajgcym z zatozonego poziomu wymaganej doktadnosci).
Na przyktad, jezeli klasa rownowaznosci dla wartosci waluty (a wiec z doktadnoscig do dwéch miejsc po
przecinku) zawiera wartosci od 1 do 10, to testy dla gornej wartosci brzegowej tej klasy w technice
dwupunktowej uwzgledniajg wartosci 10 i 10,01. Z kolei wartosci dla dolnej wartosci brzegowej tej klasy
testy uwzgledniajg wartosci 1 i 0,99. Wartosci brzegowe danej klasy sg okreslone przez maksymalng
i minimalng warto$¢ zdefiniowanej klasy réwnowaznosci.

W przypadku testowania metodg tréjpunktowg uzywa sie wartosci tuz ponizej wartosci brzegowej, samej
wartosci brzegowej i wartosci tuz powyzej niej. W poprzednim przykfadzie test dla gornej wartosci brzegowe;j
rozwazanej klasy uwzgledniatby wartosci 9,99, 10 i 10,01, a dla dolnej zostatyby przetestowane wartosci
1,01, 1i0,99. Wybdr miedzy testowaniem metodg dwupunktowg a tréjpunktowg powinien by¢ podyktowany
ryzykiem zwigzanym z testowanym elementem, przy czym podejscia tréjpunkiowego uzywa sie
w przypadku elementow o wiekszym ryzyku.

Obszar zastosowania
Ta technika ma zastosowanie na wszystkich poziomach testéw i mozna jej uzyé, gdy istniejg
uporzgdkowane klasy réwnowaznosci. Z tego powodu jest czesto stosowana wraz z technikg podziatu na
klasy réwnowaznosci. Klasy rownowaznosci muszg by¢ uporzgdkowane ze wzgledu na koniecznos¢ uzycia
elementéw zbioru lezacych na jego brzegu i tuz poza nim. Na przyktad zakres liczb jest klasg
uporzgdkowang. Klasa zawierajgca pewne ciggi znakéw moze by¢ uporzgdkowana np. poprzez
wprowadzenie porzadku leksykograficznego, ale jesli uporzgdkowanie nie jest istotne z biznesowego lub
technicznego punktu widzenia, stosowanie analizy wartosci brzegowych nie wnosi wartosci dodane;.
Oprécz zakresow liczb, inne przyktady klas rownowaznosci, do ktérych mozna zastosowac analize wartosci
brzegowych, to:

e atrybuty liczbowe zmiennych innych niz liczbowe (np. dtugosc),

liczba wykonan iteracji petli, w tym petli w diagramach przejs¢ stanéw,
liczba elementéw iteracji przechowywanych w strukturach danych takich jak tablice,
rozmiar obiektéw fizycznych (w tym pamieci),
czas trwania czynnosci.

Ograniczenia/trudnosci
Doktadnos¢ tej techniki zalezy od wiasciwego zidentyfikowania granic klas réwnowaznosci, czyli
wyznaczenia samych klas. Wigze sie to zatem z takimi samymi ograniczeniami i trudnosciami, jak
w przypadku podziatu na klasy rownowaznosci. Analityk testéw powinien rowniez zdawac sobie sprawe ze
Scistosci (doktadnosci) dla wartosci poprawnych i niepoprawnych, aby méc ustalié odpowiednie wartosci do
przetestowania. Analize wartosci brzegowych mozna wykorzystac tylko z klasami uporzgdkowanymi, ale
nie ogranicza sie to wytgcznie do zakreséw wartosci poprawnych. Na przyktad w przypadku testowania
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liczby komorek obstugiwanych w arkuszu kalkulacyjnym bierze sie pod uwage klase zawierajgcyg liczbe
komoérek do maksymalnej liczby dozwolonych komoérek wigcznie (warto$¢ brzegowa) oraz klase
rozpoczynajaca sie od liczby komorek o jeden wiekszej od liczby maksymalnej (ponad wartoscig brzegowsa).

Pokrycie
Pokrycie ustala sie poprzez podzielenie liczby przetestowanych wartosci brzegowych przez liczbe
wszystkich zidentyfikowanych wartosci brzegowych?! (zaréwno dla testowania dwu- jak i tréjpunktowego).
Pokrycie jest wyrazane w procentach.
Podobnie jak w przypadku klas rownowaznosci, w przypadku wielu parametrow analityk testow powinien
wybraé prosty lub kombinatoryczny typ pokrycia, w zaleznosci od ryzyka.

Typy defektow
Analiza warto$ci brzegowych sprawdza sie przy wyszukiwaniu btednie zdefiniowanych lub identyfikowaniu
niezdefiniowanych granic zbioréw, a takze umozliwia wykrycie nadmiarowych granic. Za pomoca tej techniki
mozna wykryC defekty zwigzane z przetwarzaniem wartosci brzegowych, zwlaszcza btedy uzycia
operatorow ,mniejsze niz" i ,wigksze niz” (np. zamiana). Mozna jej tez uzy¢ do wykrywania defektéw
niefunkcjonalnych, np. zwigzanych z limitami (system obstugujgcy 10 000 jednoczesnych uzytkownikow,
ale nie 10 001).

3.2.3. Testowanie w oparciu o tablice decyzyjng

Tablica decyzyjna jest tabelaryczng reprezentacjg zbioru warunkéw i zwigzanych z nimi akcji. Zbior ten
wyraza reguly wskazujace, ktére akcje powinny wystgpic¢ dla okreslonego zbioru zachodzgcych warunkéw
[OMG-DMN]. Analityk testow moze skorzystac z tablic decyzyjnych do analizy regut opisujgcych testowane
oprogramowanie i zaprojektowac testy pokrywajgce te reguty.

Warunki i wynikajgce z nich akcje przedmiotu testéw tworzg wiersze tablicy decyzyjnej, przy czym
zazwyczaj warunki znajdujg sie w gornej, a akcje — w dolnej czesci tablicy. Pierwsza kolumna tablicy zawiera
odpowiednio opisy warunkéw i akcji. Kolejne kolumny, zwane regutami, zawierajg wartosci warunkéw
i odpowiadajgce im wartosci akcji.

Tablice decyzyjne, w ktérych warunki przyjmujg jedynie dwie wartosci logiczne ,Prawda” i ,Fatsz”, sg zwane
tablicami decyzyjnymi z ograniczonym zakresem wej$¢. Przyktadem takiego warunku moze byé warunek
,Dochdd klienta < 1 000”. Tablice decyzyjne z rozszerzonym zakresem wejS¢ pozwalajg, aby warunki
przyjmowaty rowniez inne niz logiczne wartosci. Na przyktad, warunek ,Dochdéd klienta” moze przyja¢ jedng
z trzech mozliwych wartosci: ,mniejszy niz 1 000", ,pomiedzy 1 000 a 2 000", ,wiekszy niz 2 000”.

Proste akcje przyjmujg wartosci logiczne ,Prawda” i ,Falsz” (np. akcja ,Przyznana znizka = 20%” przyjmuje
wartos¢ ,Prawda” zazwyczaj oznaczang w tablicy decyzyjnej znakiem ,X”, jesli akcja powinna zajs¢, albo
warto$¢ ,Fatsz” oznaczang zazwyczaj znakiem ,—”, jesli akcja nie powinna zajs¢). Tak jak w przypadku
warunkéw, akcje mogg réwniez przyjmowac wartosci z innych dziedzin. Na przyktad akcja ,Przyznana
znizka” moze przyjg¢ jedng z pieciu mozliwych wartosci: 0%, 10%, 20%, 35% i 50%.

Testowanie oparte na tablicach decyzyjnych rozpoczyna sie od zaprojektowania tablic decyzyjnych na
podstawie specyfikacji. Reguty zawierajgce nieosiggalne kombinacje warunkéw sg usuwane lub oznaczane
jako ,nieosiggalne”. Nastepnie analityk testéw powinien wraz z innymi interesariuszami dokonac przegladu
zaprojektowanych tablic decyzyjnych. Analityk testéw powinien sie upewni¢, ze reguly w tablicy sg spojne
(tzn. reguly nie nachodzg na siebie), petne (tzn. zawierajg reguty dla kazdej osiggalnej kombinacji wartosci
warunkéw) oraz poprawne (tzn. modelujg w sposob wiasciwy pozadane zachowanie).

1 W przypadku techniki tréjpunktowej nie wszystkie wartosci muszg by¢ wartosciami brzegowymi (np. w omawianym
wczesniej przyktadzie dla wartosci brzegowej 10 do testéw brane sg wartosci 9.99, 10 10.01, gdzie warto$¢ 9.99
nie jest brzegiem zadnej klasy), ale sg wliczane do metryki, gdyz stanowig elementy pokrycia. [przyp. thum.]
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Podstawowa zasada w testowaniu opartym na tablicach decyzyjnych polega na tym, ze reguly odpowiadajg
warunkom testowym.

Projektujgc przypadek testowy dla okreslonej reguty, analityk testow powinien mie¢ swiadomos$¢, ze dane
wejsciowe dla przypadku testowego mogg by¢ innymi parametrami niz w warunkach tabeli decyzyjnej. Na
przyktad wartos¢ "TRUE" warunku "wiek = 18?" moze wymagac¢ od testera obliczenia wieku na podstawie
parametréw wejsciowych data urodzenia i biezgca data. Podobnie oczekiwane wyniki przypadku testowego
mogg by¢ posrednimi konsekwencjami dziatah tabeli decyzyjne;j.

Gdy tablica decyzyjna jest gotowa, reguty powinny by¢ zaimplementowane w postaci przypadkow testowych
poprzez odpowiedni wybdr wartosci wejsciowych i oczekiwanych wynikow, ktore spetnig odpowiednie
warunki i akcje.

Zminimalizowane tablice decyzyjne

Proba przetestowania wszystkich mozliwych kombinacji wejs¢ dla odpowiadajgcych im warunkéw moze
prowadzi¢ do powstania ogromnych tablic decyzyjnych. Petna tablica decyzyjna z ograniczonym zakresem
wejs¢ dla n warunkoéw posiada 2" regut. Technika polegajgca na systematycznym zmniejszaniu liczby
kombinacji nosi nazwe testowania w oparciu o zminimalizowane tablice decyzyjne [Copeland04, Roman18].
Przy uzyciu tej techniki grupa regut z tym samym zestawem akcji moze by¢é zredukowana
(zminimalizowana) do jednej reguly jesli, w ramach tej grupy, niektére warunki sg nieistotne dla akc;ji,
a wszystkie pozostate warunki nie zmieniajg swoich wartosci. W tak powstatej regule wartosci warunkéw
nieistotnych oznaczane sg jako ,nieistotne”, zazwyczaj poprzez wykorzystanie symbolu mysinika ,—”. Dla
warunkéw nieistotnych analityk testdw moze zdefiniowa¢ dowolne poprawne wartosci przy implementacji
testéw.

Z innym przypadkiem minimalizowania regut mamy do czynienia w sytuacji, gdy wartos¢ warunku nie moze
wspotistnie¢ w kombinaciji z jakag$ wartoscig innego warunku lub gdy wartosci dwoch badz wiecej warunkow
sg sprzeczne (takg wartos¢ oznacza sie w tablicy jako ,nie dotyczy”). Na przyktad, w tablicy decyzyjnej dla
ptatnosci karta, jesli warunek ,karta jest poprawna” jest fatszywy, warunek ,kod PIN jest poprawny” nie moze
by¢ zastosowany.

Zminimalizowane tablice decyzyjne mogg mie¢ o wiele mniej regut niz petne tablice, co skutkuje mniejszg
liczbg przypadkéw testowych i mniejszym wysitkiem testowym. Jesli reguta posiada wartos¢ ,nieistotne”
i regute te pokrywa tylko jeden przypadek testowy, tylko jedna z kilku mozliwych wartosci odpowiedniego
warunku bedzie przetestowana dla tej regutly, wiec defekt zwigzany z wystgpieniem innej wartosci moze nie
zosta¢ wykryty. Dlatego w przypadku wysokiego poziomu ryzyka analityk testdbw w porozumieniu
z kierownikiem testéw powinien zdefiniowaé osobne reguty dla kazdej osiggalnej kombinacji pojedynczych
wartos$ci warunkow, zamiast minimalizowac tablice.

Obszar zastosowania
Testowanie w oparciu o tablice decyzyjne stosuje sie z reguty na poziomach testéw integracyjnych,
systemowych i akceptacyjnych. Moze ono sie sprawdzac réwniez w testowaniu modutowym, jezeli dany
modut zawiera logike decyzyjng. Technika testowania w oparciu o tablice decyzyjne jest szczegdlnie
przydatna, gdy przedmiot testéw jest opisany w postaci diagraméw przeptywu lub tablic regut biznesowych.

Tablice decyzyjne sg réwniez stosowane jako technika definiowania wymagan i czasami specyfikacji
wymagan, ktére mogg juz by¢ zdefiniowane w takiej postaci. Analityk testow powinien nadal braé¢ udziat
w przegladzie tablic decyzyjnych i analizowac je przed rozpoczeciem projektowania testow.

Ograniczenia/trudnosci
Jesli rozpatrujemy kombinacje warunkéw, ustalenie wszystkich warunkéw wchodzacych ze sobg
w interakcje moze by¢ trudne, zwtaszcza wtedy, gdy wymagania nie sg dobrze zdefiniowane lub nie zostaty
w ogole udokumentowane. Podczas definiowania tablicy decyzyjnej trzeba pamietaé o wyborze
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odpowiednich warunkéw, tak, aby liczba kombinacji byta réwniez ograniczona. W najgorszym przypadku
liczba regut bedzie wzrastata wyktadniczo.

Pokrycie
Najczesciej stosowany standard pokrycia dla tej techniki wymaga, aby pokryé kazdg regute tablicy
decyzyjnej jednym przypadkiem testowym. Pokrycie jest mierzone jako liczba regut objetych zestawem
testowym podzielona przez catkowitg liczbe wykonalnych regut, wyrazone w procentach.

Techniki analizy wartosci brzegowych i klas réwnowaznosci uzupetniajg technike testowania w oparciu
0 tablice decyzyjne, zwlaszcza w przypadku tablic z rozszerzonym zakresem wejs¢. Jesli wartosci
warunkéw sg uporzgdkowanymi klasami réwnowaznosci, analiza wartosci brzegowych moze by¢ uzyta
w celu zidentyfikowania dodatkowych wartosci prowadzgcych do dodatkowych regut i przypadkéw
testowych.

Typy defektow
Typowe defekty to nieprawidtowe przetwarzanie logiki biznesowej przy okreslonych kombinacjach
warunkoéw, zakonczone nieoczekiwanymi rezultatami. Podczas tworzenia tablic decyzyjnych mogg zostaé
wykryte defekty w dokumencie specyfikacji. Czesto okazuje sie, ze oczekiwany rezultat dla przygotowanego
zestawu warunkow nie jest okre$lony (dla co najmniej jednej reguly). Najczestsze defekty to pominigcia
akcji (tzn. brak informaciji, co powinno sie zdarzy¢ w okreslonej sytuacji) oraz sprzecznosci.

3.2.4. Testowanie przejs¢ pomiedzy stanami

Testowanie przejs¢ pomiedzy stanami umozliwia weryfikacje zdolnosci przedmiotu testéw do wchodzenia
w zdefiniowane stany i wychodzenia z nich poprzez poprawne przejscia, a takze prébe wchodzenia
w niepoprawne stany oraz pokrywania niepoprawnych przejsé. W reakcji na zdarzenia przedmiot testow
przechodzi ze stanu w (inny lub ten sam) stan i wykonuje dziatania. Zdarzenia mogg mie¢ dodatkowy
kwalifikator warunku (nazywany czasem warunkiem dozoru albo warunkiem sprawdzajgcym przejscia),
ktéry wptywa na wybor Sciezki przejscia. Na przyktad w wyniku zdarzenia logowania przy uzyciu poprawnej
kombinacji nazwy uzytkownika i hasta zostanie wykonane inne przejScie niz w przypadku zdarzenia
logowania z podanym niepoprawnym hastem. Informacje takie przedstawiane sg w postaci diagramu
stanéw albo tablicy stanéw (ktéra moze réwniez zawieraC potencjalne niepoprawne przejsScia miedzy
stanami [Roman18]).

Obszar zastosowania
Testowanie przejs¢ pomiedzy stanami mozna zastosowaé w przypadku kazdego oprogramowania
o zdefiniowanych stanach, w ktéorym wystepujg zdarzenia powodujgce przejscia pomiedzy tymi stanami
(np. przejscia na inny ekran aplikacji). Testowanie przej$s¢ pomiedzy stanami sprawdza sie na wszystkich
poziomach testowania. Dobrymi kandydatami do tego rodzaju testéw sg: oprogramowanie wbudowane,
aplikacje WWW i systemy transakcyjne, a takze systemy sterowania, np. sterowniki sygnalizatoréw
Swietlnych.

Ograniczenia/trudnosci
Najtrudniejszg czescig definiowania tablicy lub diagramu stanéw jest zwykle ustalenie listy standw.
W przypadku przedmiotu testéw z interfejsem uzytkownika stany czesto reprezentujg ekrany wyswietlane
przez aplikacje. W oprogramowaniu wbudowanym stany mogg zaleze¢ od stanéw elementéw sprzetowych.

Oproécz stanoéw podstawowg jednostkg testowania w tej technice jest pojedyncze przejscie. Przy prostym
przetestowaniu wszystkich pojedynczych przejs¢ mozna wykry¢ pewne defekty przej$¢ pomiedzy stanami,
ale wieksze mozliwosci daje testowanie sekwencji przejs¢. Pojedyncze przejscie nazywane jest
0-przetaczeniem. Sekwencje dwoch nastepujgcych po sobie przejs¢ okresla sie jako 1-przefgczenie.
Sekwencje trzech kolejnych przejs¢ — jako 2-przetaczenie itd. W ogdlnosci, N-przetgczenie reprezentuje
sekwencje N+1 kolejnych przejs¢ [Chow1978]. Wraz ze wzrostem N bardzo szybko wzrasta rowniez liczba
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N-przetgczen, co utrudnia osiggniecie pokrycia N-przetgczen za pomoca rozsgdnego, matego zbioru
testéw.

Pokrycie

Podobnie jak w przypadku innych technik testowania istnieje tu hierarchia poziomoéw pokrycia. Minimalny,
akceptowalny stopien pokrycia, obejmuje odwiedzenie wszystkich standw i wykonanie wszystkich przejsé
co najmniej jednokrotnie. Stuprocentowe pokrycie przej$¢é (nazywane tez 100% pokryciem 0-przetgczen)
gwarantuje, ze kazdy stan zostat odwiedzony i kazde przejscie wykonane, chyba Zze projekt systemu lub
model przej$¢ pomiedzy stanami (diagram albo tablica) zawierajg defekty. W zaleznosci od relacji miedzy
stanami a przejsciami moze by¢ konieczne wielokrotne wykonanie niektérych przejs¢, aby wykonac inne
przejscia na zaleznych od nich sciezkach.

Pojecie ,pokrycie N-przetgczen” odnosi sie do liczby wykonanych przejs¢ dtugosci N+1 i wyrazane jest jako
warto$¢ procentowa (odsetek wszystkich przej$¢ tej dtugosci). Na przykitad w celu osiggniecia 100%
pokrycia 1-przetgczen nalezy co najmniej raz przetestowa¢ kazdg poprawng sekwencje dwdch
nastepujgcych po sobie przejs¢. W tego rodzaju tescie mozna wykry¢ pewne typy awarii, ktére nie ujawniajg
sie przy 100% pokrycia 0-przetgczen.

Pojecie ,pokrycie okrgzenia” (ang. round-trip) odnosi sie do sytuacji, gdy sekwencje przej$¢ tworzg petle.
Stuprocentowe pokrycie okrgzenia jest osiggane, gdy przetestowano wszystkie petle z dowolnego stanu
prowadzgce do tego samego stanu, dla wszystkich standéw, w ktérych takie petle zaczynajg sie i kohcza.
Petle mogg zawiera¢ co najwyzej jedno wystgpienie dowolnego stanu (z wyjgtkiem stanéw
poczgtkowego/koncowego, ktére sg tozsame) [Offuttl6].

Niezaleznie od przyjetego podejScia mozna uzyskaé jeszcze wyzszg wartos¢ pokrycia poprzez prébe
uwzglednienia przejs¢ niepoprawnych zidentyfikowanych w tablicy przejs¢ pomiedzy stanami. Wymagania
dotyczace pokrycia uzywane do testowania przejs¢ pomiedzy stanami muszg zawieraé informacje, czy
uwzgledniono w nich przejscia niepoprawne.

Diagram standw lub tablica stanéw dla konkretnego przedmiotu testow utatwiajg projektowanie przypadkéw
testowych i uzyskanie zaktadanego pokrycia. Informacje takie mozna rowniez przedstawi¢ w postaci tablicy
zawierajgcej N-przetgczenia dla konkretnej wartosci N [Roman18], [Black09].

Identyfikacje elementéw uwzglednianych w pokryciu (np. przejsé, standw lub N-przetgczen) mozna rowniez
przeprowadzi¢ w ramach procedury manualnej. Sugerowang metodg dziatania jest wydrukowanie diagramu
standw lub tablicy standéw i zaznaczanie uwzglednionych elementéw do momentu uzyskania zaktadanego
pokrycia [Black09]. Jesli diagramy standw lub tablice stanéw sg bardziej ztoZzone, takie postepowanie moze
okaza¢ sie zbyt czasochionne. Dlatego do obstugi testowania przejs¢ pomiedzy stanami nalezy uzy¢
odpowiedniego narzedzia.

Typy defektow

Typowe defekty wykrywane w testach tego typu to miedzy innymi (zob. takze [Beizer95]):

e niepoprawne typy lub wartosci zdarzen,
niepoprawne typy lub wartosci akgcji,
niepoprawny stan poczatkowy,
brak mozliwosci osiggniecia pewnych stanéw koncowych,
brak mozliwosci wejscia do okreslonych standw,
dodatkowe (niepotrzebne, nadmiarowe) stany,
brak mozliwosci wykonania pewnych poprawnych przejsc¢,
mozliwosé wykonania niepoprawnych przejsc,
niepoprawne warunki dozoru.

Wersja 3.1.2.5. Strona 34 z 65 08.07.2024 r.

© International Software Testing Qualifications Board Stowarzyszenie Jakosci Systemoéw Informatycznych



Analityk testéw
Sylabus poziomu zaawansowanego INFORMATYCZNYCH Software Testing

[ Qualifications Board

Sisimzmm e
) ISTQB

Podczas tworzenia modelu przejs¢ pomiedzy stanami w specyfikacji wymagan mogg zosta¢ wykryte
defekty. Najczestsze defekty to pominiecia (tzn. brak informacji, co powinno sie zdarzy¢ w okreslonej
sytuacji) oraz sprzecznosci.

3.2.5. Technika drzewa klasyfikacji

Drzewa klasyfikacji sg wykorzystywane w niektérych czarnoskrzynkowych technikach testowania. Stanowig
graficzng reprezentacje tworzonej przestrzeni danych zwigzanej z przedmiotem testow.

Dane sg zorganizowane w ramach klasyfikacji i klas w nastepujacy sposéb:

e Klasyfikacje: reprezentujg parametry w przestrzeni danych przedmiotu testéw, takie jak parametry
wejsciowe (zawierajgce stany Srodowiska i warunki wstepne) czy parametry wyjsciowe. Na przyktad
jesli aplikacja moze by¢ skonfigurowana na wiele sposobow, klasyfikacje mogg uwzglednia¢ klienta,
przegladarke, jezyk i system operacyjny.

e Klasy: kazda klasyfikacja moze mie¢ dowolng liczbe klas i podklas opisujgcych wystgpienia
parametru. Kazda klasa (lub klasa rownowaznosci) opisuje pewng wartos¢ w ramach klasyfikacji.
W powyzszym przyktadzie klasyfikacja jezyka moze zawiera¢ klasy rownowaznosci odpowiadajgce
jezykowi angielskiemu, francuskiemu i hiszpanskiemu.

Drzewa klasyfikacji pozwalajg analitykom testow wprowadza¢ potrzebne kombinacje. Obejmuje to na
przyktad kombinacje par (patrz punkt 3.2.6.), kombinacje tréjek wartosci i pojedyncze wartosci.

Dodatkowe informacje na temat sposobéw korzystania z techniki drzewa klasyfikacji mozna znalez¢
w publikacjach [Bath14], [Black09] i [Roman18].

Obszar zastosowania
Dzieki utworzeniu drzewa klasyfikacji analityk testow moze zidentyfikowa¢ parametry (klasyfikacje) i ich
klasy rownowaznosci (klasy), ktére warto uwzgledni¢ w testowaniu.

Dalsza analiza diagramu drzewa klasyfikacji umozliwia okreslenie potencjalnych wartosci brzegowych
i pewnych kombinacji danych wejsciowych, ktére sg szczegodlnie interesujgce albo ktére nalezy pomingé
(np. z powodu ich niezgodnosci). Wyjsciowe drzewo klasyfikacji moze zosta¢ nastepnie wykorzystane
w dzieleniu na klasy rownowazno$ci, analizie wartosci brzegowych lub w testowaniu sposobem par (patrz
punkt 3.2.6.).

Ograniczenia/trudnosci
Gdy liczba klasyfikaciji i/lub klas rosnie, diagram staje sie bardziej rozbudowany i trudniej sie nim postugiwac.
Ponadto, technika drzewa klasyfikacji nie tworzy kompletnych przypadkéw testowych, a jedynie kombinacje
danych testowych. Do obowigzkow analitykéw testow nalezy tworzenie petnych przypadkéw testowych na
podstawie wynikéw tych kombinaciji.

Pokrycie
Przypadki testowe mozna na przyktad projektowa¢ z myslg o minimalnym pokryciu klas (tj. co najmniej
jednokrotnym przetestowaniu wszystkich wartosci w ramach klasyfikacji). Analityk testow moze takze
podja¢ decyzje o pokryciu kombinacji par lub uzy¢ innego podej$cia kombinatorycznego, np. pokrycia
kombinaciji tréjek wartosci.

Typy defektow
Typy wykrywanych defektow zalezg od techniki, ktdrg wspierajg drzewa klasyfikacji (podziat na klasy
réwnowaznosci, analiza wartosci brzegowych lub testowanie sposobem par).
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3.2.6. Testowanie sposobem par

Testowanie sposobem par stosuje sie w przypadku oprogramowania, dla ktérego nalezy sprawdzi¢
kombinacje wielu parametrow wejsciowych, z ktérych kazdy przyjmuje wiele réznych wartosci. Liczba
wszystkich kombinacji jest wtedy zbyt duza, aby bylo mozliwe ich przetestowanie w przewidzianym czasie.
Parametry wejsciowe mogg by¢ niezalezne, j. kazda opcja kazdego czynnika (dowolnie wybrana warto$¢
dowolnego parametru wejsciowego) moze utworzy¢ kombinacje z kazdg opcjg dowolnego innego czynnika,
cho¢ nie zawsze tak by¢ musi (zob. ponizej uwage o modelach cech). Kombinacja konkretnego parametru
(zmiennej lub czynnika) i konkretnej wartosci tego parametru nosi nazwe pary parametr-wartosc.
Na przyktad jesli istnieje parametr ,kolor”, ktéry moze przybierac¢ jedng z siedmiu dozwolonych wartosci,
w tym kolor czerwony, to parg parametr-warto$¢ mogtaby by¢ para ,kolor = czerwony”.

W testowaniu sposobem par wykorzystywane sg techniki kombinatoryczne, aby zapewni¢ co najmniej
jednokrotne przetestowanie kazdej pary parametr-wartos¢ danego parametru w potgczeniu z kazdg parg
parametr-warto$¢ kazdego innego parametru (innymi stowy, zeby zostaty przetestowane wszystkie pary par
parametr-wartos¢ dla kazdych dwoch réznych parametrow), a jednoczesnie aby unikngc testowania
wszystkich kombinacji par parametr-wartos¢. Jesli analityk testow stosuje podejscie manualne, tworzy
tablice, ktérej wiersze reprezentujg przypadki testowe, a kazda kolumna odpowiada jednemu parametrowi.
Nastepnie analityk testéw wypetnia jg wartosciami w taki sposob, aby znalazty sie w niej wszystkie mozliwe
pary wartosci (patrz [Romanl8]). Wszystkie puste wpisy w tablicy analityk testébw moze wypehic
wartosciami zgodnie z wiedzg na temat danej dziedziny.

Istnieje wiele narzedzi wspomagajagcych analityka testéw w tym zadaniu (przyktady sg dostepne pod
adresem www.pairwise.org). W takich narzedziach nalezy wprowadzi¢ liste parametrow i ich wartosci, aby
wygenerowa¢ odpowiedni zbidér kombinacji wartosci parametréw pokrywajgcych wszystkie pary par
parametr-warto$¢. Dane wyjsciowe z narzedzia mozna wykorzysta¢ jako dane wejsciowe dla przypadkow
testowych. Nalezy pamietaé, ze analityk testéw powinien okreslic oczekiwane rezultaty dla kazdej
kombinacji utworzonej w narzedziach.

Drzewa klasyfikacji (patrz punkt 3.2.5.) sg czesto stosowane w potgczeniu z testowaniem sposobem par
[Bath14]. Istniejg narzedzia wspomagajgce projektowanie drzewa klasyfikacji i umozliwiajgce wizualizacje
kombinacji parametréow i ich warto$ci (w niektérych narzedziach dostepne sg opcje definiowania par). Dzigki
temu mozna okresli¢ nastepujgce informacje:

e Wartosci wejsciowe uzywane w technice testowania sposobem par.

e Konkretne interesujgce kombinacje (np. czesto uzywane wartosci lub czeste zrédta defektéw).

o Konkretne kombinacje niezgodne. Nie oznacza to, ze czynniki potgczone w kombinaciji nie bedg na
siebie wzajemnie wplywac; moze sie tak zdarzy¢, ale ten wplyw powinien mie¢ akceptowalny
zakres.

e Powigzania logiczne miedzy zmiennymi. Przykfad: ,jesli zmienna1 = x, to zmienna2 nie moze
przyjmowac wartosci y”. Drzewa klasyfikacji, w ktdrych zapisano takie informacje o powigzaniach,
sg nazywane modelami cech (ang. feature models).

Obszar zastosowania

Problem zbyt wielu kombinacji wartosci parametrow przejawia sie w co najmniej dwoch sytuacjach
zwigzanych z testowaniem. W niektérych elementach testowych wystepuje kilka parametrow, kazdy
z kilkoma mozliwymi wartosciami — na przykfad ekran z kilkoma polami do wprowadzania danych.
Kombinacje warto$ci parametrow stanowig dane wejsciowe dla takich przypadkéw testowych. Ponadto
niektére systemy mozna konfigurowaé w kilku réznych wymiarach, co skutkuje potencjalnie duzg
przestrzenia mozliwych konfiguracji. W obu tych sytuacjach mozna postuzy¢ sie technikg testowania
sposobem par, aby wybra¢ odpowiedni i osiggalny podzbiér kombinacji, ktéry jest zarzadzalny i mozliwy do
wykonania.

W przypadku parametrow o duzej liczbie warto$ci mozna najpierw zastosowac technike podziatu na klasy
rownowaznosci lub inny mechanizm wyboru, aby zmniejszy¢ liczbe wartosci danego parametru, a nastepnie
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wykonac¢ testowanie sposobem par, aby zmniejszy¢ zbiér kombinacji wynikowych. Zapisanie parametréw
i ich wartosci w drzewie klasyfikacji utatwia realizacje tego zadania.

Opisane techniki stosuje sie zwykle na poziomach testéw integracji modutéw, testéw systemowych i testéw
integracji systemoéw.

Ograniczenia/trudnosci

Gtéwnym ograniczeniem opisywanych technik jest zatozenie, ze rezultaty kilku testéw sg reprezentatywne
dla wszystkich testéw, a testy te reprezentujg oczekiwane sposoby uzycia systemu. Jezeli dana kombinacja
nie zostanie wybrana do przetestowania, nieoczekiwane interakcje miedzy pewnymi zmiennymi mogg
pozostac ukryte. Ponadto te techniki trudno wyjasni¢ odbiorcom bez przygotowania technicznego, poniewaz
mogg oni mie¢ trudnosci ze zrozumieniem logiki redukcji liczby testéw. Warto przy okazji poinformowac
zainteresowanych o wynikach badan empirycznych [Kuhn16]. W objetych nimi urzgdzeniach medycznych
66% awarii byto zwigzane z jedng zmienng, natomiast zsumowany wskaznik awarii wywotanych przez jedng
zmienng lub interakcje dwéch zmiennych wyniost 97%. Istnieje rezydualne ryzyko zwigzane z mozliwoscig
braku wykrycia w testach sposobem par awarii systemu wynikajgcych z interakcji co najmniej trzech
zmiennych.

Czasem trudno$ci sprawia identyfikacja parametréw i ich odpowiednich wartosci. Dlatego zadanie to
powinno by¢ realizowane z wykorzystaniem drzew klasyfikacji, jesli jest to mozliwe (patrz sekcja 3.2.5.).
Trudno recznie znalez¢ minimalny zestaw kombinacji, ktéry zapewni okreslony poziom pokrycia, dlatego do
znalezienia mozliwie matego zbioru kombinacji z reguty uzywa sie specjalnych narzedzi. Niektére narzedzia
potrafig wymusi¢ uwzglednienie lub wykluczenie pewnych kombinacji w ostatecznym zbiorze. Analityk
testdbw moze postuzy¢ sie tg funkcjag, aby potozy¢ wiekszy lub mniejszy nacisk na pewne czynniki, zgodnie
ze swojg wiedzg z danej dziedziny lub informacjami o sposobach uzytkowania produktu.

Pokrycie
W stuprocentowym pokryciu sposobem par kazda para wartosci dowolnej pary réznych parametrow musi
by¢ uwzgledniona w co najmniej jednej kombinaciji.

Typy defektow
Defekty wykrywane najczesciej przy uzyciu tej techniki testowania wigzg sie z kombinacjami warunkéw
dwaoch parametrow.

3.2.7. Testowanie oparte na przypadkach uzycia

Testowanie oparte na przypadkach uzycia umozliwia przeprowadzenie transakcyjnych testéw opartych na
doswiadczeniu, ktére powinny nasladowac uzytkowanie modutu lub systemu opisane w przypadkach
uzycia. Przypadki uzycia definiujg interakcje aktoréw z modutem lub systemem stuzgce osiggnieciu jakiegos
celu. Aktorami mogg by¢ uzytkownicy (ludzie), zewnetrzny sprzet oraz inne moduty lub systemy.

Powszechnie przyjety standard dla przypadkéw uzycia jest opisany w [OMG-UML].

Obszar zastosowania

Testowanie oparte na przypadkach uzycia wykonuje sie zwykle na poziomie testéw systemowych
i akceptacyjnych. Jesli zachowanie modutéw lub systeméw zostato opisane w formie przypadkéw uzycia,
ten rodzaj testowania mozna tez zastosowac w testach integracyjnych. Przypadki uzycia czesto stanowig
réwniez podstawe testow wydajnosciowych, poniewaz odzwierciedlajg realistyczne uzytkowanie systemu.
Zachowania opisane w przypadkach uzycia mozna przypisa¢ do uzytkownikéw wirtualnych w celu
zbudowania realistycznego obcigzenia systemu (o ile w samych scenariuszach albo dla tych scenariuszy
okreslono wymagania dotyczace obcigzenia i wydajnosci).
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Ograniczenial/trudnosci

Aby przypadki uzycia byty poprawne, muszg opisywac realistyczne dziatania uzytkownika. Specyfikacje
przypadkéw uzycia sg formg projektu systemu. Wymagania opisujgce cele, kiére majg zrealizowaé
uzytkownicy, powinny pochodzi¢ od samych uzytkownikéw lub ich przedstawicieli. Przed zaprojektowaniem
odpowiednich przypadkéw uzycia nalezy zweryfikowac takie wymagania, poréwnujac je z wymaganiami
organizacyjnymi. Warto$¢ przypadku uzycia jest ograniczona, gdy nie odzwierciedla on rzeczywistych
wymagan uzytkownikdw i wymagan organizacyjnych. Taki przypadek nie ufatwia realizacji zadan
uzytkownikéw, a raczej jg utrudnia.

Aby pokrycie bylo doktadne, nalezy poprawnie zdefiniowa¢ wyjatki, Sciezki alternatywne i obstuge bteddéw.
Przypadki uzycia powinny stuzy¢ jako wskazéwki, ale nie jako kompletna definicja elementéw do
przetestowania, poniewaz moga nie zawierac¢ jasnej definicji catego zestawu wymagan. Warto utworzyé na
podstawie opisu stownego przypadku uzycia réwniez inne modele, na przyktad diagramy przeptywu
sterowania (ang. flowcharts) i/lub tablice decyzyjne, aby zwiekszy¢ dokladno$¢ testowania i zweryfikowac
sam przypadek uzycia. Podobnie jak w wypadku innych rodzajow specyfikacji, taki proces utatwia wykrycie
ewentualnych anomalii logicznych w opisie przypadkéw uzycia, o ile one istnieja.

Pokrycie

Minimalny dopuszczalny poziom pokrycia przypadku uzycia to jeden przypadek testowy do obstugi
podstawowego zachowania i wystarczajgca liczba dodatkowych przypadkéw testowych odpowiadajgcych
wszystkim sciezkom alternatywnym i obstudze btedéw. Jesli wymagany jest minimalny zestaw testowy, to
wiele réznych alternatywnych zachowan mozna uwzgledni¢ w ramach jednego przypadku testowego, o ile
sg one ze sobg zgodne. Jesli wymagane sg bardziej rozbudowane opcje diagnostyczne (np. pomoc
w lokalizowaniu defektéw), mozna zaprojektowa¢ po jednym dodatkowym przypadku testowym na kazdag
Sciezke alternatywng, chociaz moze sie zdarzy¢, ze czes¢ zagniezdzonych Sciezek alternatywnych bedzie
musiata trafi¢ do tych samych przypadkéw testowych (np. zakonczenie lub brak zakoriczenia dziatania
w ramach obstugi wyjatku ,ponéw probe”).

Typy defektow
Wykrywane defekty to: nieprawidtowa obstuga zdefiniowanych zachowan, brak obstugi $ciezek
alternatywnych, nieprawidtowe przetwarzanie podanych warunkéw oraz niepoprawnie zaimplementowane
lub nieprawidtowe komunikaty o awariach.

3.2.8. Laczenie technik

Czasem w celu utworzenia przypadkéw testowych taczy sie ze sobg kilka technik. Na przyktad warunki
zidentyfikowane za pomocg tablicy decyzyjnej mozna podzieli¢ na klasy rownowaznosci, aby odkry¢ rézne
sposoby spetnienia danego warunku. Przypadki testowe pokrywajg woéwczas nie tylko wszystkie
kombinacje warunkéw, ale réwniez, dla warunkéw podzielonych na klasy, powinny by¢ zaprojektowane
dodatkowe przypadki testowe, aby pokry¢ dodatkowo poszczegdlne klasy rownowaznosci. Podejmujgc
decyzje o zastosowaniu danej techniki, analityk testéw powinien wzigé pod uwage jej obszar zastosowania,
ograniczenia i trudnosci z nig zwigzane oraz cele testowania (pokrycie i rodzaj poszukiwanych defektow).
Aspekty te zostaty przedstawione w opisach poszczegdlnych technik w niniejszym rozdziale. Moze byc¢ tak,
ze w danej sytuacji nie da sie wybraé ,najlepszej” techniki. tgczenie odpowiednich technik bedzie czesto
najskuteczniejszym sposobem osiggniecia wyznaczonych celéw testowych, o ile istnieje wystarczajgca
ilos¢ czasu i umiejetnosci, aby prawidtowo zastosowac techniki.

3.3. Techniki testowania oparte na doswiadczeniu

Testowanie oparte na doswiadczeniu wykorzystuje umiejetnoéci i intuicje testeréw oraz ich doswiadczenia
w pracy z aplikacjami i technologiami podobnymi do testowanych. Celem jest takie ukierunkowanie testow,
aby zwiekszy¢ skutecznosé wykrywania defektow. Techniki testowania tego typu obejmujg dziatania od
»Szybkich testéw”, w ktérych nie przewiduje sie formalnie okreslonych dziatarh do wykonania przez testera,
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poprzez wstepnie zaplanowane sesje testowe, az po udokumentowane sesje testowe wykorzystujgce karty
opisu testow. Takie metody testowania niemal zawsze okazujg sie przydatne, jednak szczegdlnej wartosci
nabierajg w pewnych sytuacjach w projekcie.

Zalety testowania opartego na doswiadczeniu:
e Moze skutecznie zastgpi¢ bardziej strukturalne podejscia w przypadku, gdy brak dokumentaciji
systemu.
e Mozna zastosowac takie techniki, gdy na testowanie przeznaczono bardzo niewiele czasu.
W trakcie testowania mozna skorzysta¢ z wiedzy specjalistycznej zwigzanej z dang dziedzing
i technologig. Mogg jej dostarczy¢ osoby nie biorgce udziatu w testowaniu, np. analitycy biznesowi
i klienci.
Programisci mogg na wczesnych etapach pracy uzyskac¢ informacje zwrotne.
Zespot ma okazje poznac oprogramowanie w trakcie jego wytwarzania.
Jest skuteczne, gdy awarie sg analizowane w trakcie wykonania programu.
Mozliwe jest zastosowanie réznorodnych technik testowania.

Wady testowania opartego na doswiadczeniu:
e Testowanie tego typu moze by¢ niewtasciwe, jesli wymagana jest szczegdtowa dokumentacja
testowa.
e Trudno uzyska¢ wysoki poziom powtarzalnosci testéw.
e Mozliwosci precyzyjnej oceny pokrycia sg ograniczone.
e Testy tego typu trudniej poddajg sie pdzniejszej automatyzaciji.

W podejsciach reaktywnych i heurystycznych testerzy wykonujg zwykle testy oparte na doswiadczeniu,
a testowanie mozna bardziej elastycznie dopasowa¢ do zachodzgcych zdarzeh niz w przypadku podejsé
ze scistym planowaniem testéw. Ponadto wykonanie testéw i ocena ich rezultatow odbywajg sie
réwnoczesnie. Niektére bardziej systematyczne podejscia do testowania opartego na doswiadczeniu nie sg
w petni dynamiczne, tj. testy nie sg tworzone na biezgco podczas ich wykonywania przez testera. Moze tak
by¢ np. w sytuacji, gdy przed wykonaniem testéw do analizy pewnych aspektéw przedmiotu testéw stosuje
sie technike zgadywania btedéw.

Nalezy zauwazy¢, ze co prawda istniejg pewne wskazéwki co do szacowania pokrycia produktu testami,
ktére przedstawiono ponizej, jednak w technikach opartych na doswiadczeniu nie istniejg formalne kryteria
pokrycia.

3.3.1 Zgadywanie bteddéw

W technice zgadywania btedéw analityk testéw korzysta ze swojego doswiadczenia, zgadujgc, jakie
potencjalne btedy mogty zosta¢ popetnione podczas projektowania i tworzenia kodu. Po zidentyfikowaniu
oczekiwanych btedéw analityk testéw okresla najlepsze metody wykrywania wynikajgcych z nich defektow.
Na przykiad jezeli analityk testéw spodziewa sie, ze w oprogramowaniu bedg wystepowaé awarie
w przypadku wprowadzenia niepoprawnego hasta, to przeprowadzi testy polegajgce na wprowadzaniu
réznego rodzaju wartosci w polu hasta w celu sprawdzenia, czy rzeczywiscie popetniono taki btad i czy
skutkuje on defektem powodujgcym awarie po uruchomieniu testéw.

Zgadywanie btedow jest nie tylko technikg testowania, ale moze réwniez by¢ przydatne podczas analizy
ryzyka w celu zidentyfikowania potencjalnych trybéw awarii [Myers11].

Obszar zastosowania
Technike zgadywania bledéw stosuje sie przede wszystkim podczas testéw integracyjnych
i systemowych, mozna to jednak robi¢ na dowolnym poziomie testéw. Ta technika czesto jest stosowana
razem z innymi technikami i utatwia poszerzenie zakresu istniejgcych przypadkoéw testowych. Zgadywanie
bledéw moze sie takze okazac efektywne podczas testowania nowej wersji oprogramowania pod kgtem
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czesto wystepujgcych defektdow jeszcze przed rozpoczeciem bardziej rygorystycznego testowania
skryptowego (ang. scripted testing).

Ograniczenia/trudnosci
Ze zgadywaniem bteddéw wigzg sie pewne ograniczenia i trudnosci:

e Pokrycie jest trudne do oszacowania i w duzej mierze zalezy od umiejetnosci i doswiadczenia
analityka testow.

e Te technike powinni stosowaé przede wszystkim doswiadczeni testerzy, zaznajomieni z typami
defektéw czesto spotykanymi w kodzie takiego samego rodzaju, jak ten testowany.

e Zgadywanie bteddw jest szeroko stosowane, ale czesto nie podlega dokumentowaniu, moze wiec
by¢ mniej powtarzalne niz inne formy testowania.

e Zdarza sig, ze przypadki testowe sg dokumentowane w sposéb zrozumiaty wytgcznie dla autora
testow, ktéry jako jedyny potrafi je wykona¢ ponownie.

Pokrycie
W przypadku wykorzystania taksonomii defektéw pokrycie ustala sie jako wskaznik procentowy
odpowiadajgcy stosunkowi liczby przetestowanych elementéw taksonomii do tgcznej liczby elementéw
taksonomii. Jezeli nie zastosowano zadnej taksonomii defektéw, pokrycie jest ograniczone doswiadczeniem
i wiedzg testera oraz iloscig dostepnego czasu. Liczba znalezionych za pomocg tej techniki defektow bywa
rézna w zaleznosci od umiejetnosci testera wynajdowania problematycznych obszaréw.

Typy defektow
Zazwyczaj wykrywane sg defekty zdefiniowane w wybranej taksonomii defektéw lub ,odgadniete” przez
analityka testéw, ktére mogg pozostac niewykryte przez testy czarnoskrzynkowe.

3.3.2. Testowanie w oparciu o liste kontrolng

W technice testowania w oparciu o liste kontrolng doswiadczony analityk testéw korzysta
z wysokopoziomowej, 0ogolnej listy elementow, na ktore nalezy zwréci¢ uwage, ktore nalezy sprawdzi¢ lub
o ktérych nalezy pamieta¢, albo z zestawu regut czy kryteriow, pod katem ktérych trzeba sprawdzi¢
przedmiot testéw. Listy kontrolne sg tworzone w oparciu o standardy, doswiadczenie i inne zrodta. Na
przyktad, lista kontrolna standardu interfejsu uzytkownika moze by¢ wykorzystana jako podstawa do
testowania aplikacji. W projektach zwinnych listy kontrolne mozna budowa¢ na podstawie kryteriéw
akceptacji historyjki uzytkownika.

Obszar zastosowania

Testowanie w oparciu o liste kontrolng najlepiej sprawdza sie w projektach z doswiadczonym zespotem
testowym, zaznajomionym z testowanym oprogramowaniem lub obszarem, ktérego dotyczy lista kontrolna
(np. aby skutecznie postuzy¢ sie listg kontrolng dla interfejsu uzytkownika, analityk testéw nie musi znac
konkretnego, testowanego systemu, wystarczy znajomos$¢ problematyki testowania interfejséw
uzytkownika). Listy kontrolne majg posta¢ wysokopoziomows i nie uwzgledniajg szczegdtowych krokow
charakterystycznych dla przypadkéw testowych i procedur testowych, luki sg wiec uzupetniane przez testera
na podstawie wiasnej wiedzy. Dzieki pominieciu szczegétowych instrukcji listy kontrolne nie wymagaja
duzych nakfadéw pielegnaciji i mozna je stosowac¢ w wielu podobnych wydaniach oprogramowania.

Listy kontrolne sprawdzajg sie w sytuacji, gdy wersje oprogramowania pojawiajg sie czesto, a modyfikacje
sg szybko wprowadzane. Pozwala to skréci¢ czas poswiecany na przygotowania i utrzymanie dokumentacji
testowej. Listy kontrolne mozna wykorzystywac na wszystkich poziomach testowania, a takze w testach
regres;ji i testach dymnych.

Ograniczenia/trudnosci
Wysokopoziomowy charakter list kontrolnych moze wptywac¢ na powtarzalnos¢ rezultatéw testéw. Rézni
testerzy moga réznie interpretowac liste kontrolng i weryfikowac¢ poszczegdine elementy réznymi metodami.
Moga w ten sposoéb uzyskaé rézne rezultaty testow mimo wykorzystania tej samej listy kontrolnej. Zwieksza
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to potencjalnie pokrycie, ale czasem cierpi na tym powtarzalnosé. Listy kontrolne mogg réwniez
W nieuzasadniony sposob zwieksza¢ zaufanie wzgledem rzeczywistego poziomu pokrycia, poniewaz
przebieg testow zalezy od oceny danego testera. Listy kontrolne mozna budowaé¢ na podstawie bardziej
szczegobtowych przypadkow testowych lub innych list. Zwykle w miare uptywu czasu zwigksza sie ich
diugos¢. Wymagana jest pielegnacja list, tak, aby ich zawarto$¢é pokrywata istotne aspekty testowanego
oprogramowania.

Pokrycie
Pokrycie ustala sie jako wskaznik procentowy odpowiadajgcy stosunkowi liczby przetestowanych
elementoéw listy kontrolnej do tgcznej liczby elementéw tej listy. Pokrycie jest tak dobre, jak dobra jest lista
kontrolna, ale ze wzgledu na jej wysokopoziomowy charakter rzeczywisty wynik zalezy od analityka testow,
ktéry wykonuje test.

Typy defektow
Najczesciej wykrywane za pomocg tej techniki defekty powodujg awarie wynikajgce z wprowadzania
réznych danych, wykonywania krokéw w réznej kolejnosci lub indywidualnego modyfikowania przebiegu
pracy podczas testowania.

3.3.3. Testowanie eksploracyjne

Podczas testowania eksploracyjnego tester jednoczesnie poznaje przedmiot testéw i jego defekty, planuje
dziatania testowe do wykonania, projektuje i wykonuje testy oraz raportuje ich rezultaty. Tester dynamicznie
dopasowuje cele testowania podczas jego wykonywania i opracowuje tylko minimum dokumentaciji
[Whittaker09].

Obszar zastosowania

Dobrze przeprowadzone testowanie eksploracyjne jest zaplanowane, wykonywane interaktywnie i tworczo.
Technika ta nie wymaga obszernej dokumentacji testowanego systemu, dlatego czesto sie z niej korzysta
w sytuacjach, gdy taka dokumentacja nie jest dostepna lub nie nadaje sie do wykorzystania z innymi
technikami testowania. Testowanie eksploracyjne jest czesto stosowane jako uzupetnienie innych rodzajéw
testéw i jako podstawa do opracowywania dodatkowych przypadkéw testowych. Testowanie eksploracyjne
jest czesto stosowane w zwinnym wytwarzaniu oprogramowania w celu szybkiego, adaptacyjnego
przetestowania historyjek uzytkownika przy minimalnych wymaganiach dotyczgcych dokumentaciji.
Technike te mozna jednak rowniez zastosowa¢ w projektach opartych na sekwencyjnych modelach
wytwarzania.

Ograniczenia/trudnosci
Testy eksploracyjne nie zapewniajg zadnej miary pokrycia. Ponadto odtworzenie przeprowadzonych testow
moze by¢ trudne. Do technik zarzgdzania testami eksploracyjnymi nalezg karty opisu testéw, jakie majg by¢
zrealizowane w danej sesji testowej, oraz ramy czasowe (ang. time-boxing) w celu okreslenia czasu
przeznaczonego na takie testy. Na zakohczenie sesji lub zestawu ses;ji testowania, kierownik testow moze
zorganizowac¢ spotkanie podsumowujgce (ang. debriefing session) w celu zebrania rezultatéw testow i
ustalenia, jakie karty opisu testow bedg potrzebne w nastepnych sesjach testowych.

Innym problemem zwigzanym z sesjami eksploracyjnymi jest ich doktadne $ledzenie przy uzyciu systemu
do zarzadzania testami. Czasem tworzy sie w tym celu przypadki testowe, ktére sg w istocie sesjami
testowania eksploracyjnego. Umozliwia to Sledzenie czasu przydzielonego na testy eksploracyjne
i zaplanowanego pokrycia wraz z tymi metrykami dla innych rodzajéw testowania.

Powtarzalnos¢ testow eksploracyjnych moze by¢ dos¢ ograniczona, co réwniez moze powodowac
problemy, gdy zajdzie potrzeba odtworzenia krokéw, ktére doprowadzity do awarii. W niektérych
organizacjach do rejestracji krokdbw wykonanych przez testera eksploracyjnego stosuje sie funkcje
rejestrowania i odtwarzania narzedzia do testéw automatycznych. W ten sposéb mozna uzyskacé petny zapis
wszystkich czynnosci wykonanych podczas sesji testowania eksploracyjnego (lub innej sesji testowania
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opartego na doswiadczeniu). Analiza tego zapisu pod katem rzeczywistego powodu awarii moze byé
ucigzliwa, ale stanowi on przynajmniej pewng forme utrwalenia wykonanych krokdéw.

Do zarejestrowania sesji testowania eksploracyjnego mozna takze uzy¢ innych narzedzi, ale nie rejestrujag
one oczekiwanych wynikdw, poniewaz nie zapisujg interakcji z graficznym interfejsem uzytkownika. W tym
wypadku nalezy zanotowa¢ oczekiwane wyniki, tak, aby w razie potrzeby przeprowadzi¢ wiadciwg analize
defektow. Ogdlnie rzecz biorgc, tworzenie notatek w trakcie wykonywania testowania eksploracyjnego jest
zalecane, jesli powtarzalnosc¢ testdbw ma znaczenie w projekcie.

Pokrycie

W celu okreslenia zadan, celéw i oczekiwanych produktéw prac mozna zastosowac karty opisu testu.
Nastepnie planuje sie sesje testowania eksploracyjnego w taki sposéb, aby osiggng¢ zapisane kryteria.
Karta opisu testu moze rowniez wskazywac¢ obszary, w ktérych nalezy skoncentrowaé testy, elementy
nalezgce do zakresu sesji testowania i pozostajgce poza tym zakresem oraz zasoby potrzebne do
wykonania zaplanowanych testow. W ramach sesji testowania mozna skoncentrowa¢ poszukiwania na
okreslonych typach defektow lub innych potencjalnie problematycznych obszarach, ktére nie wymagajg
sformalizowania procesu testowania skryptowego.

Typy defektow
Defekty najczesciej wykrywane za pomoca testéw eksploracyjnych to problemy scenariuszowe, ktére nie
zostaly wychwycone podczas testéw funkcjonalnosci opartych na dokumentacji, problemy, ktére nie dajg
sie sklasyfikowac¢ jako przynalezne do konkretnej funkcjonalnosci oraz problemy zwigzane z przeptywem
pracy. Podczas testowania eksploracyjnego mozna rowniez czasem wykry¢ problemy z wydajnosciag lub
zabezpieczeniami.

3.3.4. Techniki testowania oparte na defektach

W technikach testowania opartych na defektach punktem wyjscia dla projektu testu jest typ poszukiwanych
defektow; testy systematycznie wyprowadza sie z wiedzy na temat danego typu defektéw. W odréznieniu
od testowania czarnoskrzynkowego, w ktérym testy wyprowadzane sg z podstawy testow, w technikach
opartych na defektach testy tworzy sie na podstawie list zwigzanych z defektami. Listy tego typu mogag by¢
uporzgdkowane wedtug typow defektéw, ich podstawowych przyczyn, objawdéw awarii i innych danych
zwigzanych z defektami. Listy standardowe majg zastosowanie do réznych rodzajéw oprogramowania i nie
wigzg sie z konkretnymi produktami. Pozwala to wykorzysta¢ standardowg wiedze branzowg do utworzenia
konkretnych testow. Dzieki zgodnosci z listami branzowymi, metryki wystepowania defektow mozna sledzi¢
na poziomie wielu projektow, a nawet organizacji. Najczesciej jednak stosuje sie listy defektow specyficzne
dla danej organizacji lub projektu, zwigzane z konkretnymi doswiadczeniami i wiedzg specjalistyczna.

W testowaniu opartym na defektach mozna rowniez uzywac list zidentyfikowanych czynnikdéw ryzyka oraz
scenariuszy ryzyka. Ta technika testowania umozliwia analitykowi testéw ukierunkowanie dziatah na
okres$lony typ defektéw lub przejscie krok po kroku przez liste opisujacg znane i czeste defekty danego typu.
Na podstawie tych informaciji analityk testow tworzy warunki testowe i przypadki testowe, ktére powodujg
ujawnienie tych defektéw (jezeli sg one obecne w produkcie).

Obszar zastosowania
Testowanie oparte na defektach sprawdza sie na kazdym poziomie testéw, ale z reguly jest stosowane
w testach systemowych.

Ograniczenia/trudnosci
Istnieje wiele taksonomii defektéw i niektére z nich sg zorientowane na konkretne typy testow, takie jak
testowanie uzytecznosci. Wazny jest dobor odpowiedniej taksonomii do testowanego oprogramowania
(o ile takie taksonomie istniejg). Dla innowacyjnego oprogramowania takie taksonomie mogag nie byé
dostepne. Niektdre organizacje opracowaty wtasne taksonomie prawdopodobnych lub czesto spotykanych
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defektow. Niezaleznie od stosowanej taksonomii defektow wazne jest zdefiniowanie oczekiwanego pokrycia
przed rozpoczeciem testowania.

Pokrycie

Ta technika udostepnia kryteria pokrycia, na podstawie ktérych mozna ustali¢, czy zidentyfikowano
wszystkie przydatne przypadki testowe. W zaleznosci od listy defektéw pokrycie moze uwzgledniac¢
elementy strukturalne, elementy specyfikacji lub scenariusze uzytkowe, a takze kombinacje tych
elementoéw. W praktyce kryteria pokrycia w technikach opartych na defektach sg stabiej usystematyzowane
niz w technikach czarnoskrzynkowych — dane sg tylko ogdélne reguty pokrycia, a decyzje o granicach
uzytecznego pokrycia sg podejmowane na poziomie konkretnych projektow. Podobnie jak w przypadku
innych technik, spetnienie kryteridw pokrycia nie oznacza, ze zbudowano petny zestaw testowy, ale ze na
podstawie rozwazanych defektéw nie mozna juz opracowac¢ w tej technice wiekszej liczby przydatnych
testéw.

Typy defektow
Typy wykrywanych defektow zalezg zwykle od uzywanej taksonomii defektow. Na przyktad jezeli uzyto listy
defektow interfejsu uzytkownika, wiekszos¢ wykrytych defektéw bedzie prawdopodobnie zwigzana
z interfejsem uzytkownika, ale przy okazji tych testow mogag zosta¢ wykryte rowniez inne defekty.

3.4. Zastosowanie najbardziej odpowiedniej techniki

Techniki czarnoskrzynkowe i oparte na doswiadczeniu sg najbardziej skuteczne, jesli zostang zastosowane
wspolnie. Techniki testowania oparte na doswiadczeniu wypetniajg luki w osiggnieciu celow testow
wynikajgce z mozliwych systemowych stabosci czarnoskrzynkowych technik testowania.

Nie istnieje technika idealna, sprawdzajgca sie w kazdej sytuacji. Analityk testéw powinien rozumie¢ zalety
i wady poszczegolnych technik i umie¢ dobraé najbardziej odpowiednig technike lub zestaw technik do
danej sytuacji: typu projektu, harmonogramu, dostepnosci informacji, umiejetnosci testera i innych
czynnikow, ktére mogg mie¢ wptyw na ten dobor.

Informacje podane w opisie poszczegdlnych technik czarnoskrzynkowych i technik opartych na
doswiadczeniu (odpowiednio w podrozdziatach 3.2. i 3.3.), w sekcjach ,Obszar zastosowania’,
sOgraniczenial/trudnosci” i ,Pokrycie”, stanowig wskazowki dla analityka testéw dokonujgcego wyboru
technik najbardziej odpowiednich do zastosowania w danej sytuacji.
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4.  Testowanie charakterystyk jakosciowych
oprogramowania — 180 minut

Stowa kluczowe

adekwatnos$¢ funkcjonalna, dostepnosé, doswiadczenie uzytkownika, estetyka interfejsu uzytkownika,
funkcjonalnosé, inwentarz pomiaréw uzytecznosci oprogramowania (SUMI), inwentarz analizy i pomiaru
stron internetowych (WAMMI), kompletnos$¢ funkcjonalna, tatwos$¢ nauki, fatwos¢ obstugi, ochrona przed
btedami uzytkownika, poprawnosc¢ funkcjonalna, uzytecznos¢, wspoétdziatanie, kompatybilnosé

Cele nauczania dotyczace testowania charakterystyk jakosciowych
oprogramowania

4.1. Wprowadzenie
Nie okreslono celéw nauczania.

4.2 Charakterystyki jakosciowe w testowaniu w dziedzinie biznesowej

TA-4.2.1. (K2) Kandydat potrafi wskaza¢ techniki testowania, kiére sg wiasciwe do testowania
kompletnosci funkcjonalnej, poprawnosci funkcjonalnej i adekwatnosci funkcjonalnej.

TA-4.2.2. (K2) Kandydat potrafi wymieni¢ typowe defekty, jakie powinny zosta¢ wykryte podczas
testowania kompletnoéci funkcjonalnej, poprawnoéci funkcjonalnej i adekwatnosci
funkcjonalnej.

TA-4.2.3. (K2) Kandydat potrafi okresli¢, w ktdrym momencie w cyklu wytwarzania oprogramowania
nalezy testowa¢ kompletnos¢ funkcjonalng, poprawnos¢ funkcjonalng i adekwatnosé
funkcjonalna.

TA-4.2.4. (K2) Kandydat potrafi wyjasni¢ podejscia odpowiednie do zweryfikowania i walidacji
implementacji wymagan dotyczacych uzytecznosci oraz spetnienia oczekiwan uzytkownika.

TA-4.2.5. (K2) Kandydat potrafi wyjasni¢, na czym polega rola analityka testow podczas testowania
wspotdziatania, z uwzglednieniem typow defektow, ktérych nalezy poszukiwac.

TA-4.2.6. (K2) Kandydat potrafi wyjasni¢, na czym polega rola analityka testdw podczas testowania
przenaszalnosci, z uwzglednieniem typéw defektéw, ktérych nalezy poszukiwac.

TA-4.2.7. (K4) Dla danego zestawu wymagan kandydat potrafi okresli¢ warunki testowe niezbedne do
zweryfikowania funkcjonalnych i niefunkcjonalnych charakterystyk jakosciowych, ktére sag
w zakresie obowigzkow analityka testéw.

Wersja 3.1.2.5. Strona 44 z 65 08.07.2024 r.

© International Software Testing Qualifications Board Stowarzyszenie Jakosci Systemoéw Informatycznych




Analityk testéw
Sylabus poziomu zaawansowanego INFORMATYCZNYCH Software Testing

[ Qualifications Board

Sisimzmm e
) ISTQB

4.1. Wprowadzenie

W poprzednim rozdziale opisano konkretne techniki, kiérymi moze postuzy¢ sie tester; tematem tego
rozdziatu jest zastosowanie tych technik do oceny charakterystyk uzywanych do opisywania jakos$ci aplikaciji
lub systemdw informatycznych.

Przedmiotem niniejszego sylabusa sg charakterystyki jakosciowe, ktore podlegajg ocenie przez analityka
testow. Atrybuty oceniane przez technicznego analityka testow zostaty opisane w sylabusie poziomu
zaawansowanego dla technicznego analityka testow [CTAL-TTA].

Opis charakterystyk jakosciowych produktu bazuje na normie ISO 25010 [ISO25010]. Model jakosci
oprogramowania I1SO okresla zestaw charakterystyk jakosciowych produktu, z ktérych kazda moze
zawieraC charakterystyki podrzedne (podcharakterystyki). Zostaly one przedstawione w ponizszej tabeli
wraz ze wskazaniem, ktoére charakterystyki i podcharakterystyki zostaty opisane w sylabusie dla analitykéw
testow, a ktore w sylabusie dla technicznych analitykow testow:

. Analityk Techn_iczny
Charakterystyka Podcharakterystyki testd analityk
estow .
testow

Funkcjonalnos¢ Poprawnos¢ funkcjonalna, adekwatnosé X
funkcjonalna, kompletno$¢ funkcjonalna

Niezawodnos¢ Dojrzatosc, tolerowanie usterek, odtwarzalnosgé, X
osiggalnosc¢

Uzytecznosc Stosownos¢, tatwos¢ nauki, fatwosé obstugi,
estetyka interfejsu uzytkownika, ochrona przed
btedami uzytkownika, dostepnosc X

Wydajnosc¢ Zachowanie w czasie, zuzycie zasobow, X
przepustowosc¢

Pielegnowalnos¢ | Analizowalno$é, modyfikowalno$é, testowalnosé, X
modutowosé, tatwos$¢ ponownego uzycia

Przenaszalno$¢ Zdolno$¢ adaptacyjna, instalowalnosc¢, X X
zastepowalnos¢

Zabezpieczenia Poufnosé, integralnosc¢, niezaprzeczalnosé, X
rozliczalnos$¢, autentykacja

Kompatybilno$¢ Wspdtistnienie X
Wspdtdziatanie X

Taki podziat pracy jest stosowany w odpowiednich sylabusach ISTQB®, jednak w réznych organizacjach
moze przybierac rézne formy.

Aby mozna bylo sformutowaé i udokumentowaé odpowiednig strategie testéw, nalezy zidentyfikowaé
czynniki ryzyka typowe dla wszystkich charakterystyk jakosciowych i podcharakterystyk oméwionych w tym
rozdziale. Testowanie charakterystyk jakosciowych wymaga szczegdlnie starannego doboru wiasciwego
momentu w cyklu wytwarzania oprogramowania, niezbednych narzedzi, a takze dostepnosci
oprogramowania i dokumentacji do testowania oraz fachowej wiedzy technicznej. Bez odpowiedniej
strategii dla kazdej z charakterystyk i specyficznych potrzeb zwigzanych z jej testowaniem tester moze nie
mie¢ do dyspozycji wystarczajacej ilosci czasu na odpowiednie zaplanowanie, przygotowanie i wykonanie
testow w terminie okreslonym w harmonogramie [Bath14]. Czes$¢ tych testow, np. testowanie uzytecznosci,
moze wymagaé przydzielenia szczegolnych zasobow ludzkich, szczegdétowego zaplanowania,
udostepnienia specjalnych laboratoriéw i konkretnych narzedzi, szczegdlnych umiejetnosci testerskich
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oraz, w wiekszosci przypadkéw, duzej ilosci czasu. Czasem testy uzytecznosci mogg by¢ wykonywane
przez osobng grupe ekspertéw ds. uzytecznosci (interfejsow uzytkownika).

Analityk testow moze nie by¢é odpowiedzialny za charakterystyki jakosciowe, ktére wymagajg bardziej
technicznego podejscia; istotne jednak jest to, aby analityk testéw byt Swiadomy innych charakterystyk
i rozumiat pokrywajgce sie obszary testowania. Na przyktad przedmiot testéw, ktory nie zaliczyt testow
wydajnosciowych, moze roéwniez nie zaliczyé testow uzyteczno$ci, jezeli dziata zbyt wolno, zeby
uzytkownicy mogli z niego efektywnie korzysta¢. Podobnie przedmiot testéw, w ktérym wystepujg problemy
Z niektérymi modutami, nie jest prawdopodobnie gotowy do testéw przenaszalnos$ci, poniewaz problemy na
nizszym poziomie bedzie trudniej wyizolowaé w zmienionym srodowisku.

4.2. Charakterystyki jakosciowe w testowaniu w dziedzinie biznesowej

Gtéwnym obszarem dziatan analityka testéw jest testowanie funkcjonalnosci. Przedmiotem testéw
funkcjonalnosci jest to, ,co" robi dany obiekt. Podstawg testéw funkcjonalnosci sg z reguty wymagania,
specyfikacja, konkretna wiedza z danej dziedziny lub przewidywana potrzeba. Testy funkcjonalne maja
rézng forme w zaleznosci od poziomu testéw, na jakim sg wykonywane, a takze w zaleznosci od cyklu
wytwarzania oprogramowania. Na przyktad test funkcjonalny wykonywany podczas testéw integracyjnych
sprawdza funkcjonalno$¢ taczonych poprzez interfejs modutéw, kiére implementujg jedng zdefiniowang
funkcje. Na poziomie testéw systemowych testy funkcjonalne obejmujg sprawdzenie funkcjonalnosci catego
systemu. W systemach systemow testowanie funkcjonalnosci obejmuje testowanie kompleksowe catosci
zintegrowanych systemow. W testach funkcjonalnosci stosuje sie szeroki zakres technik testowania (patrz
Rozdziat 3.).

W zwinnym wytwarzaniu oprogramowania testowanie funkcjonalnosci zwykle obejmuje nastepujgce
elementy:
e testowanie konkretnej funkcjonalnosci (np. historyjek uzytkownika) planowanej do
zaimplementowania w danej iteracji,
e testowanie regresji dla wszystkich niezmodyfikowanych funkgciji.

Oproécz testéw funkcjonalnosci omawianych w tym podrozdziale w zakresie odpowiedzialnosci analityka
testow znajdujg sie jeszcze dwie charakterystyki jakosciowe, ktére uznaje sie za elementy testow
niefunkcjonalnych (ukierunkowanych na sprawdzenie, ,jak” przedmiot testow udostepnia funkcjonalno$g¢).

4.2.1. Testowanie poprawnosci funkcjonalnej

Testowanie poprawnosci funkcjonalnej obejmuje weryfikacje zgodnosci aplikacji z podanymi lub
wywnioskowanymi wymaganiami i moze obejmowac réwniez testowanie doktadnosci obliczeniowe;.
W testowaniu poprawnosci funkcjonalnej stosuje sie wiele z technik testowania opisanych w Rozdziale 3.
i czesto uzywa sie specyfikacji lub wczesniejszej wersji systemu jako wyroczni testowej. Testowanie
poprawnosci funkcjonalnej moze mie¢ miejsce na dowolnym poziomie testéw i jest ukierunkowane na
wykrywanie niepoprawnej obstugi danych lub sytuaciji.

4.2.2. Testowanie adekwatnosci funkcjonalnej

Testowanie adekwatnosci funkcjonalnej obejmuje ocene i walidacje poziomu dopasowania zestawu funkcji
do konkretnych zadan, ktére te funkcje majg realizowac. Testowanie moze by¢ oparte na projekcie
funkcjonalnym (np. przypadkach uzycia i/lub historyjkach uzytkownika). Testowanie adekwatnosci
funkcjonalnej z reguly ma miejsce podczas testéw systemowych, ale moze tez odbywac sie na péznych
etapach testéw integracyjnych. Defekty wykryte podczas tych testéw wskazujg, ze system nie zaspokoi
potrzeb uzytkownika w akceptowalny sposéb.
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4.2.3. Testowanie kompletnosci funkcjonalne;j

Celem testowania kompletnosci funkcjonalnej jest ustalenie pokrycia konkretnych zadan i celéw
uzytkownika przez zaimplementowang funkcjonalnos¢. Kluczowym elementem umozliwiajgcym
sprawdzenie kompletnosci funkcjonalnej jest $ledzenie powigzah pomiedzy punktami specyfikaciji
(np. wymaganiami, historyjkami uzytkownika i przypadkami uzycia), a zaimplementowang funkcjonalnoscig
(np. funkcja, modutem i przeptywem pracy). Pomiar kompletnosci funkcjonalnej moze odbywac sie w rézny
sposob, w zaleznosci od konkretnego poziomu testéw i stosowanego cyklu wytwarzania oprogramowania.
Na przyktad kompletnos¢ funkcjonalng w projekcie zwinnym mozna okreslic na podstawie
zaimplementowanych historyjek uzytkownika i funkciji. Z kolei testowanie kompletnosci funkcjonalnej
w testowaniu integracji systeméw moze skupia¢ sie na pokryciu procesow biznesowych wysokiego
poziomu.

Narzedzia do zarzgdzania testami zwykle obstugujg opcje okreslania kompletnosci funkcjonalnej, o ile
analityk testow rejestruje informacje o powigzaniach miedzy przypadkami testowymi a elementami
specyfikacji funkcjonalnej. Jesli poziom kompletnosci jest nizszy niz oczekiwano, moze to oznaczag¢, ze
system nie zostat w petni zaimplementowany.

4.2.4. Testowanie wspotdziatania

W testach wspotdziatania weryfikowana jest wymiana informacji miedzy dwoma lub wiekszg liczbg
systemow albo modutéw. Sprawdzana jest mozliwo$¢ wymiany informaciji i jej pozniejszego wykorzystania.
Testy powinny pokrywa¢ wszystkie przewidywane srodowiska docelowe (w tym réznice w zakresie sprzetu,
oprogramowania, oprogramowania warstwy posredniej, systemow operacyjnych itp.), aby zapewnic
prawidtowe dziatanie operacji wymiany danych. W rzeczywistosci moze to by¢ mozliwe tylko dla stosunkowo
niewielkiej liczby $rodowisk. W przypadku wiekszego zbioru mozna ograniczyé testowanie do
reprezentatywnej grupy wybranych srodowisk. W ramach specyfikacji testow wspétdziatania nalezy
zidentyfikowac, skonfigurowac i udostepni¢ zespotowi testowemu odpowiednie kombinacje $rodowisk
docelowych. Nastepnie takie Srodowiska zostajg przetestowane za pomocg wybranych funkcjonalnych
przypadkow testowych sprawdzajgcych ré6znego rodzaju punkty wymiany danych w srodowisku.

Wspotdziatanie wigze sie ze sposobem interakcji miedzy réznymi modutami i systemami oprogramowania.
Oprogramowanie o dobrych wskaznikach wspétdziatania mozna zintegrowac z wieloma innymi systemami
bez wprowadzania w nim wigkszych zmian i bez wigkszego wptywu na zachowanie niefunkcjonalne. Jako
miary wspotdziatania mozna uzy¢ liczby koniecznych zmian i naktadu pracy potrzebnego na ich
implementacje i przetestowanie.

Testowanie wspétdziatania oprogramowania moze na przyktad koncentrowaé sie na nastepujacych
cechach projektowych:
e wykorzystanie branzowych standardéw komunikacji takich jak XML,
e zdolno$¢ automatycznego wykrywania potrzeb komunikacyjnych zwigzanych z systemami,
z ktérymi oprogramowanie wspétdziata, i odpowiedniego dostosowania mechanizméw komunikaciji.

Testowanie wspétdziatania moze byé szczegdlnie istotne w przypadku nastepujgcych produktéw:
e oprogramowania do powszechnej sprzedazy (ang. Commercial of-the-shelf) i gotowych narzedzi,
e aplikacji stanowigcych systemy systemow,
e systemdw wykorzystujgcych technologie Internetu rzeczy (loT),
e ustug internetowych komunikujgcych sie z innymi systemami.

Tego rodzaju testy wykonuje sie podczas testowania integracji modutow i testowania integracji systemow.
Na poziomie testéw integracyjnych systeméw tego rodzaju testy przeprowadza sie po ukohczeniu systemu
w celu ustalenia, jak dobrze wspotdziata on z innymi systemami. Systemy mogg wspotdziata¢ na réznych
poziomach, wiec analityk testdw musi rozumiec te interakcje i umie¢ stworzy¢ warunki, ktére umozliwig
przetestowanie roznych interakcji. Na przyktad jezeli miedzy dwoma systemami ma zachodzi¢ wymiana
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danych, analityk testow musi by¢ w stanie wygenerowac¢ niezbedne dane i transakcje potrzebne do
dokonania takiej wymiany. Nalezy przy tym pamieta¢, ze nie wszystkie interakcje mogg byC¢ jasno
zdefiniowane w dokumentacji wymagan. Definicje wielu z nich mogg sie pojawi¢ dopiero w dokumentacji
architektury i projektu systemu. Analityk testow musi by¢ przygotowany do przeanalizowania tych
dokumentéw w celu ustalenia punktow wymiany informacji miedzy systemami oraz miedzy systemem
a jego srodowiskiem, aby zapewni¢ przetestowanie wszystkich takich punktéw. W testowaniu
wspotdziatania stosuje sie takie techniki jak podziat na klasy réwnowaznosci, analiza wartosci brzegowych,
tablice decyzyjne, diagramy przejs¢ pomiedzy stanami, przypadki uzycia i testowanie sposobem par.
Wykrywane defekty z reguly dotyczg niepoprawnej wymiany danych miedzy modutami wchodzgcymi ze
sobg w interakcje.

4.2.5. Ocena uzytecznosci

Analityk testow czesto zajmuje sie koordynowaniem i wsparciem procesu oceny uzytecznosci. Moze to
obejmowaé specyfikacje testow uzytecznosci i wystepowanie w roli moderatora prowadzgcego testy
wspolnie z uzytkownikami. Aby skutecznie realizowaé swoje zadania, analityk testéw musi rozumie¢ gtéwne
aspekty, cele i podejscia zwigzane z takim rodzajem testowania. Szczegdétowe informacje wykraczajgce
poza zakres niniejszej sekcji mozna znalezé w specjalistycznym sylabusie ISTQB® dotyczgcym testowania
uzytecznosci [ISTQB_UT_SYL].

Istotne jest zrozumienie, dlaczego uzytkownicy majg problemy z korzystaniem z systemu oraz dlaczego ich
doswiadczenia nie sg pozytywne (np. podczas korzystania z oprogramowania do rozrywki). Aby to
osiggngc¢, nalezy przede wszystkim uwzgledni¢ fakt, ze pojecie ,uzytkownik” moze odnosi¢ sie do réznych
profili oséb (tzw. person), od ekspertéw IT poprzez dzieci, az po osoby niepetnosprawne.

4.2.5.1. Aspekty uzytecznosci

W tej sekcji zostang omowione nastepujgce aspekty uzytecznosci:
e uzytecznos¢ w rozumieniu standardu 1SO 25010,
e doswiadczenie uzytkownika (UX) jako uogdlnienie uzytecznosci,
e dostepnosc¢ jako podcharakterystyka uzytecznosci.

Uzytecznosé

Testy uzytecznosci koncentrujg sie na defektach oprogramowania, ktére majg wptyw na mozliwosé
wykonywania zadan przez uzytkownikéw za posrednictwem interfejsu uzytkownika. Takie defekty moga
utrudni¢ uzytkownikom realizacje ich celéw w sposob skuteczny, wydajny i satysfakcjonujgcy. Problemy
dotyczace uzytecznosci mogg prowadzi¢ do nieporozumien, bteddw, opoznien i zwyktych awarii w trakcie
realizacji zadan przez uzytkownikow.

Ponizej podano liste podcharakterystyk uzytecznosci wedtug standardu [ISO 25010] (ich definicje znajdujg
sie w stowniku [ISTQB_GLOSSARY]):
e fatwos$é nauki,
tatwos¢ obstugi,
estetyka interfejsu uzytkownika (tj. atrakcyjnos¢),
ochrona przed btedami uzytkownika,
dostepnos¢ (patrz ponizej).

Doswiadczenie uzytkownika (UX)

Ocena doswiadczenia uzytkownika obejmuje cate doswiadczenie uzytkownika zwigzane z przedmiotem
testéw, a nie tylko bezposrednig interakcje. Jest to szczegdlnie istotne w przypadku przedmiotéw testow,
dla ktérych kluczowym czynnikiem umozliwiajgcym sukces rynkowy jest przyjemnos¢ obstugi i satysfakcja
uzytkownika.

Typowe czynniki wptywajgce na doswiadczenie uzytkownika to m.in.:
e wizerunek marki (tj. uzytkownicy majg zaufanie do producenta),
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e interaktywne zachowanie,
e pomoc zwigzana z przedmiotem testow (m.in. system pomocy, wsparcie i szkolenia).

Dostepnos¢

Nalezy uwzgledni¢ dostepnos¢ oprogramowania dla uzytkownikéw, ktérzy majg szczegodlne potrzeby lub
ograniczenia w korzystaniu z niego, m. in. oséb niepetnosprawnych. Podczas testowania dostepnosci
nalezy uwzgledni¢ wiasciwe standardy, np. wytyczne Web Content Accessibility Guidelines (WCAG) oraz
uregulowania prawne, takie jak ustawy o przeciwdziataniu dyskryminacji ze wzgledu na niepetnosprawnos¢
(Disability Discrimination Act — Irlandia Pétnocna, Australia), ustawa o réwnosci szans (Equality Act 2010
— Anglia, Szkocja, Walia) czy artykut 508 (Section 508 — Stany Zjednoczone). Podobnie jak w przypadku
uzytecznosci, dostepnoscig nalezy zainteresowac¢ sie juz w fazie projektowania. Testy zaczyna sie czesto
na poziomie testow integracyjnych i kontynuuje przez faze testéw systemowych do poziomu testow
akceptacyjnych. O defektach méwi sie z regulty woéwczas, gdy oprogramowanie nie spetnia wiasciwych
uregulowan prawnych lub standardéw.

Typowe miary zwigzane ze zwiekszaniem dostepnosci koncentrujg sie na mozliwosci interakcji z aplikacjg
przez uzytkownikow niepetnosprawnych. Obejmuje to miedzy innymi:

e funkcje rozpoznawania gtosu do obstugi wprowadzania danych,

e zapewnienie prezentacji tresci innych niz tekstowe w postaci odpowiednika tekstowego,

e mozliwosé zmiany rozmiaru tekstu bez utraty zawartosci lub funkcjonalnosci.

Wytyczne dotyczgce dostepnosci sg pomocne dla analityka testow, poniewaz stanowig zrodio informacji
i list kontrolnych, ktére mozna wykorzysta¢ podczas testowania (przyktady takich wytycznych mozna
znalez¢ w dokumencie [ISTQB_UT_SYL]). Ponadto dostepne sg narzedzia i wtyczki do przegladarek, ktore
utatwiajg testerom wykrywanie problemdéw zwigzanych z dostepnoscia, takich jak nieprawidtowy dobor
palety kolorow na stronach internetowych, niezgodny z wytycznymi dotyczgcymi dostepu dla osbéb
dotknietych slepotg barw (daltonizmem).

4.2.5.2. Metody oceny uzytecznosci
Uzytecznos¢, doswiadczenie uzytkownika i dostepnos¢é mozna testowaé, korzystajgc z jednej
z nastepujacych metod:

e testowania uzytecznosci,

e przegladdw uzytecznosci,

e ankiet i kwestionariuszy uzytkownikéw.

Testowanie uzytecznosci
Podczas testowania uzytecznosci sprawdza sie, czy uzytkownicy mogg tatwo korzystaé lub nauczy¢ sie
korzysta¢ z systemu w celu osiggnigecia okreslonego celu w konkretnym kontekscie. Testowanie
uzytecznosci ma mierzy¢ nastepujgce cechy:
e skutecznos¢ — mozliwo$¢ osiggniecia przez uzytkownikédw przy uzyciu przedmiotu testow
okreslonych celéw z zachowaniem poprawnosci i kompletno$ci w okreslonym kontekscie uzycia;
o efektywnos$¢ — mozliwos¢ uzyskania przez uzytkownikdw przy uzyciu przedmiotu testéw okreslonej
efektywnosci w okreslonym kontekscie uzycia przy odpowiednich naktadach zuzytych zasobow;
e satysfakcje — mozliwosé zadowolenia uzytkownikdéw z przedmiotu testéw w okreslonym konteks$cie
uzycia.

Nalezy zauwazy¢, ze projektowanie i specyfikowanie testéw uzytecznosci analityk testow wykonuje czesto
we wspolpracy z testerami dysponujgcymi specjalistycznymi kompetencjami w dziedzinie testowania
uzytecznosci, a takze z projektantami interfejsu obstugi uzytkownika, ktérzy rozumiejg proces projektowania
zorientowany na uzytkownika (wiecej informacji zawiera dokument [ISTQB_UT_SYL]).

Przeglady uzytecznosci
Inspekcje i przeglady to forma testowania prowadzonego pod katem oceny uzytecznosci, pozwalajgca
zwiekszy¢ stopierh zaangazowania uzytkownikow. To podejscie moze przyczynic¢ sie do obnizenia kosztéw,
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poniewaz umozliwia wykrycie probleméw zwigzanych z uzytecznoscig w specyfikacji wymagan
i w projektach na wczesnych etapach cyklu wytwarzania oprogramowania. W celu zidentyfikowania
probleméw z uzytecznoscig podczas projektowania mozna wykorzystaé ocene heurystyczng
(systematyczng inspekcje projektu interfejsu uzytkownika pod katem uzytecznosci), aby mozna byto
zaradzi¢ tym problemom w ramach iteracyjnego procesu projektowania. Wymaga to zaangazowania
niewielkiego  zespotu  oceniajgcego, kitéry zbada interfejs i oceni jego  zgodnos¢
z uznawanymi zasadami uzyteczno$ci (,heurystyki’). Przeglady zyskujg na skutecznosci wraz
z widocznoscig interfejsu uzytkownika. Na przyktad, zwykle tatwiej zrozumie¢ i zinterpretowac przyktadowe
zrzuty ekrandw niz stowny opis funkcjonalnosci danego ekranu. Wizualizacja jest istotna dla dokonania
odpowiedniego przegladu dokumentacji pod katem uzyteczno$ci.

Ankiety i kwestionariusze dotyczace uzytkownikow

Do gromadzenia obserwacji i informacji zwrotnych zwigzanych z zachowaniem uzytkownikéw systemu
mozna zastosowaé techniki ankiet i kwestionariuszy. Standardowe, ogélnodostepne ankiety, takie jak
inwentarz pomiaréw uzytecznosci oprogramowania ang. Software Usability Measurement Inventory (SUMI)
i inwentarz analizy i pomiaru stron internetowych ang. Website Analysis and Measurement Inventory
(WAMMI) umozliwiajg porownywanie rezultatow ze zgromadzonymi w bazie danych pomiarami dokonanymi
w innych projektach. Co wiecej, jako ze ankieta SUMI uwzglednia konkretne metryki uzytecznosci, moze
zapewni¢ zestaw kryteridw zakorczenia/akceptacii.

4.2.6. Testowanie przenaszalnosci

Testy przenaszalnosci dotyczg tatwosci przenoszenia systemu lub modutu oprogramowania do docelowego
Srodowiska, zaréwno po raz pierwszy (jako nowa instalacja), jak i z istniejgcego $rodowiska.

Klasyfikacja charakterystyk jakosciowych produktéw ISO 25010 obejmuje nastepujgce podcharakterystyki
przenaszalnosci:

e instalowalnosg,

e zdolnos¢ adaptacyjna,

e zastepowalnos$c.

Zadania zwigzane z identyfikacjg ryzyka i projektowaniem testéw charakterystyk przenaszalnosci realizujg
analityk testow i techniczny analityk testéw (patrz [ISTQB_ALTTA_SYL], podrozdziat 4.7.).

4.2.6.1. Testowanie instalowalnosci
Testowanie instalowalnosci przeprowadza sie na oprogramowaniu z wykorzystaniem procedur uzywanych
do jego instalowania i deinstalowania w docelowym $rodowisku.

Typowe cele testowania instalowalno$ci, ktére powinien uwzgledni¢ analityk testéw, to miedzy innymi:

e Sprawdzenie, czy rozne konfiguracje oprogramowania mozna pomys$inie zainstalowac.
W sytuacjach, w ktorych wystepuje wiele parametrow konfiguracyjnych, analityk testéw moze
zastosowac technike testowania sposobem par w celu ograniczenia liczby kombinacji parametréw
i skoncentrowac sie na szczegolnie interesujgcych konfiguracjach (np. najczesciej uzywanych).

e Testowanie poprawnosci procedur instalacji i deinstalaciji.

e Wykonywanie testdw funkcjonalnych po instalacji lub deinstalacji w celu wykrycia ewentualnych,
wprowadzonych defektdw (np. niepoprawnych konfiguraciji i niedostepnych funkcji).

e Identyfikowanie problemdéw zwigzanych z uzyteczno$cig w procedurach instalacji i deinstalacji, na
przyktad w celu sprawdzenia, czy uzytkownicy otrzymujg podczas wykonywania procedury
zrozumiate instrukcje, odpowiedzi i komunikaty o btedach.

4.2.6.2. Testowanie zdolnosci adaptacyjnej

Testowanie zdolnosci adaptacyjnej umozliwia sprawdzenie, czy dana aplikacja moze by¢ zaadaptowana
efektywnie i wydajnie do poprawnego funkcjonowania we wszystkich zatozonych srodowiskach docelowych
(sprzet, oprogramowanie, warstwa posrednia, system operacyjny, chmura itd.). Analityk testéw wspiera
testowanie zdolnosci adaptacyjnej poprzez identyfikacje planowanych srodowisk docelowych (np. wersje
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obstugiwanych mobilnych systeméw operacyjnych, rézne wersje obstugiwanych przegladarek) oraz
poprzez projektowanie testéw pokrywajgcych kombinacje tych srodowisk. Nastepnie srodowiska docelowe
zostajg przetestowane za pomocg wybranych funkcjonalnych przypadkéw testowych sprawdzajgcych
réznego rodzaju komponenty obecne w srodowisku.

4.2.6.3 Testowanie zastepowalnosci

Testowanie zastepowalnosci koncentruje sie na mozliwosci zastgpienia w systemie modutéw
oprogramowania lub ich wersji przez inne moduty lub wersje. Moze to by¢ szczegdlnie przydatne
w architekturach opartych na technologii Internetu rzeczy (loT), w ktérych czesto wystepuje wymiana
réznych urzgdzen i instalacja oprogramowania. Na przykfad sprzet uzywany w magazynie do rejestrowania
i kontroli stanu zapaséw moze zosta¢ zastgpiony przez bardziej zaawansowane urzgdzenie (np.
zawierajgce lepszy skaner), a zainstalowane oprogramowanie moze zosta¢ zaktualizowane i zastgpione
nowa wersjg, ktéra umozliwia automatyczne tworzenie zamowien i wysytanie ich do systemu dostawcy.
Testy zastepowalnosci mogg by¢ wykonywane przez analityka testéw réwnolegle z testami integraciji
funkcjonalnosci, jesli do integracji z kompletnym systemem dostepny jest wiecej niz jeden opcjonalny modut.
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5. Przeglady — 120 minut

Stowa kluczowe
przeglad oparty na liscie kontrolnej

Cele nauczania dotyczace przegladéw

5.1. Wprowadzenie
Nie okreslono celéw nauczania.

5.2 Korzystanie z list kontrolnych podczas przegladéw

TA-5.2.1. (K3) Kandydat potrafi zidentyfikowa¢ problemy w specyfikacji wymagan zgodnie z listg
kontrolng podang w sylabusie.

TA-5.2.2. (K3) Kandydat potrafi zidentyfikowa¢ problemy w historyjce uzytkownika zgodnie z listg
kontrolng podang w sylabusie.
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5.1. Wprowadzenie

Analityk testow musi aktywnie uczestniczy¢ w procesie przegladu i korzystaé ze swojej unikalnej
perspektywy. Prawidtowo dokonany przeglad moze by¢ najbardziej optacalnym elementem,
przyczyniajgcym sie do ogolnej jakosci dostarczanych produktow.

5.2. Korzystanie z list kontrolnych podczas przeglagdéw

Przeglady oparte na listach kontrolnych to najczesciej stosowana przez analitykow testow technika
przegladu podstawy testéw. Podczas przeglagdow uzywa sig list kontrolnych, aby przypomnie¢ uczestnikom
o sprawdzeniu w ramach przegladu konkretnych punktdw. Pomagajg one réwniez wyeliminowaé
z przegladu czynnik ludzki: ,uzywamy tej samej listy we wszystkich przegladach, nie tylko w odniesieniu do
twojego produktu pracy”.

Przeglad oparty na listach kontrolnych moze by¢ ogdlny, do zastosowania we wszelkiego rodzaju
przegladach, lub skoncentrowany na okreslonych charakterystykach jakosciowych, obszarach albo typach
dokumentow. Na przyktad ogdlna lista kontrolna moze stuzyé do weryfikacji ogoélnych wiasciwosci
dokumentu, takich jak unikalny identyfikator, brak pozostawionych adnotacji ,do uzupetnienia”, wtasciwe
formatowanie i tym podobne elementy zgodnosci z szablonem. Lista przeznaczona konkretnie do
przegladéw dokumentacji wymagan moze zawiera¢ takie punkty, jak sprawdzenie odpowiedniego uzycia
termindw ,bedzie” i ,powinien”, testowalnosci kazdego z uzgodnionych wymagan itp.

Réwniez sam format wymagan moze wskazywac, jakiego rodzaju lista kontrolna powinna zostaé
zastosowana. Do dokumentacji wymagan wyrazonych w jezyku naturalnym nalezy zastosowac inne kryteria
przegladu niz do dokumentacji wymagan opartych na diagramach.

Listy kontrolne moga by¢ réwniez ukierunkowane na okreslony aspekt, np.:
e kwalifikacje programisty/architekta albo kompetencje testera — w przypadku analityka testow
odpowiednia bedzie lista kontrolna zorientowana na kwalifikacje testerskie,

e okreslony poziom ryzyka (np. w systemach krytycznych ze wzgledéw bezpieczenstwa) — listy
kontrolne zazwyczaj zawierajg wowczas konkretne informacje zwigzane z danym poziomem
ryzyka,

e konkretng technike testowania — lista kontrolna zawiera wowczas informacje niezbedne do

zastosowania danej techniki (np. reguly, ktére majg by¢ reprezentowane w tablicy decyzyjnej),

e okreslony element specyfikacji, np. wymaganie, przypadek uzycia lub historyjka uzytkownika —
zagadnienia te omowiono w kolejnych podrozdziatach; takie listy kontrolne koncentrujg sie zwykle
na innych elementach niz listy uzywane przez technicznego analityka testéw do przeglgdéw kodu
oraz architektury.

5.2.1. Przeglady wymagan

Na liscie kontrolnej do przegladéw wymagan mogg znalez¢ sie nastepujace elementy:

zrédto danego wymagania (np. osoba lub dziat),

testowalnos$¢ kazdego z wymagan,

priorytet kazdego wymagania,

kryteria akceptacji dla kazdego wymagania,

dostepnos¢ struktury wywotan przypadku uzycia, o ile ma ona zastosowanie,

jednoznaczna identyfikacja kazdego wymagania, przypadku uzycia lub historyjki uzytkownika,
kontrola wersji kazdego wymagania, przypadku uzycia lub historyjki uzytkownika,

mozliwos¢ Sledzenia kazdego wymagania z wymagan biznesowych/marketingowych,
mozliwos¢ $ledzenia zwigzkéw miedzy wymaganiami a/lub przypadkami uzycia (o ile sa
stosowane),

e zastosowanie spdjnej terminologii (np. korzystanie ze stownika).
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Nalezy pamietac, ze jesli wymaganie nie jest testowalne — to znaczy jest zdefiniowane w taki sposéb, ze
analityk testow nie moze ustali¢, w jaki sposdb je przetestowa¢ — wéwczas w tym wymaganiu wystepuje
defekt. Na przyktad wymaganie ,Oprogramowanie powinno by¢ bardzo przyjazne dla uzytkownika” nie jest
testowalne. Jak analityk testéw ma ustali¢, czy oprogramowanie jest przyjazne dla uzytkownika, a tym
bardziej ,bardzo przyjazne dla uzytkownika”? Gdyby zamiast tego wymaganie zawierato stwierdzenie
~-Oprogramowanie musi by¢ zgodne ze standardami uzytecznosci okreslonymi w dokumencie standardéw
uzytecznosci, wersja xxx” i gdyby taki dokument standardéw uzytecznosci istniat, wowczas to wymaganie
byloby testowalne. Jest to tez wymaganie nadrzedne, poniewaz dotyczy wszystkich elementéw interfejsu
uzytkownika. W rozbudowanej aplikacji mogtaby w takiej sytuacji istnie¢ koniecznos¢ wyprowadzenia
Z jednego wymagania wielu szczegoétowych przypadkéw testowych. Kluczowe znaczenie miatoby réwniez
przesledzenie powigzan tego wymagania (lub standardéw uzytecznosci z zewnetrznego dokumentu)
z przypadkami testowymi, poniewaz w przypadku zmiany przywotywanej specyfikacji uzytecznosci
nalezatoby dokona¢ przegladu i odpowiednich modyfikacji wszystkich przypadkow testowych.

Wymaganie jest réwniez nietestowalne, jezeli tester nie ma mozliwosci ustalenia, czy test zostat zaliczony,
czy nie, lub nie jest w stanie zbudowac testu, ktéry moze zosta¢ zaliczony lub niezaliczony. Na przyktad
wymaganie ,System bedzie dostepny przez 100% czasu, 24 godziny na dobe, 7 dni w tygodniu, 365 (lub
366) dni w roku” jest nietestowalne.

Prosta lista kontrolna? do przeglagdow przypadkéw uzycia moze zawiera¢ nastepujgce pytania:

e (Czy podstawowe zachowanie (Sciezka) jest jasno zdefiniowane?

e Czy zostaly zidentyfikowane wszystkie zachowania ($ciezki) alternatywne wraz z obstugag btedow?

e Czy zostaly zdefiniowane komunikaty interfejsu uzytkownika?

e (Czy istnieje tylko jedna Sciezka podstawowa (tak powinno by¢ — jezeli jest inaczej, mamy do
czynienia
z wiecej niz jednym przypadkiem uzycia)?

e (Czy kazde z zachowan jest testowalne?

5.2.2. Przeglady historyjek uzytkownika

W projektach zwinnego wytwarzania oprogramowania (Agile) wymagania majg zwykle postac historyjek
uzytkownika. Takie historyjki reprezentujg niewielkie, mozliwe do zaprezentowania, wycinki funkcjonalnosci.
Przypadek uzycia opisuje transakcje uzytkownika, obejmujaca rézne obszary funkcjonalne, natomiast
historyjka uzytkownika jest bardziej ograniczona, a jej zakres jest uzalezniony od czasu potrzebnego na
zaimplementowanie danej funkcjonalnosci. Lista kontrolna® do przeglagdéw historyjek uzytkownika moze
zawierac nastepujgce pytania:

e Czy historyjka jest odpowiednia dla docelowej iteracji/sprintu?
Czy historyjka jest napisana z punktu widzenia osoby, ktéra zgtosita odpowiednie zgdanie?
Czy zostaty zdefiniowane kryteria akceptacji i czy sg one testowalne?
Czy historyjka opisuje dobrze zdefiniowang, odrebng funkcje?
Czy dana historyjka jest niezalezna od pozostatych?
Czy historyjce przypisano priorytet?
Czy historyjka zostata zapisana w powszechnie stosowanym formacie:
~Jako <typ uzytkownika> chce <potrzeba>, zeby <cel do osiggniecia>" [Cohn04]?

2 W pytaniu egzaminacyjnym znajdzie sie podzbioér elementéw listy kontrolnej przypadkéw uzycia, na
podstawie ktérego nalezy udzieli¢ odpowiedzi.

8 W pytaniu egzaminacyjnym znajdzie sie podzbior elementow listy kontrolnej historyjek uzytkownika,
na podstawie ktérego nalezy udzieli¢ odpowiedzi.
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Jezeli w historyjce jest zdefiniowany nowy interfejs, woéwczas wskazane jest zastosowanie ogolnej listy
kontrolnej dla historyjek (takiej, jak podano powyzej) oraz szczegétowej listy kontrolnej dla interfejsow
uzytkownika.

5.2.3. Dostosowywanie list kontrolnych

Liste kontrolng mozna modyfikowa¢ (dostosowywaé do potrzeb) w oparciu 0 nastepujgce czynniki:

e organizacja (np. w celu uwzglednienia polityk, standardow i praktyk firmowych, ograniczen
prawnych),

e konkretny projekt lub konkretne prace rozwojowe (np. cel, standardy techniczne, czynniki ryzyka);

e produkt pracy poddawany przegladowi (np. przeglady kodu mogg by¢ dostosowywane do specyfiki
konkretnych jezykéw programowania),

e poziom ryzyka dla produktu pracy poddawanego przeglgdowi,

e techniki testowania, ktére majg zosta¢ zastosowane.

Prawidtowo sporzgdzone listy kontrolne umozliwiajg wykrycie probleméw oraz utatwiajg rozpoczecie
dyskusji o dodatkowych elementach weryfikacji, ktére mogg nie by¢ uwzglednione na liScie. taczenie
réznych list kontrolnych jest dobrym sposobem na zapewnienie jak najwyzszej jakosci produktu pracy
w wyniku przegladu. Wykorzystanie standardowych list kontrolnych, takich jak listy przywotywane
w sylabusie poziomu podstawowego, oraz opracowanie specyficznych dla danej organizaciji list kontrolnych
podobnych do tych wskazanych powyzej utatwig analitykowi testéw efektywne dokonywanie przegladow.

Wiecej informaciji o przegladach i inspekcjach mozna znalez¢ w [Gilb93] i [Wiegers03]. Dalsze przykfady list
kontrolnych znajduja sie w zrodtach przywotywanych w podrozdziale 7.4.
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6. Narzedzia testowe i automatyzacja testéw — 90 minut

Stowa kluczowe
projekt testéow, przygotowywanie danych testowych, skrypt testowy, testowanie oparte na stowach
kluczowych, wykonywanie testu

Cele nauczania dotyczace narzedzi testowych i automatyzaciji testow

6.1. Wprowadzenie
Nie okreslono celéow nauczania.

6.2 Testowanie oparte na stowach kluczowych
TA-6.2.1. (K3) Dla danego scenariusza kandydat potrafi okresli¢ dziatania, ktére powinien podja¢ analityk
testow w projekcie testowym opartym na stowach kluczowych.

6.3 Rodzaje narzedzi testowych

TA-6.3.1. (K2) Kandydat potrafi wyjasni¢ sposéb wykorzystania i rodzaje narzedzi testowych
stosowanych w projektowaniu testow, przygotowywaniu danych testowych i wykonywaniu
testow.
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6.1. Wprowadzenie

Narzedzia testowe mogg znacznie zwiekszy¢ efektywnos¢ i doktadnosc¢ testowania. W niniejszym rozdziale
opisano narzedzia testowe i podejscia do automatyzacji stosowane przez analitykéw testow. Warto
podkreslié, ze — tworzac rozwigzania dla testow automatycznych — analityk testow wspédtpracuje
z programistami, inzynierami testéw automatycznych i technicznymi analitykami testéw. Szczegdlnie
znaczgcy jest udziat analityka testdw w testowaniu opartym na stowach kluczowych, w ktorej
wykorzystywana jest jego wiedza na temat dziedziny biznesowej i funkcjonalnosci systemu.

Dalsze informacje na temat automatyzacji testéw i roli inzyniera testéw automatycznych znajdujg sie
w sylabusie ISTQB® poziomu zaawansowanego dla inzyniera testéw automatycznych [ISTQB_TAE_SYL].

6.2. Testowanie oparte na stowach kluczowych

Testowanie oparte na stowach kluczowych jest jednym z podstawowych podejs¢ stosowanych
w automatyzacji testow. Do zadah analityka testébw nalezy dostarczenie najwazniejszych informacji
wejsciowych, czyli stow kluczowych i danych.

Stéw kluczowych (czasem nazywanych stowami akcji) uzywa sie przede wszystkim, cho¢ nie wytacznie,
jako reprezentacji interakcji biznesowych z systemem na wysokim poziomie (np. ,wycofaj zaméwienie”).
Kazde stowo kluczowe reprezentuje zwykle szereg szczegodtowych interakcji miedzy aktorem a testowanym
systemem. Sekwencje stéw kluczowych (w tym odpowiednie dane testowe) stuzg do okreslania przypadkow
testowych [Buwalda02].

Podczas automatyzowania testu stowo kluczowe implementuje sie w postaci jednego lub kilku
wykonywalnych skryptéw testowych. Narzedzia odczytujg przypadki testowe zapisane jako cigg stow
kluczowych, ktére wywotuja odpowiednie skrypty testowe implementujgce funkcjonalnosé stowa
kluczowego. Skrypty sg zbudowane modularnie, aby tatwo je bylo odwzorowywac¢ na konkretne stowa
kluczowe. Do zaimplementowania takich modutowych skryptéw konieczna jest umiejetnosé
programowania.

Podstawowe korzysci ptyngce z testowania opartego na stowach kluczowych to:

e stowa kluczowe dotyczace konkretnej aplikacji lub dziedziny biznesowej mogg by¢ definiowane
przez ekspertow z danej dziedziny; specyfikowanie przypadkéw testowych moze dzieki temu
przebiegaé efektywniej,

e osoba dysponujgca gtownie wiedzg dziedzinowg moze odnies¢ korzy$¢ z automatycznie
wykonywanych przypadkoéw testowych (po zaimplementowaniu stéw kluczowych w postaci
skryptéw) bez koniecznosci rozumienia kodu automatyzacji,

e modutowa technika pisania testow ufatwia efektywne utrzymanie przypadkéw testowych przez
inzyniera testéw automatycznych po wprowadzeniu zmian w funkcjonalnosci i interfejsie
testowanego oprogramowania [Bath14],

e specyfikacja przypadkow testowych jest niezalezna od ich implementaciji.

Do zadan analityka testéw zwykle nalezy utworzenie i utrzymanie danych zwigzanych ze stowami
kluczowymi/stowami akcji. Nalezy pamieta¢, ze do zaimplementowania stéw kluczowych niezbedne jest
przygotowanie skryptéw. Po zdefiniowaniu stéw kluczowych i uzywanych danych osoba odpowiedzialna za
automatyzacje testéw (np. techniczny analityk testow lub inzynier testéw automatycznych) przektada stowa
kluczowe zwigzane z procesem biznesowym i dziatania nizszego poziomu na skrypty testéw
automatycznych.

Testowanie oparte na stowach kluczowych odbywa sie z reguly w fazie testow systemowych, ale prace nad
kodem mogg rozpocza¢ sie juz w fazie projektowania testow. W s$rodowisku iteracyjnym, zwlaszcza
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w wypadku stosowania mechanizméw ciggtej integracji i ciggtego wdrazania, projektowanie testow
automatycznych jest rowniez procesem ciggtym.

Po zdefiniowaniu wejsciowych stéw kluczowych i utworzeniu danych, analityk testow przejmuje
odpowiedzialno$¢ za wykonanie skryptéw testowych zawierajgcych stowa kluczowe i za analize wszelkich
napotkanych awarii.

W przypadku wykrycia anomalii, analityk testow musi wzigé udziat w badaniu przyczyny awarii, aby
stwierdzi¢, czy defekt powodujg stowa kluczowe, dane wej$ciowe, same skrypty testéw automatycznych
czy testowana aplikacja. Pierwszym krokiem analizy problemu jest z reguly wykonanie tego samego testu
przy uzyciu tych samych danych manualnie, aby sprawdzi¢, czy awaria jest spowodowana przez aplikacje.
Jezeli tym razem awaria nie wystgpi, analityk testéw powinien przeanalizowa¢ sekwencje testow, ktéra
doprowadzita do awarii, aby sprawdzic¢, czy problem nie wystgpit w jednym z wczesniejszych krokéw
(np. zostaty wprowadzone niepoprawne dane wejsciowe), a defekt ujawnit sie pdzniej w toku przetwarzania.
Jezeli analityk testéw nie jest w stanie ustali¢ przyczyny awarii, to zgromadzone podczas analizy problemu
informacje powinny zostaé¢ przekazane technicznemu analitykowi testéw lub programiscie do dalszego
zbadania.

6.3. Rodzaje narzedzi testowych

Znaczna czes¢ prac wykonywanych przez analityka testéw wymaga skutecznego wykorzystania narzedzi.
Te skutecznos¢ poteguijg jego:
e wiedza, jakie narzedzia nalezy zastosowac,
e Swiadomosc, ze dzieki zastosowaniu narzedzi mozna zwiekszy¢ efektywnosé wysitku testowego
(np. by zapewni¢ lepsze pokrycie w przewidzianym czasie).

6.3.1. Narzedzia do projektowania testow

Narzedzia do projektowania testow utatwiajg tworzenie przypadkéw testowych i danych testowych
uzywanych podczas testowania. Narzedzia te mogg korzysta¢ z dokumentacji wymagan w okreslonych
formatach, modeli (np. UML) lub z danych wprowadzanych przez analityka testéw. Narzedzia do
projektowania testow sg czesto projektowane i budowane z myslg o wspétdziataniu z konkretnymi formatami
i okre$lonymi narzedziami takimi jak konkretne narzedzia do zarzgdzania wymaganiami.

Narzedzia do projektowania testdbw mogg dostarczy¢ analitykowi testow informacje przydatne do ustalenia
typow testéw, ktdre sg konieczne do osiggniecia zgdanego poziomu pokrycia, poziomu zaufania do systemu
lub wykonania dziatan zwigzanych z tagodzeniem ryzyka. Na przyktad narzedzia drzewa klasyfikaciji
generujg (i wyswietlajg) zestawy kombinacji potrzebnych do uzyskania petnego pokrycia zgodnie
z wybranym kryterium pokrycia. Na podstawie tych informacji analityk testow moze nastepnie ustalic, jakie
przypadki testowe muszg zosta¢ wykonane.

6.3.2. Narzedzia do przygotowywania danych testowych

Narzedzia do przygotowywania danych testowych przynosza nastepujace korzysci:

e Mozliwos¢é przeanalizowania dokumentéw takich jak dokument wymagan, a nawet kodu
zrédtowego, w celu ustalenia danych wymaganych do osiggniecia wymaganego poziomu pokrycia
produktu podczas testowania.

e Mozliwos¢ pobrania zestawu danych z systemu produkcyjnego i ,wyczyszczenia” lub anonimizaciji
w celu usuniecia wszelkich danych osobowych, jednak z zachowaniem wewnetrznej spéjnosci
danych. Wyczyszczone dane mozna nastepnie wykorzysta¢ do testowania, nie ryzykujac wycieku
lub niezgodnego z przeznaczeniem wykorzystania danych osobowych. Jest to szczegdlnie wazne
w sytuacjach, gdy potrzebne sg duze ilosci realistycznych danych i gdy istnieje ryzyko zwigzane
z zabezpieczeniami i prywatnoscig danych.
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e Mozliwo$¢ wygenerowania syntetycznych danych testowych na podstawie podanych zestawéw
parametréw wejsciowych (np. do testéw losowych). Niektére takie narzedzia umozliwiajg
przeanalizowanie struktury bazy danych w celu ustalenia, jakie dane wejsciowe powinien podaé
analityk testow.

6.3.3 Narzedzia do wykonywania testow automatycznych

Narzedzia do wykonywania testow sg uzywane na wszystkich poziomach testow w celu wykonania testéw
automatycznych i sprawdzenia ich rzeczywistych rezultatow. Narzedzia do wykonywania testow
wykorzystuje sie z reguty do jednego lub wiecej z nastepujagcych celdw:

e obnizenia kosztéow (naktadu pracy i/lub czasu),
wykonania wigkszej liczby testéw,
wykonania tego samego testu w réznych srodowiskach,
zapewnienia wiekszej powtarzalnosci wykonywania testéw,
wykonania testow, ktérych nie da sie wykona¢ manualnie (np. testéw walidacji duzych zbioréw
danych).

Cele te czesto naktadajg sie na gtdwne cele zwiekszenia pokrycia przy jednoczesnym obnizeniu kosztéw.

Najwyzszy zwrot z inwestycji w narzedzia do automatyzacji testow uzyskuje sie z reguly w przypadku
automatyzowania testow regresji ze wzgledu na niewielkie zapotrzebowanie na ich pielegnacje oraz na ich
powtarzalne wykonywanie. Efektywna jest tez automatyzacja testéw dymnych ze wzgledu na ich czeste
wykonywanie, potrzebe szybkiego uzyskania rezultatéw testu oraz, mimo potencjalnie wyzszych kosztow
pielegnacji, mozliwos¢ automatycznego oceniania nowych wersji oprogramowania w $rodowisku ciggtej
integracji.

Narzedzia do wykonywania testéw powszechnie wykorzystuje sie w testach systemowych i integracyjnych.
Niektore narzedzia, zwtaszcza narzedzia do testow interfejsow API, mozna stosowaé réwniez w testach
modutowych. Wykorzystanie narzedzi tam, gdzie sg one najbardziej przydatne, pomoze zwigkszyé zwrot
Z inwestyciji.
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7.

Dokumenty pomocnicze

7.1. Standardy

[1SO25010] ISO/IEC 25010 (2011) Systems and software engineering — Systems and software
Quality Requirements and Evaluation (SQuaRE) System and software quality models (Rozdziat 4.)
[1ISO29119-4] ISO/IEC/IEEE 29119-4 Software and Systems Engineering — Software Testing —
Part 4, Test Techniques, 2015

[OMG-DMN]  Object Management Group: OMG® Decision Model and Notation™, Version 1.3,
December 2019; url: www.omg.org/spec/DMN/ (Rozdziat 8.)

[OMG-UML] Object Management Group: OMG® Unified Modeling Language®, Version 2.5.1.,
December 2017; url: www.omg.org/spec/UML/

[RTCA DO-178C/ED-12C] Software Considerations in Airborne Systems and Equipment
Certification, RTCA/EUROCAE ED12C, 2013 (Rozdziat 1.)

7.2. Dokumenty ISTQB® i IREB®

[IREB_CPRE] IREB® Certified Professional for Requirements Engineering
sylabus poziomu podstawowego, wersja 2.2.2., 2017
[ISTOB_AL OVIEW] Wprowadzenie do poziomu zaawansowanego ISTQB®, wersja 2.0
[ISTQB_ALTTA_SYL] Sylabus ISTQB® poziomu zaawansowanego — Techniczny analityk
testow, wersja 2019
[ISTQB_FL_SYL] Sylabus ISTQB® poziomu podstawowego, wersja 2018
[ISTQB_GLOSSARY] Stownik wyrazen zwigzanych z testowaniem, https://glossary.istgb.org/
[ISTQB_TAE_SYL] ISTQB® Advanced Level Test Automation Engineer Syllabus, v. 2017
[ISTQB_UT_SYL] ISTQB® Foundation Level Specialist Syllabus Usability Testing, v. 2018

7.3. Ksigzki i artykuty

[Bath14] Graham Bath, Judy McKay, ,The Software Test Engineer’'s Handbook (2" Edition)”, Rocky
Nook, 2014, ISBN 978-1-933952-24-6

[Beizer95] Boris Beizer, ,Black-box Testing”, John Wiley & Sons, 1995, ISBN 0-471-12094-4
[Black02] Rex Black, ,Managing the Testing Process (2" Edition)”, John Wiley & Sons: New York,
2002, ISBN 0-471-22398-0

[Black07] Rex Black, ,Pragmatic software testing: Becoming an effective and efficient test
professional”’, John Wiley and Sons, 2007, ISBN 978-0-470-12790-2

[Black09] Rex Black, ,Advanced Software Testing, Volume 1”, Rocky Nook, 2009, ISBN 978-1-
933-952-19-2

[Buwalda02] Hans Buwalda, ,Integrated Test Design and Automation: Using the Test Frame
Method”, Addison-Wesley Longman, 2002, ISBN 0-201-73725-6

[Chow1978] T.S. Chow, Testing Software Design Modeled by Finite-State Machines, IEEE
Transactions on Software Engineering vol. SE-4, issue 3, May 1978, pp. 178-187

[Cohn04] Mike Cohn, ,User Stories Applied: For Agile Software Development”, Addison-Wesley
Professional, 2004, ISBN 0-321-20568-5

[Copeland04] Lee Copeland, ,A Practitioner's Guide to Software Test Design”, Artech House, 2004,
ISBN 1-58053-791-X

[Craig02] Rick David Craig, Stefan P. Jaskiel, ,Systematic Software Testing”, Artech House, 2002,
ISBN 1-580-53508-9

[Forgacs19] Istvan Forgacs, Attila Kovacs, “Practical Test Design”, BCS, 2019, ISBN 978-1-780-
1747-23
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[Gilb93] Tom Gilb, Dorothy Graham, ,Software Inspection”, Addison-Wesley, 1993,

ISBN 0-201-63181-4

[Koomen06] Tim Koomen, Leo van der Aalst, Bart Broekman, Michiel Vroon ,TMap NEXT, for result
driven testing”, UTN Publishers, 2006, ISBN 90-72194-80-2

[Kuhn16] Richard Kuhn et al, ,Introduction to Combinatorial Testing”, CRC Press, 2016,
ISBN 978-0-429-18515-1

[Mosley93] Daniel J. Mosley, The Handbook of MIS Application Software Testing, Yourdon
Press, Prentice-Hall. 1993, ISBN 978-0-13-907007-5

[Myers11] Glenford J. Myers, ,The Art of Software Testing" 3 Edition, John Wiley & Sons, 2011,
ISBN: 978-1-118-03196-4

[Offutt16] Jeff Offutt, Paul Ammann, ,Introduction to Software Testing" 2 Edition, Cambridge
University Press, 2016, ISBN 13:978-1-107-17201-2,

[Romanl18] Adam Roman, ,Testowanie i jakosS¢ oprogramowania. Modele, techniki, narzedzia”,
PWN, 2018, ISBN 978-83-01-19644-8

[vanVeenendaal12] Erik van Veenendaal, ,Practical risk-based testing. Product Risk Management:
The PRISMA Method”, UTN Publishers, 2012, ISBN 978-94-9098-607-0

[Wiegers03] Karl Wiegers, ,Software Requirements”, Microsoft Press, 2003, ISBN 0-735-61879-8

[Whittaker03] James Whittaker, ,How to Break Software”, Addison-Wesley, 2003, ISBN 0-201-
79619-8

[Whittaker09] James Whittaker, ,Exploratory software testing: tips, tricks, tours, and techniques to
guide test design”, Addison-Wesley, 2009, ISBN 0-321-63641-4

7.4. Inne dokumenty pomocnicze

Nastepujgce odwotania wskazujg informacje dostepne w Internecie i w innych zrédtach. Odwotania zostaty
sprawdzone w momencie publikacji niniejszego sylabusa poziomu zaawansowanego, ISTQB® nie ponosi
jednak odpowiedzialnosci za ich ewentualng pdzniejszg niedostepnosc.

(Rozdziat 3.)

— Czerwonka, Jacek: www.pairwise.org

— Przyktadowa taksonomia defektéw oparta na pracach Borisa Beizera:
inet.uni2.dk/~vinter/bugtaxst.doc

— Dobry przeglad ré6znych taksonomii: testingeducation.org/a/bugtax.pdf

— Bach, James: Heuristic Risk-Based Testing

— Exploring Exploratory Testing, Cem Kaner i Andy Tinkham,
www.kaner.com/pdfs/ExploringExploratoryTesting.pdf

— Pettichord, Bret, ,An Exploratory Testing Workshop Report”,
www.testingcraft.com/exploratorypettichord

(Rozdziat 5.)

— http://www.tmap.net/checklists-and-templates
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8. Zalacznik A

Ponizsza tabela zostata opracowana na podstawie petnej tabeli zawartej w standardzie 1ISO 25010. W tabeli
skupiono sie jedynie na charakterystykach jakosciowych omoéwionych w sylabusie dla analityka testow.
Zestawiono w niej terminy pochodzace ze standardu ISO 9126 (uzywane w wersji 2012 sylabusa) z
terminami pochodzgcymi z nowszego standardu ISO 25010 (uzywanymi w niniejszej wersji sylabusa).

ISO/IEC 25010 ISO/IEC 9126-1 Uwagi
Funkcjonalnos¢
(przydatno$¢ funkcjonalna) Funkcjonalnosé
Kompletnos$¢ funkcjonalna
Poprawnos¢ funkcjonalna Doktadnosé
Adekwatno$¢ funkcjonalna Dopasowanie
Charakterystyka przeniesiona do
Wspdtdziatanie kompatybilnosci
Uzytecznos¢
Stosownos$¢ Zrozumiato$¢é Nowa nazwa
tatwosé nauki tatwosé nauki
Latwosc¢ obstugi Latwosc¢ obstugi
Ochrona przed btedami uzytkownika Nowa charakterystyka podrzedna
Estetyka interfejsu uzytkownika Atrakcyjnosé Nowa nazwa
Dostepnosé Nowa charakterystyka podrzedna
Kompatybilnosé Nowa definicja
Wspotdziatanie
Wspdtistnienie Charakterystyka omawiana
w sylabusie dla technicznego
analityka testow
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9. Indeks

0-przetgczenie, 33, 34

adekwatnos¢ funkcjonalna, 44, 45, 62

analiza ryzyka, 20

analiza testow, 14, 15, 16, 19, 20

analiza wartosci brzegowych, 29, 30, 33, 48

anonimizacja, 58

ataki usterek, 22

atrakcyjnos¢, 62

autentykacja, 45

bezpieczenstwo, 24, 25

charakterystyki jakosciowe, 19, 28, 45, 46, 53,
62
testowanie, 46

cykl wytwarzania oprogramowania, 14, 15, 19,
24, 45, 46, 47, 50

czarnoskrzynkowa technika testowania, 28, 35,
40, 42, 43

dane testowe, 17, 21, 26, 28, 35, 57, 58, 59

diagram przeptywu sterowania, 38

diagram stanéw, 33, 34

dojrzatos¢, 45

dokfadnosé, 30, 46, 62
testowania, 38, 57

dopasowanie, 62

dostepnosé, 45, 48, 49

doswiadczenie uzytkownika, 48

drzewo klasyfikaciji, 35, 36, 37

estetyka interfejsu uzytkownika, 45, 48, 62

funkcjonalnosé¢, 45, 62

harmonogram wykonywania testéw, 20, 21, 22

heurystyka, 50

historyjka uzytkownika, 16, 28, 40, 41, 46, 47,
53, 54, 55
przeglad, 54

implementacja testéw, 14, 15, 20, 26, 32

instalowalnosé, 45, 50

integralnos¢, 45

inwentarz analizy i pomiaru stron internetowych
(WAMMI), 50

inwentarz analizy i pomiaru uzytecznosci
(SUMI), 50

karta opisu testu, 22, 39, 41, 42

klasa réwnowaznosci, 30, 35, 36, 38

kompletnos¢ funkcjonalna, 45, 62

kryterium wyjscia, 15, 20, 21

lista kontrolna, 40, 49
dostosowanie, 55
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tatwos¢ nauki, 45, 48, 62
tatwos¢ obstugi, 45, 48, 62
tatwos¢ ponownego uzycia, 45
tgczenie list kontrolnych, 55
taczenie technik, 38
model cech, 36
modutowosé, 45
modyfikowalnos¢, 45
monitorowanie i nadzor nad testami, 14
narzedzia, 21, 34, 36, 37, 41, 42, 45, 49, 57
do projektowania testow, 58
do przygotowywania danych testowych, 58
do wykonywania testéw automatycznych, 59
do zarzadzania testami, 47
niezaprzeczalnos¢, 45
niezawodnosé, 45
N-przetgczenie, 33, 34
ocena heurystyczna, 50
ocena uzytecznosci, 48
ochrona przed btedami uzytkownika, 45, 48, 62
odtwarzalnos¢, 45
osiggalnos¢, 45
pielegnowalnosc¢, 45
plan testow, 16, 20, 25
planowanie testéw, 14
podcharakterystyki jako$ciowe, 45
podlegajacy analizie, 45
podstawa testéw, 16, 17, 18, 19, 20, 22, 42
funkcjonalnosci, 46
przeglad, 53
wydajnosciowych, 37
podziat na klasy rownowaznosci, 28, 33, 48
pokrycie N-przetgczen, 34
pokrycie okrgzenia, 34
poprawnos¢ funkcjonalna, 24, 45, 46, 62
poufnos¢, 45
procedura testowa, 20, 22, 28, 40
projektowanie przypadkéw testowych, 19, 34
projektowanie testéw, 14, 15, 16, 17, 28, 57, 58
przeglad, 53
przeglad historyjek uzytkownika, 54
przeglad oparty na liscie kontrolnej, 53
przeglad wymagan, 53
przenaszalnosé, 24, 45, 46, 50
przepustowosc, 45
przydatnos¢ funkcjonalna, 62
przypadek testowy, 17, 20, 30, 38, 40, 42
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tagodzenie ryzyka, 25
niskiego poziomu, 18
podstawa, 16
priorytetyzacja, 20
projektowanie, 17, 19
wysokiego poziomu, 18
zmniejszanie liczby, 28, 32
przypadek uzycia, 53
rozliczalnosé¢, 45
ryzyko, 24
analiza, 39
identyfikacja, 24
tagodzenie, 25, 58
ocena, 25, 26
podejscie w gtab, 26
podejscie wszerz, 26
poziom, 25, 26, 53
prawdopodobienstwo, 25
produktowe, 16
projektowe, 19
wptyw, 25
skrypt testowy, 17, 20, 57
stowa akcji, Patrz stowa kluczowe
stowa kluczowe, 21, 57, 58
standard
DO-178C, 21
ED 12C, 21
ISO 25010, 19, 45, 48, 50
ISO 29119-4, 28
ISO 9126, 62
OMG DMN, 31
OMG UML, 37
startegia testow, 16
sterownik, 19
stosownosé, 45, 62
strategia testow, 14, 25, 45
oparta na ryzyku, 21, 24
reaktywna, 21
sledzenie, 17, 18, 19, 47, 53
srodowisko docelowe, 47, 50
srodowisko testowe, 14, 20, 21
lokalne, 19
projektowanie, 17
tablica decyzyjna, 31, 38, 48
definiowanie, 32
minimalizowanie, 32

z ograniczonym zakresem wejsc¢, 31
z rozszerzonym zakresem wejs¢, 31

tablica stanow, 33, 34
taksonomia defektéw, 40, 42, 61
technika testowania, 27

techniki kombinatoryczne, 29
testowalnos¢, 45

testowanie adekwatnosci funkcjonalnej, 46
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testowanie eksploracyjne, 22, 41, 42
testowanie kompletnosci funkcjonalnej, 47
testowanie oparte na defektach, 42
testowanie oparte na doswiadczeniu, 38, 43
testowanie oparte na przypadkach uzycia, 37,
48
testowanie oparte na ryzyku, 24, 26
testowanie oparte na stowach kluczowych, 57
testowanie poprawnosci funkcjonalnej, 46
testowanie przej$¢ pomiedzy stanami, 33, 48
testowanie przenaszalnosci, 50
testowanie sposobem par, 29, 35, 36, 48, 50
testowanie uzytecznosci, 45
testowanie w cyklu wytwarzania
oprogramowania, 14
testowanie w oparciu o liste kontrolng, 40
testowanie w oparciu o tablice decyzyjng, 31
testowanie wspétdziatania, 47
testowanie zastepowalnosci, 51
testowanie zdolnosci adaptacyjnej, 50
testy swobodne, 21
tolerowanie usterek, 45
ukonczenie testéw, 14
utatwienia dostepu, 62
UX (User Experience), 48
uzytecznosc, 24, 45, 48, 62
ankiety i kwestionariusze, 50
ocena, 48
przeglady, 49
testowanie, 49
warunek dozoru, 33, 34
warunek testowy, 16, 17, 18, 19, 20, 21, 28, 32,
42
warunek wstepny, 19, 20, 35
wspotdziatanie, 45, 62
wspotistnienie, 45, 62
wybor najlepszej techniki, 38
wydajnos¢, 45
wykonanie testow, 15
wykonywanie testow, 14, 22
wymagania, 16, 19, 25, 28, 32, 46, 47
brakujgce, 20
przeglad, 53
testowalne, 53
wymaganie, 53
wyrocznia testowa, 19, 46
zabezpieczenia, 42, 45, 58
zachowanie w czasie, 45
zastepowalnosé, 45, 50, 51
zaslepka, 19
zdolno$¢ adaptacyjna, 45, 50
zestaw testowy, 20, 28, 38, 43
zgadywanie bteddw, 22, 39
zgodnos$¢, 45, 62
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zrozumiato$¢, 62 zwinne wytwarzanie oprogramowania, 15, 16,
zuzycie zasobow, 45 19, 24, 25, 41, 46, 54
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