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CTFL v4.0.1 15.09.2024 CTFL v4.0.1 — errata
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ISTQB 2011 01.04.2011 r. | Wydanie pielegnacyjne sylabusa CTFL

ISTQB 2010 30.03.2010 r. | Wydanie pielegnacyjne sylabusa CTFL

ISTQB 2007 01.05.2007 r. | Wydanie pielegnacyjne sylabusa CTFL

ISTQB 2005 01.07.2005 r. | Certyfikowany tester — sylabus poziomu podstawowego, wersja 1.0

ASQF v2.2 lipiec 2003 r. | Sylabus ASQF — poziom podstawowy, wersja2.2: ,Lehrplan
Grundlagen des Software-testens”

ISEB v2.0 25.02.1999r. | ISEB — testowanie oprogramowania — sylabus poziomu
podstawowego, wersja 2.0
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Historia zmian dla polskiej wersji sylabusa

Wersja Data Uwagi

4.01 07.05.2025 Poprawki w tresci sylabusa

4.0.01 26.07.2023 Usunieto ,na temat” (postepu testow) w FL-BO14 (podrozdziat 0.4),
zmiana ttumaczenia z ,odsytacze” na ,odwotania”, podrozdziat 0.9
dodano ,wytwarzania” (oprogramowania). Ujednolicono
ttumaczenie LO z rozdziatu 9 Zatgcznik B z LO w poszczegdinych
rozdziatach (LO 1.5.1, 1.5.2, 1.5.3, 2.1.2, 2.1.6, 2.3.1, 4.5.3).
W 3.2.3. dla roli ,Protokolant” uzupetniono ttumaczenie o fragment
.takie jak decyzje i nowe anomalie znalezione podczas spotkania
przegladowego”.

4.0.0.0 07.07.2023 Publikacja polskiego ttumaczenia sylabusa

0.3 01.06.2023 Przeglad i wprowadzanie zmian — Zespo6t SJSI

0.2 21.05.2023 Przeglad ttumaczenia — Zespot SJSI

12.05.2023 Udostepnienie przez ISTQB® wersji koncowe;j
0.1 28.04.2023 Tlumaczenie wersji beta: KONTEKST A. Wolski sp. komandytowa
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Niniejszy dokument zostat formalnie wydany przez wiasciciela produktu / przewodniczgcego grupy roboczej
Erica Riou du Cosquer w dniu 15 wrzesnia 2024 r.

Dokument zostat opracowany przez zesp6t ztozony z przedstawicieli potgczonych grup roboczych ISTQB®
ds. poziomu podstawowego i testowania zwinnego w sktadzie: Renzo Cerquozzi (wiceprzewodniczacy),
Wim Decoutere, Jean-Francgois Riverin, Arnika Hryszko, Martin Klonk, Meile Posthuma, Eric Riou du
Cosquer (przewodniczgcy), Adam Roman, Lucjan Stapp, Stephanie Ulrich (wiceprzewodniczacy), Eshraka
Zakaria

Wersja 4.0 niniejszego dokumentu zostata formalnie wydana przez Zgromadzenie Ogélne ISTQB® w dniu
21 kwietnia 2023.

Dokument zostat opracowany przez zespét ztozony z przedstawicieli potgczonych grup roboczych ISTQB®
ds. poziomu podstawowego itestowania zwinnego w skiadzie: Laura Albert, Renzo Cerquozzi
(wiceprzewodniczacy), Wim Decoutere, Klaudia Dussa-Zieger, Chintaka Indikadahena, Arnika Hryszko,
Martin Klonk, Kenji Onishi, Michaél Pilaeten (wspodtprzewodniczgcy), Meile Posthuma, Gandhinee
Rajkomar, Stuart Reid, Eric Riou du Cosquer (wspotprzewodniczgcy), Jean-Frangois Riverin, Adam
Roman, Lucjan Stapp, Stephanie Ulrich (wiceprzewodniczaca) i Eshraka Zakaria.

Czlonkowie zespotu pragng podziekowaé¢ Stuartowi Reidowi, Patricii McQuaid i Leanne Howard za
redakcje techniczng oraz zespotowi recenzentéw i Radom Krajowym za sugestie i wskazéwki.

W procesie przegladu, zgtaszania uwag i glosowania nad niniejszym sylabusem uczestniczyly nastepujgce
osoby: Adam Roman, Adam Scierski, Agota Horvath, Ainsley Rood, Ale Rebon Portillo, Alessandro Collino,
Alexander Alexandrov, Amanda Logue, Ana Ochoa, André Baumann, André Verschelling, Andreas
Spillner, Anna Miazek, Armin Born, Arnd Pehl, Arne Becher, Attila Gyuri, Attila Kovacs, Beata Karpinska,
Benjamin Timmermans, Blair Mo, Carsten Weise, Chinthaka Indikadahena, Chris Van Bael, Ciaran
O’Leary, Claude Zhang, Cristina Sobrero, Dandan Zheng, Dani Almog, Daniel Sather, Daniel van der Zwan,
Danilo Magli, Darvay Tamas Béla, Dawn Haynes, Dena Pauletti, Dénes Medzihradszky, Doris Détzer, Dot
Graham, Edward Weller, Erhardt Wunderlich, Eric Riou Du Cosquer, Florian Fieber, Fran O’'Hara, Frangois
Vaillancourt, Frans Dijkman, Gabriele Haller, Gary Mogyorodi, Georg Sehl, Géza Bujdoso, Giancarlo
Tomasig, Giorgio Pisani, Gustavo Marquez Sosa, Helmut Pichler, Hongbao Zhai, Horst Pohimann, Ignacio
Trejos, llia Kulakov, Ine Lutterman, Ingvar Nordstrom, losif Itkin, Jamie Mitchell, Jan Giesen, Jean-Francois
Riverin, Joanna Kazun, Joanne Tremblay, Joélle Genois, Johan Klintin, John Kurowski, Jérn Minzel, Judy
McKay, Jirgen Beniermann, Karol Frihauf, Katalin Balla, Kevin Kooh, Klaudia Dussa-Zieger, Klaus
Erlenbach, Klaus Olsen, Krisztian Miskd, Laura Albert, Liang Ren, Lijuan Wang, Lloyd Roden, Lucjan
Stapp, Mahmoud Khalaili, Marek Majernik, Maria Clara Choucair, Mark Rutz, Markus Niehammer, Martin
Klonk, Marton Siska, Matthew Gregg, Matthias Hamburg, Mattijs Kemmink, Maud Schlich, May Abu-Sbeit,
Meile Posthuma, Mette Bruhn-Pedersen, Michal Tal, Michel Boies, Mike Smith, Miroslav Renda, Mohsen
Ekssir, Monika Stocklein Olsen, Murian Song, Nicola De Rosa, Nikita Kalyani, Nishan Portoyan, Nitzan
Goldenberg, Ole Chr. Hansen, Patricia McQuaid, Patricia Osorio, Paul Weymouth, Pawet Kwasik, Peter
Zimmerer, Petr Neugebauer, Piet de Roo, Radostaw Smilgin, Ralf Bongard, Ralf Reissing, Randall Rice,
Rik Marselis, Rogier Ammerlaan, Sabine Gschwandtner, Sabine Uhde, Salinda Wickramasinghe, Salvatore
Reale, Sammy Kolluru, Samuel Ouko, Stephanie Ulrich, Stuart Reid, Surabhi Bellani, Szilard Szell, Tamas
Gergely, Tamas Horvath, Tatiana Sergeeva, Tauhida Parveen, Thaer Mustafa, Thomas Eisbrenner,
Thomas Harms, Thomas Heller, Tobias Letzkus, Tomas Rosenqvist, Werner Lieblang, Yaron Tsubery,
Zhenlei Zuo i Zsolt Hargitai.
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Poziom podstawowy Foundation Level

Grupa robocza ds. poziomu podstawowego ISTQB® (wydanie 2018): Klaus Olsen (przewodniczacy),
Tauhida Parveen (wiceprzewodniczgca), Rex Black (kierownik projektu), Eshraka Zakaria, Debra
Friedenberg, Ebbe Munk, Hans Schaefer, Judy McKay, Marie Walsh, Meile Posthuma, Mike Smith,
Radostaw Smilgin, Stephanie Ulrich, Steve Toms, Corne Kruger, Dani Almog, Eric Riou du Cosquer, Igal
Levi, Johan Kiintin, Kenji Onishi, Rashed Karim, Stevan Zivanovic, Sunny Kwon, Thomas Miiller, Vipul
Kocher i Yaron Tsubery. Cztonkowie zespotu sktadajg podziekowania powyzszym osobom oraz wszystkim
Radom Krajowym za sugestie.

Grupa robocza ds. poziomu podstawowego ISTQB® (wydanie 2011): Thomas Miiller (przewodniczgcy),
Debra Friedenberg. Cztonkowie zespotu podstawowego sktadajg podziekowania zespotowi recenzentéw
(w sktadzie: Dan Almog, Armin Beer, Rex Black, Julie Gardiner, Judy McKay, Tuula Paakkdénen, Eric Riou
du Cosquier, Hans Schaefer, Stephanie Ulrich i Erik van Veenendaal) oraz wszystkim Radom Krajowym
za sugestie dotyczace biezgcej wersji sylabusa.

Grupa robocza ds. poziomu podstawowego ISTQB® (wydanie 2010): Thomas Miiller (przewodniczagcy),
Rahul Verma, Martin Klonk i Armin Beer. Czlonkowie zespotu podstawowego skfadajg podziekowania
zespotowi recenzentow (w sktadzie: Rex Black, Mette Bruhn-Pederson, Debra Friedenberg, Klaus Olsen,
Judy McKay, Tuula Paakkénen, Meile Posthuma, Hans Schaefer, Stephanie Ulrich, Pete Williams i Erik
van Veenendaal) oraz wszystkim Radom Krajowym za sugestie.

Grupa robocza ds. poziomu podstawowego ISTQB® (wydanie 2007): Thomas Miiller (przewodniczgcy),
Dorothy Graham, Debra Friedenberg i Erik van Veenendaal. Cztonkowie zespotu podstawowego skitadajg
podziekowania zespotowi recenzentéw (w sktadzie: Hans Schaefer, Stephanie Ulrich, Meile Posthuma,
Anders Pettersson i Wonil Kwon) oraz wszystkim Radom Krajowym za sugestie.

Grupa robocza ds. poziomu podstawowego ISTQB® (wydanie 2005): Thomas Miiller (przewodniczacy),
Rex Black, Sigrid Eldh, Dorothy Graham, Klaus Olsen, Maaret Pyhgjarvi, Geoff Thompson i Erik van
Veenendaal. Cztonkowie zespotu podstawowego sktadajg podziekowania zespotowi recenzentéw oraz
wszystkim Radom Krajowym za sugestie.
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Poziom podstawowy Foundation Level

0. Wstep

0.1. Cel niniejszego sylabusa

Niniejszy sylabus stanowi podstawe egzaminu International Software Testing Qualification Board na
poziomie podstawowym. ISTQB® udostepnia sylabus:

1. Radom Krajowym w celu przettumaczenia na jezyki lokalne i dokonania akredytacji dostawcow
szkoleh. Rady Krajowe mogg dostosowywac sylabus do potrzeb danego jezyka oraz modyfikowaé
odwotania do literatury w celu uwzglednienia publikacji lokalnych;

2. organom certyfikujgcym w celu sformutowania pytan egzaminacyjnych w jezykach lokalnych
dostosowanych do celéw nauczania niniejszego sylabusa;

3. dostawcom szkolen w celu opracowania materiatdw dydaktycznych i okreslenia odpowiednich
metod nauczania;

4. kandydatom ubiegajgcym sie o certyfikat w celu przygotowania sie do egzaminu certyfikacyjnego
(w ramach szkolen lub samodzielnie);

5. miedzynarodowej spotecznosci specjalistow w dziedzinie inzynierii oprogramowania i systemow
w celu rozwijania zawodu testera oprogramowania i systeméw oraz opracowywania ksigzek
i artykutéw.

0.2. Certyfikowany tester — poziom podstawowy w testowaniu
oprogramowania

Kwalifikacja na poziomie podstawowym jest przeznaczona dla wszystkich oséb zaangazowanych
w testowanie oprogramowania. Moga to by¢ miedzy innymi: testerzy, analitycy testéw, inzynierowie testéw,
konsultanci ds. testéw, kierownicy testéw, programisci oraz cztonkowie zespotéw projektowych. Ponadto
kwalifikacja na poziomie podstawowym jest odpowiednia dla oséb chcacych zdobyé podstawowg wiedze
w dziedzinie testowania oprogramowania, takich jak: kierownicy projektéw, kierownicy ds. jakosci,
wiasciciele produktu, kierownicy ds. wytwarzania oprogramowania, analitycy biznesowi, dyrektorzy ds. IT
oraz konsultanci w dziedzinie zarzadzania. Posiadacze certyfikatu podstawowego mogg zdobywac¢ wyzsze
poziomy kwalifikacji w procesie certyfikacji w dziedzinie testowania oprogramowania.

0.3. Sciezki kariery dla testeréw

System stworzony przez ISTQB® umozliwia osobom zajmujgcym sie testowaniem dostep do szerokiej
i szczegdtowej wiedzy przydatnej na kazdym etapie kariery. Posiadacze certyfikatu ISTQB® na poziomie
podstawowym mogg by¢é rdéwniez zainteresowani certyfikatami w obszarze Core na poziomie
zaawansowanym (analityk testow, techniczny analityk testéw, kierownik testéw), a nastepnie na poziomie
eksperckim (zarzgdzanie testami, doskonalenie procesu testowego), natomiast osoby chcgce rozwijaé
swoje umiejetnosci w dziedzinie praktyk testowania w srodowiskach zwinnych powinny wzigé pod uwage
certyfikat technicznego testera zwinnego lub certyfikat ATLaS (Agile Test Leadership at Scale). Z kolei
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Poziom podstawowy Foundation Level

Sciezka Specialist umozliwia Scistg specjalizacje w dziedzinach, w ktérych stosowane sg wyspecjalizowane
podejscia do testowania i czynnos$ci testowe (np. automatyzacja testow, testowanie z wykorzystaniem
sztucznej inteligencji, testowanie oparte na modelu, testowanie aplikacji mobilnych), ktdére sg zwigzane
z konkretnymi obszarami testowania (np. testowanie wydajnosciowe, testowanie uzytecznosci, testowanie
akceptacyjne, testowanie zabezpieczen), badz w ktérych skupia sie specjalistyczna wiedza w dziedzinie
testowania dotyczgca okreslonych sektoréw przemystu (takich jak branza automotive czy gry). Najnowsze
informacje na temat systemu certyfikacji testeréw ISTQB® mozna uzyska¢ w serwisie www.istgb.org.

0.4. Cele biznesowe

W tym podrozdziale wymieniono 14 celéw biznesowych, ktére powinna realizowa¢ osoba otrzymujgca
certyfikat na poziomie podstawowym.

Certyfikowany tester na poziomie podstawowym potrafi realizowa¢ nastepujace cele:

FL-BO1 Znajomosc istoty testowania i wynikajgcych z niego korzy$ci

FL-BO2 Znajomos$c¢ podstawowych poje¢ zwigzanych z testowaniem oprogramowania

FL-BO3 Identyfikowanie podejscia do testowania iczynnosci testowych, ktdére majg byc¢
realizowane w zaleznosci od kontekstu testowania

FL-BO4 Dokonywanie oceny i podnoszenie jakosci dokumentac;i

FL-BO5 Zwiekszanie skutecznosci i efektywnosci testowania

FL-BO6 Dopasowywanie procesu testowego do cyklu wytwarzania oprogramowania

FL-BO7 Znajomos¢ zasad zarzgdzania testami

FL-BO8 Sporzadzanie i udostepnianie przejrzystych, zrozumiatych raportéw o defektach

FL-BO9 Znajomosc¢ czynnikéw wptywajgcych na priorytety i pracochtonno$¢ testowania

FL-BO10 Praca w zespole interdyscyplinarnym

FL-BO11 Znajomosc ryzyk i korzysci zwigzanych z automatyzacijg testéw

FL-BO12 Identyfikowanie niezbednych umiejetnosci wymaganych w zwigzku z testowaniem

FL-BO13 Znajomosc¢ wplywu ryzyka na testowanie

FL-BO14 Sprawne raportowanie postepu i jakosci testow

0.5. Cele nauczania objete egzaminem i poziomy wiedzy

Cele nauczania wspomagajg osigganie celéw biznesowych i stanowig wytyczne do tworzenia egzaminéw
Certyfikowany tester poziom podstawowy. Poziomy wiedzy dla poszczegdlnych celéw nauczania
przedstawiono na poczatku kazdego rozdziatu.
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Poziomy te sklasyfikowano nastepujgco:
e K1 — zapamietac;

o K2 — zrozumieg;

e K3 — zastosowac.

Dalsze szczegoty iprzyktady celdw nauczania podano w Zatgczniku A. Definicje wszystkich pojec¢
wymienionych jako stowa kluczowe pod tytutami rozdziatéw nalezy zapamietaé (K1), nawet jesli nie
wspomniano o tym wyraznie w celach nauczania.

0.6. Egzamin certyfikacyjny na poziomie podstawowym

Egzamin umozliwiajgcy uzyskanie certyfikatu na poziomie podstawowym jest oparty na niniejszym sylabusie.
Przy udzielaniu odpowiedzi na pytania egzaminacyjne moze by¢ konieczne skorzystanie z materiatu
obejmujgcego wiecej niz jeden rozdziat tego sylabusa. Przedmiotem egzaminu moze by¢ tre$¢ wszystkich czesci
sylabusa z wyjgtkiem wstepu i zatgcznikéw. W dokumencie znajdujg sie rowniez odwotania do norm/standardow
i ksiazek (rozdziat 7), ale ich tre$¢ nie moze byé przedmiotem egzaminu w zakresie wykraczajgcym poza
informacje streszczone w tym sylabusie. Wiecej informacji na ten temat zawiera dokument dotyczacy struktury
i zasad przeprowadzania egzaminéw na poziomie podstawowym (Foundation Level Examination Structures and
Rules).

0.7. Akredytacja

Rada Krajowa ISTQB® moze dokonywaé akredytacji dostawcéw szkolen, ktoérzy oferujg materiaty
dydaktyczne zgodne z niniejszym sylabusem. Wytyczne dotyczgce akredytacji nalezy uzyskaé¢ od Rady
Krajowej lub organu dokonujgcego akredytacji. Akredytowane szkolenie jest uznawane za zgodne
Z niniejszym sylabusem i moze obejmowac egzamin ISTQB®. Wytyczne dotyczgce akredytacji w zakresie
niniejszego sylabusa sg zgodne z ogdlnymi wytycznymi dotyczgcymi akredytacji opublikowanymi przez
grupe roboczg ds. zarzgdzania procesami i zgodno$ci.

0.8. Odniesienia do norm i standardow

Sylabus poziomu podstawowego zawiera odniesienia do norm i standardoéw (np. IEEE lub I1SO). Celem tych
odniesien jest stworzenie ram pojeciowych (tak jak w przypadku odniesien do normy ISO 25010 w zakresie
charakterystyk jakosciowych) lub odestanie czytelnika do zrédia, z ktérego moze skorzysta¢ w celu uzyskania
dodatkowych informacji. Nalezy jednak zaznaczy¢, ze tre$¢ norm i standardéw nie jest przedmiotem egzaminu.
Wiecej informacji na temat norm i standardéw zawiera rozdziat 7.

0.9. Ciggta aktualizacja

W branzy wytwarzania oprogramowania zachodza dynamiczne zmiany. Aby uwzgledni¢ zmieniajaca sie sytuacje
i zapewni¢ interesariuszom dostep do przydatnych, aktualnych informaciji, grupy robocze ISTQB® stworzyty liste
odwotan do dokumentéow pomocniczych izmian w normach/standardach, ktéra jest dostepna w witrynie
www.istgb.org. Powyzsze informacje nie sg przedmiotem egzaminu dotyczacego sylabusa poziomu
podstawowego.
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0.10. Poziom szczegodtowosci

Poziom szczegdtowosci informacji zawartych w niniejszym sylabusie umozliwia tworzenie spéjnych pod
wzgledem tresci nauczania szkolen i przeprowadzanie egzaminéw na skale miedzynarodowg. Aby
sprosta¢ temu zadaniu, w sylabusie uwzgledniono:

e 0godlne cele dydaktyczne opisujgce zatozenia poziomu podstawowego;
e wykaz termindw (stéw kluczowych), ktére muszg zapamietac¢ uczestnicy szkolenia;

e cele nauczania w poszczegoélnych obszarach wiedzy, opisujgce efekty ksztatcenia o charakterze
poznawczym;

e opis najwazniejszych poje¢, w tym odwotania do uznanych zrodet.

Tres¢ sylabusa nie stanowi opisu catego obszaru wiedzy zwigzanego z testowaniem oprogramowania.
Odzwierciedla ona jedynie poziom szczegoétowosci, jaki nalezy uwzgledni¢ w akredytowanych szkoleniach
na poziomie podstawowym. W sylabusie skupiono sie na pojeciach itechnikach zwigzanych
z testowaniem, ktére mogg mie¢ zastosowanie do wszystkich projektéw wytwarzania oprogramowania —
bez wzgledu na przyjety cykl wytwarzania oprogramowania.

0.11. Struktura sylabusa

Dokument podzielono na szes$¢ rozdziatéw zawierajgcych tresci bedace przedmiotem egzaminu. Nagtéwek
najwyzszego poziomu zawiera informacje o czasie trwania szkolenia z zakresu danego rozdziatu (nie
podano czasu trwania podrozdziatdw i mniejszych jednostek redakcyjnych). W przypadku akredytowanych
szkolen na przekazanie wiedzy zawartej w sylabusie potrzeba co najmniej 1135 min (18 godz. 55 min)
wykfadu. Czas ten podzielono na poszczegdlne rozdziaty w nastepujgcy sposob:

e Rozdziat 1. Podstawy testowania — 180 minut

o Kandydat poznaje podstawowe zasady zwigzane z testowaniem, powody, dla ktérych
testowanie jest niezbedne, oraz cele testow.

o Kandydat poznaje proces testowy oraz najwazniejsze czynnosci testowe i testalia.
o Kandydat dowiaduje sie, jakie umiejetnosci sg niezbedne w testowaniu.
e Rozdziat 2. Testowanie w cyklu wytwarzania oprogramowania — 130 minut

o Kandydat dowiaduje sie, wjaki sposdb testowanie jest uwzgledniane w réznych
podejsciach do wytwarzania oprogramowania.

o Kandydat poznaje pojecia zwigzane z podejsciem ,najpierw test” i metodykg DevOps.

o Kandydat uzyskuje wiedze na temat poszczegdlnych poziomow testéw i typdw testow oraz
testowania pielegnacyjnego.

e Rozdziat 3. Testowanie statyczne — 80 minut

o Kandydat poznaje podstawy testowania statycznego oraz proces uzyskiwania informacji
zwrotnych i przeprowadzania przeglgdu.
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Poziom podstawowy Foundation Level

e Rozdziat 4. Analiza i projektowanie testow — 390 minut

o Kandydat dowiaduje sie, jak nalezy stosowac techniki czarnoskrzynkowe, biatoskrzynkowe
i oparte na doswiadczeniu, aby tworzy¢ przypadki testowe na podstawie réznych
produktéw pracy zwigzanych z oprogramowaniem.

o Kandydat poznaje podejscie do testowania oparte na wspotpracy.

e Rozdziat 5. Zarzgdzanie czynnosciami testowymi — 335 minut
o Kandydat poznaje ogdine zasady planowania testéw i szacowania ich pracochtonnosci.
o Kandydat dowiaduje sig, jak ryzyka mogg wptywac na zakres testow.
o Kandydat dowiaduje sie, jak nalezy monitorowaé i nadzorowa¢ czynnosci testowe.
o Kandydat dowiaduje sie, w jaki sposéb zarzgdzanie konfiguracjg wspomaga testowanie.
o Kandydat uczy sie zgtaszania defektdw w przejrzysty i zrozumiaty sposaéb.

e Rozdziat 6. Narzedzia testowe — 20 minut

o Kandydat uczy sie klasyfikowa¢ narzedzia oraz poznaje ryzyka i korzysci wynikajgce
z automatyzacji testéw.
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Poziom podstawowy Foundation Level

1. Podstawy testowania — 180 minut

Stowa kluczowe

analiza testéw, awaria, cel testéw, dane testowe, debugowanie, defekt, implementacja testéw, jakosc,
monitorowanie testow, nadzér nad testami, planowanie testéw, podstawa testéw, podstawowa przyczyna,
pokrycie, pomytka, procedura testowa, proces testowy, projektowanie testéw, przedmiot testéw, przypadek
testowy, Sledzenie powigzan, testalia, testowanie, ukonczenie testow, walidacja, warunek testowy,
weryfikacja, wykonywanie testéw, wynik testu, zapewnienie jakosci

Cele nauczania w rozdziale 1:

1.1 Co to jest testowanie?

FL-1.1.1 (K1) Kandydat wskazuje typowe cele testow.

FL-1.1.2 (K2) Kandydat odréznia testowanie od debugowania.

1.2 Dlaczego testowanie jest niezbedne?

FL-1.2.1 (K2) Kandydat podaje przyktady wskazujgce, dlaczego testowanie jest niezbedne.
FL-1.2.2 (K1) Kandydat pamieta, jaka jest relacja miedzy testowaniem a zapewnieniem jakosci.
FL-1.2.3 (K2) Kandydat odréznia podstawowa przyczyne, pomytke, defekt i awarie.

1.3 Zasady testowania
FL-1.3.1 (K2) Kandydat objasnia siedem zasad testowania.

1.4 Czynnosci testowe, testalia i role zwigzane z testami

FL-1.4.1 (K2) Kandydat wyjasnia poszczegdlne czynnoéci i powigzane zadania testowe.
FL-1.4.2 (K2) Kandydat wyjasnia wptyw kontekstu na proces testowy.

FL-1.4.3 (K2) Kandydat rozrdznia testalia wspomagajgce czynnosci testowe.

FL-1.4.4 (K2) Kandydat wyja$nia korzy$ci wynikajace ze $ledzenia powigzah.

FL-1.4.5 (K2) Kandydat poréwnuje poszczegolne role wystepujace w testowaniu.

1.5 Niezbedne umiejetnosci i dobre praktyki w dziedzinie testowania

FL-1.5.1 (K2) Kandydat podaje przyktady ogdlnych umiejetnosci wymaganych w testowaniu.
FL-1.5.2 (K1) Kandydat pamieta, jakie sg zalety podejscia ,caly zespot’.

FL-1.5.3 (K2) Kandydat omawia korzysci i wady niezaleznos$ci testowania.
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1.1.Co to jest testowanie?

Systemy oprogramowania sg nieodtgczng czescig naszego codziennego zycia. Jednoczesnie wiekszos¢
znas miata zapewne do czynienia z oprogramowaniem, kitdére nie zadziatato tak, jak powinno.
Nieprawidtowe funkcjonowanie oprogramowania moze powodowaé wiele problemdéw, w tym straty
finansowe, strate czasu, utrate reputacji firmy, a w skrajnych przypadkach nawet utrate zdrowia lub zycia.
Odpowiedzig na ten problem jest wtasnie testowanie oprogramowania, ktére pozwala oceni¢ jego jako$¢
i zmniejszy¢ ryzyko wystgpienia awarii podczas eksploatacji.

Testowanie oprogramowania to zbiér czynnosci majgcych na celu wykrycie defektéw i dokonanie oceny
jakosci produktow pracy zwigzanych z oprogramowaniem. W trakcie testowania produkty pracy te sag
nazywane przedmiotami testdw. Powszechnie panuje btedne przekonanie, ze testowanie polega wytgcznie
na wykonywaniu testéw, czyli uruchamianiu oprogramowania i sprawdzaniu uzyskanych rezultatéw.
W rzeczywistosci jednak testowanie oprogramowania obejmuje réwniez inne czynnosci i musi byc¢
dopasowane do cyklu wytwarzania oprogramowania (patrz rozdziat 2).

Inne nieporozumienie polega na postrzeganiu testowania jako czynnosci skupionej wytgcznie na
weryfikowaniu przedmiotu testéw. Chociaz w ramach testowania rzeczywiscie sprawdza sie, czy system
spetnia wyspecyfikowane wymagania, to jednak przeprowadza sie réwniez walidacje, kiérej zadaniem jest
sprawdzenie, czy system odpowiada na potrzeby uzytkownikdw iinnych interesariuszy w swoim
Srodowisku produkcyjnym.

Testowanie moze mieé¢ charakter dynamiczny lub statyczny. Testowanie dynamiczne wigze sie
z uruchamianiem oprogramowania, natomiast testowanie statyczne polega na wykonywaniu przegladow
(patrz rozdziat 3) i przeprowadzaniu analizy statycznej. W testowaniu dynamicznym do wyprowadzania
przypadkow testowych uzywa sie réznych technik testowania i podejs¢ do testowania (patrz rozdziat 4).

Testowanie nie jest wylgcznie czynnoscig o charakterze technicznym, poniewaz wymaga réwniez
wiasciwego planowania, zarzgdzania, szacowania, monitorowania i nadzoru (patrz rozdziat 5).

Testerzy korzystajg z narzedzi (patrz rozdziat 6), ale nalezy pamietaé, ze testowanie to w duzej mierze
praca umystowa, ktérej wykonywanie wymaga posiadania specjalistycznej wiedzy, korzystania
z umiejetnosci analitycznych oraz krytycznego i systemowego myslenia (Myers 2011, Roman 2018).

Wiecej informacji na temat poje¢ zwigzanych z testowaniem oprogramowania zawiera standard
ISO/IEC/IEEE 29119-1.
1.1.1. Cele testow

Typowe cele testow to:

e dokonywanie oceny produktéw pracy, takich jak wymagania, historyjki uzytkownika, projekty, kod;

e powodowanie awarii i znajdowanie defektow;

e zapewnienie wymaganego pokrycia przedmiotu testow;

e obnizanie poziomu ryzyka zwigzanego z niedostateczng jakoscig oprogramowania;

e sprawdzanie, czy zostaty spetnione wyspecyfikowane wymagania;

e sprawdzanie, czy przedmiot testow spetnia wymagania umowne, prawne i regulacyjne;

e dostarczanie interesariuszom informacji niezbednych do podejmowania swiadomych decyz;ji;
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e budowanie zaufania do jakosci przedmiotu testow;
e sprawdzanie, czy przedmiot testow jest kompletny i dziata zgodnie z oczekiwaniami interesariuszy.

Cele testéw mogg rézni¢ sie w zaleznosci od kontekstu, w tym od testowanego produktu pracy, poziomu
testow, ryzyk, przyjetego cyklu wytwarzania oprogramowania oraz kwestii zwigzanych z kontekstem
biznesowym, takich jak struktura przedsiebiorstwa, uwarunkowania konkurencyjne czy czas wprowadzania
produktu na rynek.

1.1.2. Testowanie a debugowanie

Testowanie i debugowanie to dwie rézne czynnosci. Testowanie pozwala wywota¢ awarie, ktore sg
skutkiem defektéw w oprogramowaniu (testowanie dynamiczne), lub znalez¢ defekty bezposrednio
w przedmiocie testéw (testowanie statyczne).

Gdy w ramach testowania dynamicznego (patrz rozdziat 4) zostanie wywofana awaria, rozpoczyna sie
debugowanie, ktérego celem jest znalezienie przyczyn danej awarii (defektow), a nastepnie ich
przeanalizowanie i wyeliminowanie. Typowy proces debugowania stosowany w takich przypadkach
obejmuje:

e odtworzenie awarii;
e przeprowadzenie diagnozy (ij. znalezienie defektu);
e usuniecie defektu.

Nastepnie wykonywane jest testowanie potwierdzajgce, kidére pozwala sprawdzi¢, czy wprowadzone
poprawki doprowadzity do rozwigzania problemu. W optymalnych warunkach testowanie potwierdzajgce
wykonuje osoba, ktéra wczesniej przeprowadzata poczatkowy test. W dalszej kolejno$ci mozna réwniez
wykonaé testowanie regresji, aby upewnic sie, ze wprowadzone poprawki nie powodujg awarii w innych
obszarach przedmiotu testow (wiecej informacji na temat testowania potwierdzajgcego i testowania regresji
zawiera sekcja 2.2.3).

W przypadku wykrycia defektu podczas testowania statycznego, debugowanie obejmuje usuniecie takiego
defektu. Nie ma przy tym potrzeby odtwarzania ani diagnozowania problemu, poniewaz testowanie
statyczne pozwala wykrywa¢ defekty w sposéb bezposredni inie moze powodowac¢ awarii (patrz
rozdziat 3).

1.2. Dlaczego testowanie jest niezbedne?

Testowanie — bedace forma kontroli jakosci — pomaga osiggng¢ uzgodnione cele testéw w wyznaczonym
zakresie i czasie, z zachowaniem ustalonego poziomu jakosci oraz w granicach przyjetego budzetu. Wktad
testowania w powodzenie przedsiewziecia nie powinien przy tym ogranicza¢ sie wytacznie do dziatan
zespotu testowego. Kazdy interesariusz moze réwniez wykorzystaé swoje umiejetnosci w dziedzinie
testowania, aby przyczyni¢ sie do pomysinej realizacji projektu. Przetestowanie modutéw, systemow
i zwigzanych znimi produktow pracy (np. dokumentacji) pozwala zidentyfikowa¢é defekty
W oprogramowaniu.
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1.2.1. Znaczenie testowania dla powodzenia projektu

Testowanie pozwala w optacalny sposob wykry¢ defekty, ktére mozna nastepnie usunagé poprzez
debugowanie (bedgce odrebng czynnoscig niewchodzgca w zakres testow). Tym samym testowanie
posrednio przyczynia sie do podniesienia jakosci przedmiotéw testéw.

Testowanie umozliwia bezpo$rednig ocene jakosci przedmiotu testéw na réznych fazach cyklu wytwarzania
oprogramowania. Czynnosci zwigzane z testowaniem sg wykonywane w ramach szerszych dziatan
zwigzanych z zarzgdzaniem projektem i pomagajg w podejmowaniu decyzji o przejsciu do kolejnej fazy
cyklu wytwarzania oprogramowania, na przyktad o przekazaniu oprogramowania do eksploataciji.

Testowanie stwarza uzytkownikom okazje do posredniego wptywania na przebieg projektu wytwarzania
oprogramowania, poniewaz testerzy dbajg oto, aby ich znajomo$¢ potrzeb uzytkownikéw byta
uwzgledniana na wszystkich etapach cyklu wytwarzania. Alternatywg bytoby zaproszenie reprezentatywne;j
grupy uzytkownikéw do udziatu w projekcie wytwarzania oprogramowania, co zwykle nie jest mozliwe
z uwagi na duze koszty oraz brak dostepnosci odpowiednich osdb.

Testowanie moze by¢ rowniez niezbedne do spetnienia wymagan wynikajgcych z uméw, przepisow prawa
lub norm/standardéw.

1.2.2. Testowanie a zapewnienie jakosci

Testowanie jest czesto utozsamiane z zapewnieniem jakosci, ale w rzeczywistosci sg to dwa oddzielne
procesy. Testowanie jest formg kontroli jakosci.

Testowanie to podejscie ukierunkowane na produkt i majgce charakter korekcyjny, ktére skupia sie na
wykonywaniu czynnosci umozliwiajgcych osiggniecie odpowiedniego poziomu jakosci. Testowanie jest
wazng forma kontroli jakosci — obok metod formalnych (takich jak weryfikacja modelowa czy kontrola
poprawnosci), symulacji i prototypowania.

Z kolei zapewnienie jakosci to podejscie ukierunkowane na procesy i majgce charakter prewencyjny, ktére
skupia sie na wdrazaniu i udoskonalaniu proceséw. Bazuje ono na zafozeniu, ze poprawne wykonanie
dobrze zaprojektowanego procesu przektada sie na wytworzenie dobrego produktu. Zasady zapewnienia
jakosci majg zastosowanie zaréwno do wytwarzania, jak ido testowania oprogramowania,
a odpowiedzialnos¢ za ich przestrzeganie ponoszg wszystkie osoby zaangazowane w projekt.

Wyniki testow sg wykorzystywane w obu przypadkach: w konteks$cie kontroli jako$ci pomagajg w usuwaniu
defektéw, a w kontekscie zapewnienia jakosci dostarczajg informacji zwrotnych na temat tego, na ile
prawidtowo przebiegajg procesy wytwarzania i testowania oprogramowania.

1.2.3. Pomyiki, defekty, awarie i podstawowe przyczyny

Na skutek pomyiki (btedu) cztowieka moga powstac defekty (inaczej zwane usterkami lub pluskwami), ktére
w dalszej kolejnosci mogg prowadzi¢ do wystgpienia awarii. Ludzie popetniajg pomytki z réznych przyczyn,
takich jak presja czasu, ztozonos¢ produktéw pracy, proceséw, infrastruktury lub interakcji bgdz po prostu
zmeczenie lub brak nalezytego przeszkolenia.

Defekty mogg wystepowaé w dokumentacji (np. w specyfikacji wymagan lub w skrypcie testowym),
w kodzie zrédiowym lub w produktach pracy pomocniczych (takich jak plik kompilacji). Niewykrycie
defektéw w produktach pracy powstatych na wczesniejszych etapach cyklu wytwarzania oprogramowania

wersja 4.0.1 Strona 20 z 91 07.05.2025

© International Software Testing Qualifications Board © Stowarzyszenie Jakosci Systemoéw Informatycznych



= = p /
Certyfikowany tester = [ = [t ‘
b S i INFORMATYCZNYCH IS;};&E

Poziom podstawowy Foundation Level

czesto prowadzi do powstania wadliwych produktow pracy na dalszych etapach tego cyklu. Wykonanie
kodu zawierajgcego defekt moze doprowadzi¢ do sytuacji, w ktérej system nie wykona zamierzone;j
operacji lub wykona operacje niezamierzona, czyli do awarii. Niektére defekty zawsze powodujg awarie
w przypadku wykonania wadliwego kodu, a inne — tylko w okreslonych okolicznosciach. Moze sie réwniez
zdarzy¢, ze dany defekt nigdy nie spowoduje awarii.

Pomyiki i defekty nie sg jedynymi przyczynami awarii. Awarie mogg by¢ réwniez spowodowane warunkami
Srodowiskowymi, takimi jak promieniowanie lub pole elektromagnetyczne powodujgce nieprawidtowe
dziatanie oprogramowania wbudowanego (ang. firmware).

Zasadniczy czynnik powodujgcy wystgpienie problemu (np. sytuacja prowadzgca do pomytki) jest
nazywany podstawowg przyczyng. Podstawowe przyczyny ustala sie w toku tzw. analizy przyczyny
podstawowej, ktérg przeprowadza sie zwykle po wystgpieniu awarii lub zidentyfikowaniu defektu. Uwaza
sie, ze podjecie odpowiednich dziatan w stosunku do podstawowej przyczyny (na przyktad jej usuniecie)
pozwala zapobiec powstaniu kolejnych podobnych awarii lub defektéw, a przynajmniej zmniejszy¢ ich
czestotliwosé.

1.3. Zasady testowania

Na przestrzeni lat zaproponowano caly szereg zasad testowania, ktére dostarczajg ogélnych wskazéwek
majgcych zastosowanie do wszystkich rodzajow testowania. W niniejszym sylabusie opisano siedem takich
zasad.

1. Testowanie ujawnia defekty, ale nie moze dowies¢ ich braku. Testowanie moze wykaza¢ obecno$¢
defektow w przedmiocie testéw, ale nie moze dowiesc, ze jest on od nich wolny (Buxton 1970). Tym samym
testowanie zmniejsza prawdopodobienstwo, ze w przedmiocie testéw pozostang niewykryte defekty, ale
sam fakt niewykrycia defektow nie stanowi dowodu poprawnosci testowanego produktu.

2. Testowanie gruntowne jest niemozliwe. Przetestowanie wszystkiego jest mozliwe tylko
w najprostszych przypadkach (Manna 1978). W zwigzku z tym wysitki zwigzane z testowaniem powinny
by¢ ukierunkowane raczej na stosowanie technik testowania (patrz rozdziat 4), ustalanie priorytetow
przypadkow testowych (patrz sekcja 5.1.5) oraz testowanie oparte na ryzyku (patrz podrozdziat 5.2).

3. Wczesne testowanie oszczedza czas i pienigdze. Defekty usuniete na wczesnym etapie procesu nie
powodujg powstania kolejnych defektéw w pochodnych produktach pracy. Przektada sie to na obnizenie
kosztu jakosci, poniewaz dzieki temu zmniejsza sie liczba awarii wystepujacych na pézniejszych etapach
cyklu wytwarzania oprogramowania (Boehm 1981). Aby wczesnie wykry¢ defekty, nalezy jak najszybciej
rozpoczg¢ zaréwno testowanie statyczne (patrz rozdziat 3), jak i testowanie dynamiczne (patrz rozdziat 4).

4. Defekty moga sie kumulowaé. Zwykle wiekszo$¢ wykrytych defektdow lub wiekszo$¢ awarii
wystepujacych w fazie eksploatacji powstaje lub ma swoje Zrodto w niewielkiej liczbie modutéw systemu
(Enders 1975), co jest ilustracjg tzw. zasady Pareto. Dlatego przewidywane skupiska defektow i skupiska
defektow faktycznie zaobserwowane na etapie testowania lub eksploatacji sg waznym elementem
testowania opartego na ryzyku (patrz podrozdziat 5.2).

5. Testy ulegaja zuzyciu. Wielokrotne powtarzanie tych samych testéw prowadzi do spadku ich
skutecznosci w wykrywaniu nowych defektow (Beizer 1990). Przezwyciezenie tego problemu moze
wymagac¢ zmodyfikowania dotychczasowych testow i danych testowych oraz napisania nowych testow.
W niektoérych przypadkach powtarzanie tych samych testow moze by¢ jednak korzystne, czego przyktadem
jest automatyczne testowanie regresiji (patrz sekcja 2.2.3).
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6. Testowanie zalezy od kontekstu. Nie ma jednego uniwersalnego podejscia do testowania. Testowanie
wykonuje sie w rézny sposéb w réznych kontekstach (Kaner 2011).

7. Przekonanie o braku defektéw jest btedem. Przekonanie, ze sama weryfikacja oprogramowania
zapewni pomysine wdrozenie systemu, jest btedne. Nawet bardzo doktadne przetestowanie wszystkich
wyspecyfikowanych wymagan iusuniecie wszystkich znalezionych defektéw nie chronig przed
zbudowaniem systemu, ktéry nie zaspokoi potrzeb uzytkownikéw i nie spetni ich oczekiwan, nie pomoze
klientowi w osiggnieciu celéw biznesowych oraz bedzie miat gorsze parametry od konkurencyjnych
rozwigzan. Dlatego oprécz weryfikacji nalezy rowniez przeprowadza¢ walidacje (Boehm 1981).

1.4.Czynnosci testowe, testalia i role zwigzane z testami

Testowanie zalezy od kontekstu, ale na poziomie ogélnym mozna wyrdzni¢ pewne typowe grupy czynnosci
testowych, ktérych pominiecie zmniejsza prawdopodobienstwo osiggniecia celdéw testéw. Powyzsze grupy
czynnosci testowych sktadajg sie na proces testowy. Dobdr procesu testowego do konkretnej sytuacji
zalezy od wielu czynnikdéw. Decyzje co do tego, ktére czynnosci testowe majg by¢ uwzglednione w tym
procesie oraz jak ikiedy majg by¢ realizowane, podejmuje sie zwykle na etapie planowania testéw
i z uwzglednieniem konkretnej sytuacji (patrz podrozdziat 5.1).

W kolejnych sekcjach opisano ogdlne aspekty procesu testowego: czynnosci i zadania testowe, znaczenie
kontekstu, testalia, sledzenie powigzan miedzy podstawg testow a testaliami oraz role wystepujgce
w testowaniu.

Wiecej informacji na temat procesow testowych zawiera standard ISO/IEC/IEEE 29119-2.

1.4.1. Czynno$ci i zadania testowe

W procesie testowym wyrdznia sie gtéwne grupy czynnosci opisane ponizej. Chociaz wiele z tych
czynnosci moze sprawiaC wrazenie logicznie uszeregowanych, czesto sg one realizowane metodg
iteracyjng lub w sposéb réwnolegty. Ponadto zwykle wymagajg dostosowania do potrzeb konkretnego
systemu i projektu.

Planowanie testow polega na zdefiniowaniu celow testow, a nastepnie dokonaniu wyboru podejscia, ktére
pozwoli najskuteczniej osiggna¢ te cele w ramach ograniczen narzuconych przez ogélny kontekst. Kwestie
planowania testéw omoéwiono szczegdtowo w podrozdziale 5.1.

Monitorowanie testow i nadzoér nad testami. Monitorowanie testéw polega na ciggtym sprawdzaniu
wszystkich czynnosci testowych i pordwnywaniu rzeczywistego postepu z zatozeniami przyjetymi w planie,
anadzér nad testami polega na podejmowaniu dziatan, kitdére sg niezbedne do osiggniecia celow
testowania. Kwestie monitorowania testéw i nadzoru testéw objasniono dokftadniej w podrozdziale 5.3.

Analiza testéw polega na przeanalizowaniu podstawy testéw w celu zidentyfikowania testowalnych cech
oraz zdefiniowania i okreslenia priorytetow zwigzanych z nimi warunkéw testowych, z uwzglednieniem
wystepujgcych w danym przypadku ryzyk i pozioméw ryzyka (patrz podrozdziat 5.2). Ponadto czynnos¢ ta
obejmuje przeanalizowanie podstawy testow i przedmiotéw testéw w celu zidentyfikowania ewentualnych
defektéw, jakie mogg w nich wystepowacé, oraz dokonanie oceny ich testowalnosci. Do przeprowadzania
analizy testow czesto wykorzystuje sie techniki testowania (patrz rozdziat 4). Analiza testow stuzy do
ustalenia tego, ,co nalezy przetestowac” (w kategoriach mierzalnych kryteriow pokrycia).
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Projektowanie testow polega na przeksztatceniu warunkow testowych w przypadki testowe i inne testalia
(np. karty opisu testow). Czynnos¢ ta zwykle wigze sie ze zidentyfikowaniem elementéw pokrycia, ktére
dostarczajg wskazéwek przy okre$laniu danych wejsciowych dla przypadkéw testowych. Przy
wykonywaniu tej czynnosci mozna wykorzysta¢ techniki testowania (patrz rozdziat 4). Ponadto
projektowanie testow obejmuje okreslenie wymagan dotyczgcych danych testowych, zaprojektowanie
Srodowiska testowego oraz zidentyfikowanie innych niezbednych narzedzi i elementéw infrastruktury.
Reasumujac, projektowanie testéw odpowiada na pytanie o to, ,jak nalezy testowaé”.

Implementacja testéw polega na utworzeniu lub pozyskaniu testalibw niezbednych do wykonywania
testébw (np. danych testowych). Czynnos¢ ta moze obejmowaé uszeregowanie przypadkéw testowych
w ramach procedur testowych, a czesto rowniez potgczenie ich w zestawy testowe. Ponadto grupa ta
obejmuje tworzenie skryptéw testédw manualnych i automatycznych, a takze szeregowanie procedur
testowych wedtug priorytetow i porzadkowanie ich wramach harmonogramu wykonywania testow
w sposob zapewniajgcy efektywne wykonanie testow (patrz sekcja 5.1.5). Ostatnim elementem jest
zbudowanie srodowiska testowego i sprawdzenie, czy zostato ono poprawnie skonfigurowane.

Wykonywanie testow polega na uruchamianiu testéw zgodnie z harmonogramem wykonywania testow
(czyli na wykonywaniu przebiegow testow), przy czym moze sie to odbywaé manualnie lub automatycznie.
Wykonywanie testéw moze przybiera¢ wiele form, takich jak ciggte testowanie lub sesje testowania
w parach. Rzeczywiste rezultaty testow sg poréwnywane z rezultatami oczekiwanymi. Ponadto wyniki
testow sg rejestrowane, a ewentualne anomalie sg analizowane w celu ustalenia ich prawdopodobnych
przyczyn. Analiza ta umozliwia zgtaszanie anomalii na podstawie zaobserwowanych awarii (patrz
podrozdziat 5.5).

Ukonczenie testow obejmuje czynnosci, ktdre sg zwykle wykonywane w momencie osiggniecia kamieni
milowych projektu (takich jak przekazanie do eksploatacji, zakonczenie iteracji lub ukonczenie testéw
danego poziomu) w odniesieniu do wszelkich nieusunietych defektéw, zgtoszonych zgdan zmian badz
utworzonego backlogu produktu. Wszelkie testalia, ktére mogg okazac¢ sie przydatne w przyszitosci, sg
identyfikowane i archiwizowane bgdz przekazywane odpowiednim zespotom. Srodowisko testowe jest
zamykane w uzgodnionym stanie, a czynno$ci testowe sg analizowane w celu sformutowania wnioskéw
i zidentyfikowania udoskonalen, ktére bedzie mozna wprowadzi¢ w przypadku przysztych iteracji, wydan
lub projektow (patrz sekcja 2.1.6). Ostatnim elementem jest stworzenie sumarycznego raportu z testow
i przekazanie go interesariuszom.

1.4.2. Proces testowy w kontekscie

Testowanie nie odbywa sie w izolacji. Czynno$ci testowe sg integralnym elementem proceséw wytwarzania
oprogramowania realizowanych w danej organizacji. Co wiecej, testowanie jest finansowane takze przez
interesariuszy, ajego nadrzednym celem jest zaspokajanie ich potrzeb biznesowych. Z tego wzgledu
sposéb, w jaki wykonywane jest testowanie, zalezy od kontekstu, na ktéry sktadajg sie miedzy innymi
nastepujgce czynniki:

e interesariusze (w tym ich potrzeby, oczekiwania, wymagania, gotowos$¢ do wspétpracy itd.);

e czlonkowie zespotu (wtym ich umiejetnosci, wiedza, doswiadczenie, dostepnos¢, potrzeby
w zakresie szkolen itd.);

e dziedzina biznesowa (krytycznos$¢ przedmiotu testéw, zidentyfikowane ryzyka, potrzeby rynku,
konkretne uregulowania prawne itd.);

e czynniki techniczne (rodzaj oprogramowania, architektura produktu, zastosowana technologia itd.);
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ograniczenia zwigzane z projektem (zakres, terminy, budzet, zasoby itd.);
czynniki organizacyjne (struktura organizacyjna, istniejgce polityki, przyjete praktyki itd.);

cykl wytwarzania oprogramowania (praktyki w dziedzinie inzynierii oprogramowania, metody
wytwarzania itd.);

narzedzia (dostepnosé, tatwos¢ uzywania, zgodnosé itd.).

Powyzsze czynniki majg wptyw na wiele kwestii zwigzanych z testami, wtym na strategie testow,
stosowane techniki testowania, stopien automatyzac;ji testow, wymagany poziom pokrycia, szczegétowosé
testalii, raportowanie itd.

1.4.3. Testalia

W wyniku wykonywania czynnosci testowych opisanych w sekcji 1.4.1 powstajg produkty pracy nazywane
testaliami. Sposdb wytwarzania, ksztaltowania i porzgdkowania takich produktéw pracy oraz zarzgdzania
nimi, atakze nadawane im nazwy rdznig sie znacznie w poszczegolnych organizacjach. Dlatego do
zapewnienia spojnosci i integralnosci produktéw pracy niezbedne jest wiasciwe zarzgdzanie konfiguracjg
(patrz podrozdziat 5.4). Ponizej opisano wybrane kategorie produktéw pracy.

Produkty pracy zwigzane z planowaniem testow obejmuja: plan testéw, harmonogram testéw,
rejestr ryzyk oraz kryteria wejscia i wyjscia (patrz podrozdziat 5.1). Rejestr ryzyk zawiera wykaz
ryzyk wraz z informacjami o prawdopodobienstwie, wplywie i sposobach fagodzenia kazdego
z nich (patrz podrozdziat 5.2). Harmonogram testéw, rejestr ryzyk oraz kryteria wejscia i wyjscia sg
czesto elementami planu testow.

Produkty pracy zwigzane z monitorowaniem testéw i nadzorem testéw obejmujg: raporty
o postepie testow (patrz sekcja 5.3.2), dokumentacje dotyczgcg dyrektyw nadzoru (patrz
podrozdziat 5.3) oraz informacje o ryzyku (patrz podrozdziat 5.2).

Produkty pracy zwigzane z analizg testéw to miedzy innymi: uszeregowane wedtug priorytetéw
warunki testowe (np. kryteria akceptacji, patrz sekcja 4.5.2) iraporty o defektach dotyczace
defektéw w podstawie testow (jesli nie zostaty one natychmiast usunigte).

Produkty pracy zwigzane =z projektowaniem testéw obejmuja: uszeregowane wedtug
priorytetow przypadki testowe, karty opisu testow, elementy pokrycia oraz wymagania dotyczace
danych testowych i srodowiska testowego.

Produkty pracy zwigzane z implementacjg testéw obejmuja: procedury testowe, skrypty testow
automatycznych i manualnych, zestawy testowe, dane testowe, harmonogram wykonywania
testéw oraz elementy Srodowiska testowego. Przyktadowe elementy Srodowiska testowego to
miedzy innymi: zaslepki, sterowniki, symulatory i wirtualizacja ustug.

Produkty pracy zwigzane z wykonywaniem testéw obejmuja: dzienniki testéw i raporty
o defektach (patrz podrozdziat 5.5).

Produkty pracy zwigzane z ukonczeniem testéw to miedzy innymi: sumaryczny raport z testow
(patrz sekcja 5.3.2), lista czynnosci do wykonania majgcych na celu wprowadzenie udoskonalen
w kolejnych projektach lub iteracjach, udokumentowane wnioski oraz zgdania zmian (np. w formie
backlogu produktu).
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1.4.4. Sledzenie powigzan miedzy podstawg testéw a testaliami

W celu zapewnienia skutecznego monitorowania testéw i nadzoru testéw nalezy stworzy¢ i utrzymywac
mechanizm $ledzenia powigzan miedzy elementami podstawy testéw a zwigzanymi z nimi testaliami (np.
warunkami testowymi, ryzykami lub przypadkami testowymi), wynikami testéw i defektami przez caty czas
trwania procesu testowego.

Doktadne sledzenie powigzah utatwia ocene pokrycia testowego, dlatego bardzo przydatne jest
zdefiniowanie w podstawie testéw mierzalnych kryteriow pokrycia. Kryteria takie mogg peti¢ funkcje
kluczowych wskaznikow wydajnosci (ang. key performance indicator — KPI) sprzyjajacych wykonywaniu
okreslonych czynnosci i pozwalajgcych okreslic stopien realizacji celow testéw (patrz sekcja 1.1.1). Na
przykfad:

e Sledzenie powigzan miedzy przypadkami testowymi a wymaganiami pozwala potwierdzi¢, ze
wymagania zostaty pokryte przez przypadki testowe.

e Sledzenie powigzan miedzy wynikami testéw a ryzykami umozliwia ocene poziomu ryzyka
rezydualnego (resztkowego) w przedmiocie testéw.

Sprawne $ledzenie powigzan umozliwia nie tylko ocene pokrycia testowego — odpowiedni mechanizm
$ledzenia pozwala réwniez ustala¢ wptyw zmian oraz utatwia przeprowadzanie audytow testéw i spetnianie
kryteridw zwigzanych z zarzadzaniem w obszarze IT. Ponadto uwzglednienie statusu elementéw podstawy
testébw umozliwia tworzenie bardziej zrozumiatych raportéw o postepie testoéw i sumarycznych raportéw
z testow, co z kolei utatwia przekazywanie interesariuszom informacji o aspektach technicznych testowania
w zrozumiatej dla nich formie. Kolejng zaletg $ledzenia jest mozliwo$¢ udzielania informacji potrzebnych
do oceny jakosci produktéw, wydajnosci proceséw i postepu w realizacji projektu z punktu widzenia celéw
biznesowych.

1.4.5. Role w procesie testowania

W niniejszym sylabusie oméwiono dwie zasadnicze role wystepujace w testowaniu: role zwigzang
z zarzadzaniem testami irole zwigzang z testowaniem. Czynno$ci izadania wyznaczone osobom
petnigcym obie role zalezg od takich czynnikdw jak kontekst projektu i produktu, umiejetnosci konkretnych
os6b oraz specyfika organizaciji.

Osoba petnigca role zwigzang z zarzgdzaniem testami ponosi og6ing odpowiedzialno$¢ za proces testowy
i prace zespotu testowego oraz za kierowanie przebiegiem czynno$ci testowych. Rola ta polega gtéwnie
na wykonywaniu czynnosci zwigzanych z planowaniem testéw, monitorowaniem testéw, nadzorem
testébworaz ukonczeniem testdow. Sposob wykonywania obowigzkéw wynikajgcych z roli zwigzanej
z zarzgdzaniem testami zalezy od kontekstu. Na przyklad wramach zwinnego wytwarzania
oprogramowania niektére z zadan zwigzanych z zarzgdzaniem testami moze wykonywa¢ zespot zwinny,
a zadania obejmujgce swoim zasiegiem kilka zespotéw lub catg organizacje mogg wykonywac¢ kierownicy
testéw spoza zespotu tworzgcego oprogramowanie.

Osoba petnigca role zwigzang z testowaniem ponosi ogoling odpowiedzialnosé za aspekty techniczne
testowania. Rola ta polega gtéwnie na podejmowaniu dziatah zwigzanych z analizg, projektowaniem,
implementacjg i wykonywaniem testow.

W zalezno$ci od etapu prac powyzsze role mogg petni¢ rézne osoby — na przyktad role zwigzang
z zarzadzaniem testami moze petni¢ lider zespotu, kierownik testéw, kierownik zespotu tworzgcego
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oprogramowanie itd. Ponadto ta sama osoba moze petni¢ jednoczesnie role zwigzang z testowaniem i role
zwigzang z zarzadzaniem testami.

1.5. Niezbedne umiejetnosci i dobre praktyki w dziedzinie testowania

Umiejetnos¢ to zdolnos¢ do prawidtowego wykonywania okreslonej czynno$ci wynikajagca z wiedzy,
praktyki i osobistych uzdolnien. Aby méc wiasciwie wykonywac swojg prace, dobry tester musi posiadac
pewne niezbedne umiejetnosci, takie jak umiejetnos¢ sprawnej pracy w zespole czy wykonywania testow
na réznych poziomach niezaleznosci.

1.5.1.  Ogodlne umiejetnosci wymagane w zwigzku z testowaniem
W przypadku testerow szczegolnie istotne sg nastepujgce umiejetnosci o charakterze ogélnym:

e wiedza w dziedzinie testowania (umozliwiajgca zwiekszanie skutecznosci testowania np. poprzez
zastosowanie technik testowania);

e starannos$¢, ostroznosé, ciekawosc¢, dbatos¢é o szczegoty i metodycznos¢ (niezbedne do
identyfikowania defektéw, zwlaszcza defektdw trudnych do wykrycia);

e umiejetnosci komunikacyjne oraz umiejetnos¢ aktywnego stuchania ipracy w zespole
(pozwalajace sprawnie komunikowac sie ze wszystkimi interesariuszami, w zrozumialy sposob
przekazywac informacje innym osobom oraz zgtasza¢ i omawiac defekty);

e umiejetnos¢ analitycznego i krytycznego myslenia oraz kreatywnos$¢ (umozliwiajgce zwiekszanie
skuteczno$ci testowania);

e wiedza techniczna (pozwalajgca zwiekszy¢ efektywnos$é testowania np. poprzez korzystanie
z odpowiednich narzedzi testowych);

e wiedza merytoryczna (pozwalajgca zrozumie¢ uzytkownikdéw i przedstawicieli jednostek
biznesowych oraz sprawnie sie z nimi porozumiewac).

Z uwagi na specyfike pracy testera istotnym problemem moze by¢ powszechna u ludzi skionnos¢ do
obwiniania osoby przynoszgcej zte wiadomosci, dlatego tak wazne sg w tym przypadku umiejetnosci
komunikacyjne. Informowanie o wynikach testow moze by¢ odbierane jako krytyka produktu i jego autora,
a zjawisko psychologiczne zwane efektem potwierdzenia (ang. confirmation bias) moze utrudniaé
zaakceptowanie informacji sprzecznych z dotychczasowymi przekonaniami. Ponadto niektére osoby mogag
postrzegaé testowanie jako czynnos$¢ destrukcyjng, nawet jesli przyczynia sie ono wydatnie do powodzenia
projektu i podnoszenia jakosci produktow. Aby przetamaé ten stereotyp, nalezy przekazywac informacje
o defektach i awariach w sposdb jak najbardziej konstruktywny.

1.5.2. Podejscie ,caty zespot

Jedng z waznych umiejetnosci, jakg powinien dysponowac tester, jest umiejetnos¢ sprawnej pracy
zespotowej idziatania na rzecz realizacji celéw zespotu. Podejscie ,caty zespdt” (ang. whole-team
approach), ktére ma swoje poczatki w modelu programowania ekstremalnego (ang. eXtreme Programming
— XP) (patrz podrozdziat 2.1), opiera sie wtasnie na tej umiejetnosci.

W ramach podejscia ,caty zespdt” kazdy czionek zespotu, ktéry dysponuje niezbedng wiedzag
i umiejetnosciami, moze wykonywaé¢ dowolne zadania, a odpowiedzialno$¢ za jako$é spoczywa w rownym
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stopniu na wszystkich. Cztonkowie zespotu pracujg w tym samym obszarze roboczym (fizycznym lub
wirtualnym), poniewaz sprzyja to wymianie informacji i wspétdziataniu. Podejscie takie zwieksza dynamike
pracy zespotowej, usprawnia wymiane informacji i wspoétprace w zespole oraz tworzy efekt synergii,
poniewaz umozliwia wykorzystanie réznych kombinacji umiejetnosci na rzecz realizacji projektu.

Testerzy scisle wspétpracujg z innymi cztonkami zespotu, aby zagwarantowac¢ osiggniecie wymaganych
poziomow jakosci. Obejmuje to rowniez wspétprace z przedstawicielami jednostek biznesowych w celu
stworzenia odpowiednich testow akceptacyjnych oraz z programistami w celu uzgodnienia strategii testow
i podjecia decyzji co do sposobu automatyzacji testéw. W ten sposéb testerzy moga przekazywac wiedze
w dziedzinie testowania innym cztonkom zespotu oraz wptywaé na proces wytwarzania produktu.

Nalezy jednak pamieta¢, ze w pewnych sytuacjach zaangazowanie catego zespolu moze nie by¢
optymalnym rozwigzaniem. Dotyczy to na przyktad systemow krytycznych ze wzgledow bezpieczenstwa,
w przypadku ktérych moze by¢é wymagany wysoki poziom niezaleznosci testow.

1.5.3. Niezaleznosc¢ testowania

Pewien stopieh niezaleznosci czesto zwigksza skutecznos¢ wykrywania defektow, poniewaz dziatania
autora i testera mogag by¢ obarczone réznymi btedami poznawczymi (por. Salman 1995). Jednoczes$nie
jednak niezalezno$¢ nie zastepuje znajomosci produktu, a programisci mogg efektywnie wykrywac wiele
defektow w tworzonym przez siebie kodzie.

Produkty pracy mogg by¢ testowane przez autora (brak niezaleznosci), przez innych cztonkéw zespotu
autora (pewien stopien niezaleznosci), przez testerow spoza zespotu autora w obrebie danej organizacji
(wysoki poziom niezaleznosci) lub przez testeréw spoza organizacji (bardzo wysoki poziom niezalezno$ci).
W wiekszosci projektéw najlepiej sprawdza sie przeprowadzanie testéw na wielu poziomach niezaleznosci
(przyktadem moze by¢ sytuacja, w ktérej programisci wykonujg testowanie modutowe i testowanie
integracji modutéw, zespédt testowy wykonuje testowanie systemowe i testowanie integracji systemow,
a przedstawiciele jednostek biznesowych wykonujg testowanie akceptacyjne).

Gtéwng korzyscig wynikajgcg z niezaleznosci testowania jest prawdopodobienstwo wykrycia przez
niezaleznych testeréw innego rodzaju awarii i defektow niz te wykryte przez programistéw ze wzgledu na
rézne doswiadczenia, techniczne punkty widzenia i btedy poznawcze. Ponadto niezalezny tester moze
zweryfikowac¢, zakwestionowac lub obali¢ zatozenia przyjete przez interesariuszy na etapie specyfikowania
i implementacji systemu.

Nie wolno tez jednak zapomina¢ o pewnych wadach. Odizolowanie niezaleznych testeréw od zespotu
deweloperskiego moze prowadzi¢ do braku wspétpracy, probleméw z wymiang informacji, a nawet konfliktu
ztym zespotem. Sytuacja taka rodzi niebezpieczenstwo utraty przez programistéw poczucia
odpowiedzialnosci za jako$¢ oraz stwarza ryzyko, Zze niezalezni testerzy zostang potraktowani jako waskie
gardto i obarczeni wing za nieterminowe przekazanie produktu do eksploataciji.
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2. Testowanie w cyklu wytwarzania oprogramowania —
130 minut

Stowa kluczowe

poziom testéw, przedmiot testow, przesuniecie w lewo, testowanie akceptacyjne, testowanie
biatoskrzynkowe, testowanie czarnoskrzynkowe, testowanie funkcjonalne, testowanie integracji modutéw,
testowanie integracji systemoéw, testowanie integracyjne, testowanie modutowe, testowanie
niefunkcjonalne, testowanie pielegnacyjne, testowanie potwierdzajgce, testowanie regresji, przesuniecie w
lewo, testowanie systemowe, typ testéw

Cele nauczania w rozdziale 2:
2.1 Testowanie w kontekscie cyklu wytwarzania oprogramowania

FL-2.1.1 (K2) Kandydat wyjasnia wptyw wybranego modelu cyklu wytwarzania oprogramowania na
testowanie.

FL-2.1.2 (K1) Kandydat pamieta dobre praktyki testowania majgce zastosowanie do wszystkich modeli
cyklu wytwarzania oprogramowania.

FL-2.1.3 (K1) Kandydat podaje przyktady podej$¢ typu ,najpierw test” w kontekscie wytwarzania
oprogramowania.

FL-2.1.4  (K2) Kandydat podsumowuje, w jaki sposéb metodyka DevOps moze wplyng¢ na testowanie.
FL-2.1.5 (K2) Kandydat wyjasnia, na czym polega przesuniecie w lewo.

FL-2.1.6  (K2) Kandydat wyjasnia, w jaki sposéb retrospektywy moga postuzy¢ jako mechanizmy
doskonalenia procesow.

2.2 Poziomy testow i typy testow

FL-2.2.1 (K2) Kandydat rozréznia poszczegdine poziomy testow.

FL-2.2.2  (K2) Kandydat rozréznia poszczegdine typy testow.

FL-2.2.3  (K2) Kandydat odréznia testowanie potwierdzajgce od testowania regresii.
2.3 Testowanie pielegnacyjne

FL-2.3.1 (K2) Kandydat podsumowuje testowanie pielegnacyjne i zdarzenia je wyzwalajgce.
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2.1. Testowanie w kontekscie modelu cyklu wytwarzania oprogramowania

Model cyklu wytwarzania oprogramowania (ang. software development lifecycle — SDLC) stanowi
abstrakcyjne, ogélne odwzorowanie procesu wytwarzania oprogramowania. Model ten okresla wzajemne
relacje — zaréwno logiczne, jak ichronologiczne — miedzy poszczegdlnymi fazami wytwarzania
oprogramowania oraz rodzajami czynnosci wykonywanych w ramach tego procesu. Przyktadami modeli
cyklu wytwarzania oprogramowania sg miedzy innymi: sekwencyjne modele wytwarzania oprogramowania
(np. model kaskadowy - ang. waterfall - lub model V), iteracyjne modele wytwarzania oprogramowania (np.
model spiralny lub prototypowanie) oraz przyrostowe modele wytwarzania oprogramowania (np. model
Unified Process).

Niektére czynnosci wykonywane w ramach procesow wytwarzania oprogramowania mozna réwniez opisac
przy uzyciu bardziej szczegétowych metod wytwarzania oprogramowania i praktyk zwinnych. Przyktadami
sg miedzy innymi: wytwarzanie sterowane testami akceptacyjnymi (ang. acceptance test-driven
development — ATDD), wytwarzanie sterowane zachowaniem (ang. behavior-driven development —
BDD), projektowanie oparte na domenie (ang. domain-driven design — DDD), programowanie ekstremalne
(ang. eXtreme Programming — XP), wytwarzanie oparte na cechach (ang. feature-driven development —
FDD), Kanban, Lean IT, Scrum oraz wytwarzanie sterowane testami (ang. test-driven development —
TDD).

21.1.  Wptyw cyklu wytwarzania oprogramowania na testowanie

Warunkiem powodzenia procesu testowania jest dopasowanie go do przyjetego cyklu wytwarzania
oprogramowania. Wybér modelu cyklu wytwarzania oprogramowania wptywa na:

e zakres i czas wykonywania czynno$ci testowych (np. poziomy testow i typy testéw);
e szczegotowose testaliow;

e wybdr technik testowania i podejscia do testowania;

e zakres automatyzaciji testow;

e role i obowigzki testera.

W przypadku sekwencyjnych modeli wytwarzania oprogramowania w poczatkowych fazach procesu
testerzy uczestniczg zazwyczaj w przeglgdach wymagan, analizie testéw oraz projektowaniu testéw. Kod
wykonywalny powstaje zreguty w pézniejszych fazach, co w wiekszosci przypadkéw uniemozliwia
przeprowadzenie testowania dynamicznego na wczesnym etapie cyklu wytwarzania oprogramowania.

W niektérych iteracyjnych modelach wytwarzaniai przyrostowych modelach wytwarzania zaktada sie, ze
w wyniku kazdej iteracji powstaje dziatajgcy prototyp lub kolejna wersja przyrostowa produktu. Oznacza to,
ze w kazdej iteracji mozna wykonywac zaréwno testowanie statyczne, jak i testowanie dynamiczne na
wszystkich poziomach testow. Jednoczesnie czeste dostarczanie wersji przyrostowych wymaga szybkiego
przekazywania informacji zwrotnych i szeroko zakrojonego testowania regresji.

W przypadku zwinnego wytwarzania oprogramowania dopuszcza sie wprowadzanie zmian przez caty czas
trwania projektu. Ztego powodu w projektach zwinnych wskazane jest tworzenie uproszczonej
dokumentacji produktéw pracy i stosowanie na duzg skale automatyzacji testéw, co utatwia testowanie
regresji. Ponadto wiekszo$¢ testowania manualnego wykonuje sie zwykle przy uzyciu technik testowania
opartych na doswiadczeniu (patrz podrozdziat 4.4), ktére nie wymagajg wczesniejszego podjecia szeroko
zakrojonych dziatan zwigzanych z analizg i projektowaniem testéw.
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2.1.2. Model cyklu wytwarzania oprogramowania a dobre praktyki testowania

Ponizej wymieniono kilka dobrych praktyk testowania, ktére majg zastosowanie do kazdego modelu cyklu
wytwarzania oprogramowania:

e Do kazdej czynnosci zwigzanej z wytwarzaniem oprogramowania powinna byé przypisana
odpowiadajgca jej czynnos¢ testowa, tak aby wszystkie czynnosci zwigzane z wytwarzaniem
oprogramowania podlegaty kontroli jakosci.

e Poszczegodlnym poziomom testow (patrz sekcja 2.2.1) powinny odpowiadac konkretne i rozne cele
testow, co pozwoli zapewni¢ odpowiednio szeroki zakres testéw, aprzy tym unikngé
nadmiarowosci.

e Aby zapewni¢ zgodnos¢ z zasadg wczesnego testowania (patrz podrozdziat 1.3), analize
i projektowanie testow na potrzeby danego poziomu testéw nalezy rozpocza¢ w odpowiadajgce;j
temu poziomowi fazie cyklu wytwarzania oprogramowania.

e Testerzy powinni uczestniczy¢ w przegladach produktéw pracy natychmiast po udostepnieniu ich
wersji roboczych, tak aby wczesniejsze testowanie i wykrywanie defektéw pomagato w realizacji
przesuniecia w lewo (ang. shift left; patrz sekcja 2.1.5).

2.1.3. Testowanie jako czynnik okreslajgcy sposob wytwarzania
oprogramowania

Wytwarzanie sterowane testami (TDD), wytwarzanie sterowane testami akceptacyjnymi (ATDD)
i wytwarzanie sterowane zachowaniem (BDD) to podobne podejscia do wytwarzania oprogramowania,
w ramach ktorych testy traktuje sie jako czynnik okreslajgcy sposdb prowadzenia prac programistycznych.
Kazde z tych podejsc¢ realizuje zasade wczesnego testowania (patrz podrozdziat 1.3) i przesuniecie w lewo
(patrz sekcja 2.1.5), poniewaz testy sg definiowane przed rozpoczeciem pisania kodu. Ponadto podejscia
te umozliwiajg stosowanie iteracyjnego modelu wytwarzania. Ponizej przedstawiono najwazniejsze cechy
kazdego z nich:

Wytwarzanie sterowane testami (TDD):

e Zamiast rozbudowanych mechanizméw projektowania oprogramowania do okreslania sposobu
tworzenia kodu wykorzystywane sg przypadki testowe (Beck 2003).

e Najpierw pisane sg testy, a dopiero potem powstaje kod umozliwiajgcy ich pomysine przejscie.
Nastepnie testy i kod podlegaja refaktoryzaciji.

Wytwarzanie sterowane testami akceptacyjnymi (ATDD; patrz sekcja 4.5.3):

e Testy sg tworzone na podstawie kryteriow akceptacji w ramach procesu projektowania systemu
(Gartner 2011).

e Testy sg pisane przed wytworzeniem czesci aplikacji, ktéra ma je pomysinie przejsc.
Wytwarzanie sterowane zachowaniem (BDD):

e Pozadane zachowanie aplikacji wyraza sie w postaci przypadkéw testowych napisanych w prostej
formie jezyka naturalnego, ktéra jest zrozumiata dla interesariuszy — zwykle w formacie
Given/When/Then (Majgc/Kiedy/Wtedy) (Chelimsky 2010).
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e Nastepnie przypadki testowe powinny byé automatycznie przektadane na mozliwe do wykonania
testy.

W ramach wszystkich powyzszych podejs¢ testy moga zostaé zarejestrowane w postaci testow
automatycznych, co pozwala zapewni¢ nalezytg jakos¢ kodu w przypadku przysziej adaptacji lub
refaktoryzacji.

2.1.4. Metodyka DevOps a testowanie

DevOps to metodyka organizacyjna, ktérej celem jest uzyskanie efektu synergii poprzez ukierunkowanie
dziatan zwigzanych z wytwarzaniem oprogramowania (w tym z testowaniem) oraz dziatan zwigzanych
z jego eksploatacjg na realizacje szeregu wspdlnych celéw. Do wdrozenia tej metodyki niezbedna jest
zmiana kultury organizacyjnej polegajgca na wypetnieniu luki miedzy strukturami odpowiedzialnymi za
wytwarzanie (w tym testowanie) a strukturami odpowiedzialnymi za eksploatacje przy jednoczesnym
uznaniu, ze zadania realizowane przez te struktury sg rownie istotne. DevOps sprzyja wiekszej autonomii
zespotdw, szybszemu przekazywaniu informacji zwrotnych, Scislejszej integracji tancuchéw narzedzi oraz
stosowaniu praktyk technicznych takich jak ciggta integracja (ang. continuous integration — ClI) i ciggte
dostarczanie (ang. continuous delivery — CD). Dzieki temu zespoty mogg szybciej tworzy¢, testowac
i przekazywa¢ do eksploatacji wysokiej jakosci kod z wykorzystaniem potoku dostarczania DevOps (Kim
2016).

Z perspektywy testowania do korzysci ze stosowania metodyki DevOps mozna zaliczy¢:

e szybkie otrzymywanie informacji zwrotnych na temat jakosSci kodu oraz ewentualnego
niekorzystnego wptywu zmian na dotychczasowy kod;

e cigglg integracje, ktdra sprzyja przesunieciu w lewo w obszarze testowania (patrz sekcja 2.1.5)
poprzez zachecenie programistow do dostarczania wysokiej jakosci kodu sprawdzonego testami
modutowymi i analizg statyczna;

e promowanie zautomatyzowanych proceséw takich jak ciggta integracja i ciggte dostarczanie, ktére
utatwiajg tworzenie stabilnych srodowisk testowych;

e zwiekszenie widocznosci niefunkcjonalnych charakterystyk jakosciowych (np. wydajnosci lub
niezawodnosci);

e zmniejszenie zapotrzebowania na powtarzalne testowanie manualne dzieki automatyzaciji, jakg
zapewnia potok dostarczania;

e zmniejszenie ryzyka zwigzanego z regresjg z uwagi na skale i zasieg automatycznych testow
regres;ji.

Z zastosowaniem metodyki DevOps wigzg sie tez jednak pewne ryzyka i wyzwania, wsrdd ktérych mozna
wymienic:
e koniecznos¢ zdefiniowania i ustanowienia potoku dostarczania DevOps;
e koniecznos¢ wprowadzenia i utrzymywania narzedzi do ciagtej integraciji lub ciggtego dostarczania;
e koniecznos¢ przeznaczenia dodatkowych zasobow na automatyzacje testéw oraz trudnosci
zwigzane z wprowadzeniem i utrzymaniem mechanizméw automatyzac;i.
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Chociaz metodyka DevOps zaktada duzy udziat testéw automatycznych, nadal konieczne jest réwniez
testowanie manualne — zwtaszcza z perspektywy uzytkownika.

2.1.5. Przesuniecie w lewo (ang. shift left approach)

Zasada wczesnego testowania (patrz podrozdziat 1.3) jest niekiedy nazywana ,przesunieciem w lewo”,
poniewaz w my$l tej zasady testowanie odbywa sie na wczesniejszym etapie cyklu wytwarzania
oprogramowania. Przesuniecie w lewo sugeruje, ze testowanie powinno odbywac sie wczesniej (np. bez
czekania na implementacje kodu bgdz integracje modutdw), ale nie oznacza to, ze nalezy zaniedbywac
wykonywanie testéw na dalszych etapach cyklu zycia wytwarzania oprogramowania.

Ponizej przedstawiono kilka dobrych praktyk, ktére obrazujg, w jaki sposéb mozna wdrozy¢ przesuniecie
w lewo w testowaniu. Sg to miedzy innymi:

e dokonywanie przegladu specyfikacji z punktu widzenia testeréw (przeglad specyfikacji pozwala
czesto znalez¢ potencjalne defekty, takie jak niejasnosci, braki czy niespojnosci);

e pisanie przypadkéw testowych przed rozpoczeciem pisania kodu i uruchamianie kodu w jarzmie
testowym podczas implementacji;

e korzystanie z mechanizmu ciggtej integracji (a jeszcze lepiej — ciagtego dostarczania), poniewaz
mechanizm ten pozwala szybko uzyskiwa¢ informacje zwrotne i wykonywaé automatyczne testy
modutowe w odniesieniu do kodu zrédtowego przekazywanego do repozytorium kodu;

e przeprowadzanie analizy statycznej kodu zrédiowego przed rozpoczeciem testowania
dynamicznego lub w ramach zautomatyzowanego procesu;

e wykonywanie testowania niefunkcjonalnego juz od poziomu testéw modutowych wszedzie tam,
gdzie jest to mozliwe (jest to forma przesuniecia w lewo, poniewaz testy niefunkcjonalne sg czesto
wykonywane na pdzniejszych etapach cyklu wytwarzania oprogramowania, gdy jest juz dostepny
kompletny system wraz z reprezentatywnym srodowiskiem testowym).

Przesunigcie wlewo moze wymaga¢ dodatkowych szkolen, naktadow pracy ilub kosztow na
wczesniejszym etapie procesu, ale z zatozenia powinno to zosta¢ zrekompensowane przez zmniejszenie
naktadow pracy lub obnizenie kosztéw na pdzniejszych etapach.

W przypadku przesuniecia w lewo wazne jest przekonanie interesariuszy o zasadnosci takiego podejscia
i uzyskanie ich poparcia w tym zakresie.

2.1.6. Retrospektywy i doskonalenie procesow

Retrospektywy sg czesto organizowane po zakonczeniu projektu lub iteracji bgdZz osiggnieciu kamienia
milowego zwigzanego z przekazaniem do eksploatacji, ale w razie potrzeby mogg réwniez odbywac sie
w innych momentach. Termin i przebieg retrospektywy zalezy od przyjetego modelu cyklu wytwarzania
oprogramowania. Podczas tego rodzaju spotkan uczestnicy (nie tylko testerzy, ale réwniez np. programisci,
architekci, wtasciciel produktu czy analitycy biznesowi) omawiajg nastepujace kwestie:

e Jakie elementy zrealizowano pomysinie i co nalezy zachowac?

e Jakie dziatania zakonczyty sie niepowodzeniem i moga zosta¢ udoskonalone?

e W jaki sposob nalezy w przysziosci uwzglednié¢ powyzsze udoskonalenia i wykorzystaé pomysinie
zrealizowane elementy?
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Rezultaty nalezy udokumentowaé — zwykle robi sie to w ramach sumarycznego raportu z testéw (patrz
sekcja 5.3.2). Retrospektywy majg kluczowe znaczenie dla pomys$inej realizacji zasady ciggtego
doskonalenia, dlatego wazne jest zweryfikowanie, czy zalecane usprawnienia zostaty wprowadzone
w zycie.

Typowe korzysci z punktu widzenia testowania to miedzy innymi:

e zwiekszenie skutecznosci i efektywnosci testow (np. poprzez wprowadzenie w zycie sugestii
dotyczacych doskonalenia procesow);

e podniesienie jakosci testaliéw (np. w wyniku wspdélnego przegladu procesow testowych);

e zaciesnienie wiezi w zespole i wspdlne uczenie sie (np. dzieki mozliwosci zgtaszania problemdw
i proponowania usprawnien);

e podniesienie jakosci podstawy testow (np. dzieki mozliwosci identyfikowania i usuwania
niedociggnie¢ zwigzanych z jakoscig i zakresem wymagan);

e usprawnienie wspotpracy miedzy programistami a testerami (np. dzieki regularnemu weryfikowaniu
i optymalizowaniu zasad wspotpracy).

2.2.Poziomy testow i typy testow

Poziomy testéw to grupy czynnosci testowych, ktére organizuje sie i ktérymi zarzadza sie wspolnie. Kazdy
poziom testéw jest instancjg procesu testowego wykonywang w odniesieniu do oprogramowania w danej
fazie wytwarzania — od pojedynczych modutdw po kompletne systemy lub, jesli ma to zastosowanie
w danym przypadku, po systemy systemoéw.

Poziomy testéw sg powigzane zinnymi czynno$ciami wykonywanymi w ramach cyklu wytwarzania
oprogramowania. W sekwencyjnych modelach cyklu wytwarzania oprogramowania poziomy testéw czesto
definiuje sie w taki sposdb, aby kryteria wyjscia jednego poziomu byty elementem kryteriow wejscia
kolejnego poziomu, natomiast w niektérych modelach iteracyjnych zasada ta moze nie mie¢ zastosowania.
Czynnosci zwigzane z wytwarzaniem oprogramowania mogg obejmowaé wiele pozioméw testow,
a poziomy testéw mogg zachodzi¢ na siebie w czasie.

Typy testow to grupy czynnosci testowych zwigzanych z konkretnymi charakterystykami jakosciowymi, przy
czym wigkszos¢ z tych czynnosci mozna wykonywac na kazdym poziomie testow.

2.2.1. Poziomy testéw
W niniejszym sylabusie opisano pie¢ poziomow testow.

e Testowanie modutowe (zwane takze testowaniem jednostkowym lub testowaniem komponentéw)
skupia sie na oddzielnym testowaniu poszczegélnych modutéw. Czesto wymaga ono stosowania
okreslonych elementéw pomocniczych, takich jak jarzma testowe lub struktury do testéow
jednostkowych (ang. frameworks). Testowanie modutowe jest zwykle wykonywane przez
programistow w srodowiskach tworzenia oprogramowania.

e Testowanie integracji modutéw (zwane takze testowaniem potgczenia) skupia sie na interfejsach
i interakcjach miedzy modutami. Sposéb testowania integracji modutéw zalezy w duzej mierze od
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strategii integracji — moze to by¢ na przykiad strategia zstepujgca, strategia wstepujgca bgdz
strategia typu ,wielki wybuch” (ang. big bang).

e Testowanie systemowe skupia sie na ogélnym zachowaniu i mozliwosciach catego systemu lub
produktu. Czesto obejmuje réwniez kompleksowe testowanie funkcjonalne wszystkich zadan, jakie
system ten moze wykonywaé, oraz testowanie niefunkcjonalne charakterystyk jakosciowych.
W przypadku niektérych niefunkcjonalnych charakterystyk jakosciowych wskazane jest
przeprowadzanie testéw kompletnego systemu w reprezentatywnym sSrodowisku testowym (np.
testowanie uzytecznosci), ale mozna rowniez zastosowa¢ symulacje podsystemow. Testowanie
systemowe moze by¢ wykonywane przez niezalezny zespét testowy ijest powigzane ze
specyfikacjami systemu.

e Testowanie integracji systeméw skupia sie na interfejsach fgczacych system podlegajacy
testowaniu z innymi systemami oraz ustugami zewnetrznymi. Do testowania integracji systemow
niezbedne sg odpowiednie $rodowiska testowe — w miare mozliwosci zblizone do Srodowiska
produkcyjnego.

e Testowanie akceptacyjne skupia sie na przeprowadzeniu walidacji i wykazaniu, ze system jest
gotowy do wdrozenia (tzn. zaspokaja potrzeby biznesowe uzytkownika). W idealnych warunkach
testowanie akceptacyjne powinni przeprowadzac¢ docelowi uzytkownicy. Najwazniejsze formy
testowania akceptacyjnego to: testowanie akceptacyjne przez uzytkownika, operacyjne testy
akceptacyjne, testowanie akceptacyjne zgodnosci z umowg i testowanie akceptacyjne zgodnosci
z prawem, testowanie alfa oraz testowanie beta.

Podstawg rozroznienia miedzy poszczegélnymi poziomami testow (w celu unikniecia naktadania sie
czynnosci testowych) sg miedzy innymi nastepujgce atrybuty:

e przedmiot testéw;
e cele testow;

e podstawa testow;
o defekty i awarie;

e podejscie i odpowiedzialnosci.

2.2.2. Typy testow

Istnieje wiele typow testow, ktdre mozna stosowac w ramach projektéw. W niniejszym sylabusie oméwiono
cztery z nich.

Testowanie funkcjonalne polega na dokonaniu oceny funkgciji, ktére powinien realizowa¢ dany modut lub
system. Funkcje opisujg to, ,co” powinien robi¢ dany przedmiot testéw. Gidwnym celem testowania
funkcjonalnego jest sprawdzenie kompletnosci funkcjonalnej, poprawnosci funkcjonalnej oraz
adekwatnosci funkcjonalne;j.

Testowanie niefunkcjonalne ma na celu dokonanie oceny atrybutéw innych niz charakterystyki
funkcjonalne modutu lub systemu. Testowanie niefunkcjonalne pozwala sprawdzi¢ to, ,jak dobrze”
zachowuje sie dany system. Gtéwnym celem testowania niefunkcjonalnego jest sprawdzenie
niefunkcjonalnych charakterystyk jakosciowych..
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Standard ISO/IEC 25010 podaje nastepujaca klasyfikacje niefunkcjonalnych charakterystyk jakosciowych:
e wydajnos¢ dziatania;
e kompatybilnosé;
e uzytecznosc¢ (znana rowniez jako zdolno$¢ do interakcji);
e niezawodnosc¢;
e zabezpieczenia;
e utrzymywalnosg¢;
e przenaszalnos¢ (znana réwniez jako elastycznos¢);
e bezpieczenstwo.

W pewnych przypadkach wskazane jest rozpoczecie testowania niefunkcjonalnego na wczesnym etapie
cyklu wytwarzania (np. w ramach przegladéw oraz testowania modutowego lub systemowego). Podstawg
wielu testéw niefunkcjonalnych sg testy funkcjonalne — w praktyce wykorzystywane sg te same testy
funkcjonalne, ale celem jest sprawdzenie, czy podczas wykonywania danej funkcji spetniane sg wymogi
niefunkcjonalne (np. czy funkcja jest wykonywana w okreslonym czasie lub czy mozna jg przenie$¢ na
nowg platforme). Zbyt pézne wykrycie defektéw odnoszgcych sie do charakterystyk niefunkcjonalnych
moze by¢é bardzo duzym zagrozeniem dla powodzenia projektu. Do wykonania testowania
niefunkcjonalnego moze byé niekiedy niezbedne bardzo konkretne Srodowisko testowe, takie jak
laboratorium uzytecznosci w przypadku testowania uzytecznosci.

Testowanie czarnoskrzynkowe (patrz podrozdziat 4.2) opiera sie na specyfikacjach, a testy wyprowadza
sie na podstawie dokumentacji niezwigzanej z wewnetrzng strukturg przedmiotu testow. Gtéwnym celem
testowania czarnoskrzynkowego jest sprawdzenie zachowania systemu pod katem zgodnosci ze
specyfikacja.

Testowanie biatoskrzynkowe (patrz podrozdziat 4.3) ma charakter strukturalny, a testy wyprowadza sie
na podstawie implementacji lub struktury wewnetrznej danego systemu (np. kodu, architektury, przeptywéw
pracy iprzeptywéw danych). Gtownym celem testowania biatoskrzynkowego jest uzyskanie
akceptowalnego poziomu pokrycia testowego bazowej struktury systemu.

Wszystkie cztery typy testéw wymienione powyzej mozna stosowaé na wszystkich poziomach testow,
chociaz dziatania podejmowane na kazdym ztych poziomow beda inaczej ukierunkowane. Do
wyprowadzania warunkéw testowych i przypadkow testowych na potrzeby wszystkich wspomnianych
typow testdw mozna uzywacé réznych technik testowania.

2.2.3. Testowanie potwierdzajgce i testowanie regres;ji

W modutach lub systemach sg czesto wprowadzane zmiany majgce na celu rozszerzenie funkcjonalnosci
poprzez dodanie nowego elementu badz przywrécenie prawidtowej funkcjonalnosci poprzez usuniecie
defektu. Oznacza to, Zze proces testowania powinien réwniez obejmowaé testowanie potwierdzajgce
i testowanie regresiji.

wersja 4.0.1 Strona 35 z 91 07.05.2025

© International Software Testing Qualifications Board © Stowarzyszenie Jakosci Systemoéw Informatycznych



= = p /
Certyfikowany tester = [ = [t ‘
b S i INFORMATYCZNYCH IS;};&E

Poziom podstawowy Foundation Level

Testowanie potwierdzajgce ma na celu sprawdzenie, czy pierwotny defekt zostat pomysinie usuniety.
Zaleznie od poziomu ryzyka skorygowang wersje oprogramowania mozna przetestowaC¢ na kilka
sposobdéw, w tym poprzez:

e wykonanie wszystkich przypadkow testowych, ktore wczeéniej nie zostaty zaliczone z powodu defektu
lub

e dodanie nowych testow w celu pokrycia ewentualnych zmian, ktére byty niezbedne do usuniecia
defektu.

Jesli jednak przy usuwaniu defektéw brakuje czasu lub srodkéw finansowych, testowanie potwierdzajgce
mozna ograniczy¢ do wykonania krokéw testowych potrzebnych do odtworzenia awarii spowodowanej
defektem i sprawdzenia, czy tym razem ona nie wystepuje.

Testowanie regresji pozwala sprawdzi¢, czy wprowadzona zmiana (w tym takze poprawka, ktéra byta juz
przedmiotem testowania potwierdzajgcego) nie spowodowata negatywnych konsekwencji. Konsekwencje
takie mogg dotyczy¢é modutu, w ktérym wprowadzono zmianeg, innych modutéw tego samego systemu,
a nawet innych podtgczonych systeméw, w zwigzku z czym testowanie regresji moze wykracza¢ poza
przedmiot testdw i obejmowaé réwniez srodowisko, w ktérym sie on znajduje. Dlatego zalecane jest
wykonywanie w pierwszej kolejnosci analizy wptywu majacej na celu zoptymalizowanie zasiegu testowania
regresji, co pozwoli wskazaé elementy oprogramowania, na ktére bedzie mogta wptyng¢ wprowadzona
zmiana.

Zestawy testow regresji sg wykonywane wielokrotnie, a liczba zwigzanych z nimi przypadkow testowych
rosnie z kazdg iteracjg lub kazdg wersjg, w zwigzku z czym testowanie regresji Swietnie nadaje sie do
automatyzacji. Dlatego tez automatyzacje tego rodzaju testoéw nalezy rozpoczaé na poczgtkowym etapie
projektu. Automatyzacja testow regresji jest réwniez dobrg praktykg w przypadku korzystania
z mechanizmu ciggtej integracji — na przyktad w ramach metodyki DevOps (patrz sekcja 2.1.4). Zaleznie
od sytuacji, automatyzacja ta moze obejmowac testy regresji na ré6znych poziomach testow.

Testowanie potwierdzajgce i/lub testowanie regresji nalezy wykonywa¢ w odniesieniu do przedmiotu testéw
na wszystkich poziomach testow, na ktérych zostaty usuniete defekty i/lub wprowadzone zmiany.

2.3. Testowanie pielegnacyjne

Wyrdznia sie kilka kategorii testowania pielegnacyjnego. Pielegnacja moze obejmowac¢ miedzy innymi
dziatania naprawcze, dziatania wynikajgce z koniecznosci dostosowania oprogramowania do zmian
w srodowisku oraz dziatania majgce na celu zwiekszenie wydajnosci lub utrzymywalnosci (szczegétowe
informacje na ten temat zawiera standard ISO/IEC 14764). Tym samym testowanie pielegnacyjne moze
wynika¢ z wdrozenia oprogramowania lub przekazania go do eksploatacji zaréwno w sposoéb planowy, jak
i niezaplanowany — na przyktad w zwigzku z poprawkami doraznymi (ang. hot fix). Przed dokonaniem
zmiany mozna przeprowadzi¢ analize wplywu, aby ustali¢, czy zmiane te nalezy faktycznie wprowadzié
(z uwagi na potencjalne konsekwencje w innych obszarach systemu). Ponadto jesli dany system znajduje
sie w eksploatacji, testowanie zmian obejmuje zaréwno sprawdzenie, czy zmiana zostata wprowadzona
pomysinie, jak iwykrycie ewentualnych regresji w niezmienionych czesciach systemu (czyli zwykle
w wiekszosci jego obszaréw).

Na zakres testowania pielegnacyjnego wptywajg zwykle:

e poziom ryzyka zwigzanego ze zmiang;
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e wielkos¢ dotychczasowego systemu;
e wielkos¢ wprowadzonej zmiany.
Zdarzenia wywotujgce pielegnacije i testowanie pielegnacyjne mozna podzieli¢ na nastepujgce kategorie:

e Modyfikacje. Ta kategoria obejmuje miedzy innymi zaplanowane udoskonalenia (wprowadzane
w postaci nowych wersji oprogramowania), zmiany korekcyjne i poprawki dorazne.

e Uaktualnienia lub migracje srodowiska produkcyjnego. Ta kategoria obejmuje miedzy innymi
przejscie z jednej platformy na inng, co moze wigzac sie z koniecznos$ciag przeprowadzenia testéw
zwigzanych z nowym $rodowiskiem i zmienionym oprogramowaniem bagdz testéw konwersji
danych (w przypadku migracji danych z innej aplikacji do pielegnowanego systemu).

e Wycofanie. Ta kategoria dotyczy sytuaciji, w ktérej okres uzytkowania aplikacji dobiega konca.
W przypadku wycofywania systemu moze by¢ konieczne przetestowanie archiwizacji danych, jesli
zachodzi potrzeba ich przechowywania przez diuzszy czas. Ponadto jesli w okresie archiwizaciji
bedzie wymagany dostep do niektérych danych, moze by¢ konieczne przetestowanie procedur
przywracania i odtwarzania danych po archiwizacji.
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3. Testowanie statyczne — 80 minut

Stowa kluczowe

analiza statyczna, anomalia, inspekcja, przeglad, przeglad formalny, przeglad nieformalny, przeglad
techniczny, przejrzenie, testowanie dynamiczne, testowanie statyczne

Cele nauczania w rozdziale 3:
3.1 Podstawy testowania statycznego

FL-3.1.1 (K1) Kandydat rozpoznaje typy produktéow pracy, ktére moga by¢ badane przy uzyciu technik
testowania statycznego.

FL-3.1.2  (K2) Kandydat wyjasnia korzysci wynikajgce z testowania statycznego.
FL-3.1.3  (K2) Kandydat poréwnuje i zestawia ze sobg testowanie statyczne i testowanie dynamiczne.
3.2 Informacje zwrotne i proces przegladu

FL-3.2.1 (K1) Kandydat pamieta korzysci wynikajgce z wczesnego i czgstego otrzymywania informaciji
zwrotnych od interesariuszy.

FL-3.2.2 (K2) Kandydat podsumowuje czynnosci wykonywane w ramach procesu przegladu.

FL-3.2.3 (K1) Kandydat pamigta, jakie obowigzki sg przypisane do najwazniejszych rol w trakcie
wykonywania przeglgdow.

FL-3.2.4 (K2) Kandydat poréwnuje i zestawia ze sobg rézne typy przegladow.
FL-3.2.5 (K1) Kandydat pamieta, jakie czynniki decydujg o powodzeniu przegladu.
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3.1. Podstawy testowania statycznego

W przeciwiehstwie do testowania dynamicznego testowanie statyczne nie wymaga uruchamiania
testowanego oprogramowania. W testowaniu statycznym oceny kodu, specyfikacji proceséw, specyfikacji
architektury systemu i innych produktéw pracy dokonuje sie poprzez ich manualne zbadanie (np. w ramach
przegladu) lub poprzez zastosowanie odpowiedniego narzedzia (np. w ramach analizy statycznej). Wérod
celow testowania statycznego mozna wymienié¢ podnoszenie jakosci, wykrywanie defektéw oraz ocenianie
charakterystyk takich jak czytelnos¢, kompletnosé, poprawnosé, testowalnos¢ czy spéjnosc. Testowanie
statyczne mozna stosowac zaréwno w przypadku weryfikacji, jak i w przypadku walidaciji.

Testerzy, przedstawiciele jednostek biznesowych (wtasciciele produktu, analitycy biznesowi, itp.)
i programisci wspoipracuja ze sobg podczas sesji mapowania przyktadéw (ang. example mapping),
wspolnego pisania historyjek uzytkownika i doprecyzowywania backlogu (ang. backlog refinement
sessions), dbajac oto, aby historyjki uzytkownika izwigzane z nimi produkty pracy byty zgodne
z okreslonymi kryteriami — na przyktad z definicjg gotowosci (ang. Definition of Ready, patrz sekcja 5.1.3).
Moga oni przy tym korzystaé z technik przegladu, aby zyskaé pewno$¢, ze tworzone historyjki uzytkownika
sg kompletne izrozumiate oraz zawierajg testowalne kryteria akceptacji. Zadajgc wiasciwe pytania,
testerzy moga rowniez badaé, kwestionowac i udoskonala¢ proponowane historyjki uzytkownika.

Analiza statyczna pozwala rozpoznaé problemy przed rozpoczeciem testowania dynamicznego, a przy tym
jest czesto mniej pracochtonna, poniewaz nie wymaga tworzenia przypadkéw testowych i odbywa sie
zwykle z wykorzystaniem narzedzi (patrz rozdziat 6). Czesto jest tez elementem mechanizmoéw ciagtej
integracji (patrz sekcja 2.1.4). Chociaz gtéwnym zastosowaniem analizy statycznej jest wykrywanie
konkretnych defektéw kodu, metoda ta moze réwniez stuzy¢ do oceny utrzymywalnosci i poziomu
zabezpieczenia systemu. Przyktadami narzedzi do analizy statycznej sg rowniez narzedzia do sprawdzania
pisowni i czytelnosci.

3.1.1.  Produkty pracy badane metodg testowania statycznego

Przy uzyciu technik testowania statycznego mozna zbada¢ niemal wszystkie produkty pracy, na przyktad:
dokumenty zawierajgce specyfikacje wymagan, kod zrédtowy, plany testow, przypadki testowe, pozycje
backlogu (ang. product backlog items), karty opisu testéw, dokumentacje projektu, umowy oraz modele.

Nalezy jednak pamietac, ze o ile przedmiotem przeglgdu moze by¢ dowolny produkt pracy, ktéry da sie
przeczytaé i zrozumieé, o tyle w przypadku analizy statycznej niezbedna jest struktura (np. modele, kod lub
tekst z formalng skfadnig), wzgledem ktérej mozna sprawdzi¢ badane produkty pracy.

Do produktow pracy, ktore nie nadajg sie do objecia testowaniem statycznym, nalezg miedzy innymi
produkty trudne do zinterpretowania przez cziowieka oraz produkty, ktdrych nie nalezy analizowac za
pomocg narzedzi (np. kod wykonywalny innych firm, ktérego nie wolno badac ze wzgledéw prawnych).

3.1.2. Korzysci wynikajgce z testowania statycznego

Testowanie statyczne pozwala wykry¢ defekty w najwczedniejszych fazach cyklu wytwarzania
oprogramowania, a tym samym realizuje zasade wczesnego testowania (patrz podrozdziat 1.3). Ponadto
metoda ta umozliwia identyfikowanie defektéw, ktoérych nie da sie wykry¢é podczas testowania
dynamicznego — takich jak nieosiggalny kod, niewtasciwie zaimplementowane wzorce projektowe czy
defekty w niewykonywalnych produktach pracy.
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Testowanie statyczne umozliwia dokonywanie oceny jakosci produktéw pracy i budowanie zaufania do
nich. Weryfikujgc udokumentowane wymagania, interesariusze moga upewni¢ sie, ze opisujg one ich
rzeczywiste potrzeby. Ponadto — z uwagi na fakt, ze testowanie statyczne mozna wykonywaé we
wczesnych fazach cyklu wytwarzania oprogramowania — zaangazowani w ten proces interesariusze mogg
wypracowa¢ wspolny punkt widzenia. Inng wazng korzyscig jest usprawnienie wymiany informacji
pomiedzy interesariuszami. Ztego powodu zaleca sie, aby w proces testowania statycznego
zaangazowane byto mozliwie szerokie grono zainteresowanych oséb.

Chociaz przeprowadzanie przeglgdéw moze by¢ kosztowne, tgczne koszty projektu sg zwykle duzo nizsze
niz w przypadku rezygnacji z tego procesu, poniewaz dzigki przegladom zmniejsza sie czasochtonnos¢
i pracochionnos$¢ usuwania defektéw na pdzniejszych etapach projektu.

Analiza statyczna pozwala wykrywaé okreslone defekty kodu bardziej efektywnie niz testowanie
dynamiczne, co przekfada sie zwykle na zmniejszenie liczby tego rodzaju defektdéw oraz obnizenie tacznych
naktadow pracy zwigzanych z wytwarzaniem oprogramowania.

3.1.3. Rdznice miedzy testowaniem statycznym a dynamicznym

Testowanie statyczne i testowanie dynamiczne wzajemnie sig¢ uzupetniajg. Techniki te majg podobne cele,
takie jak wspomaganie wykrywania defektéw w produktach pracy (patrz sekcja 1.1.1), ale réznig sie pod
pewnymi wzgledami, ktére opisano ponizej.

e Zaréwno testowanie statyczne, jak i testowanie dynamiczne (z analizg awarii) moze prowadzi¢ do
wykrycia defektéw, jednak istnieja pewne rodzaje defekidw, ktére mozna wykry¢ tylko jedng
z powyzszych metod.

e Testowanie statyczne umozliwia bezposrednie wykrywanie defektéw, natomiast testowanie
dynamiczne powoduje wystepowanie awarii, ktére sg nastepnie analizowane w celu
zidentyfikowania zwigzanych z nimi defektow.

e Testowanie statyczne pozwala tatwiej wykry¢ defekty, ktdre znajdujg sie na rzadko wykonywanych
Sciezkach w kodzie lub w miejscach trudno dostepnych podczas testowania dynamicznego.

e Testowanie statyczne mozna stosowa¢ do niewykonywalnych produktéw pracy, a testowanie
dynamiczne — tylko do produktéw pracy wykonywalnych.

e Testowanie statyczne moze stuzy¢ do mierzenia charakterystyk jakosciowych, ktore nie sg zalezne
od wykonywania kodu (takich jak utrzymywalnosc¢), a testowanie dynamiczne — do mierzenia
charakterystyk jakosciowych zaleznych od wykonywania kodu (takich jak wydajnos¢).

Przyktadami typowych defektéw, ktoére sg tatwiejsze i/lub tansze do wykrycia przy zastosowaniu metody
testowania statycznego, sg miedzy innymi:

e defekty w wymaganiach (np. niespojnosci, niejednoznacznosci, sprzecznosci, przeoczenia,
niescistosci czy powtdrzenia);

o defekty w projekcie (np. nieefektywne struktury baz danych bgdz niewtasciwa modularyzacja);

e niektore typy defektéw w kodzie (np. zmienne z niezdefiniowanymi wartosciami, niezadeklarowane
zmienne, nieosiggalny lub wielokrotnie powtérzony kod bgdz kod o nadmiernej ztozonosci);
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e odchylenia od standardéw (np. brak zgodno$ci z konwencjami nazewnictwa okre$lonymi
w standardach tworzenia kodu);

e niepoprawne specyfikacje interfejséw (np. niezgodnos¢ liczby, typu lub kolejnosci parametréw);
e okreslone rodzaje stabych punktéw zabezpieczen (np. podatnos¢ na przepetnienie bufora);

e |uki lub niescistosci w pokryciu podstawy testéw (np. brak testéw odpowiadajgcych kryteriom
akceptacii).

3.2. Informacje zwrotne i proces przegladu

3.2.1. Korzysci wynikajgce z wczesnego i czestego otrzymywania informaciji
zwrotnych od interesariuszy

Przekazywane w odpowiednim czasie i z odpowiednig czestotliwoscig informacje zwrotne umozliwiajg
wczesne rozpoznawanie i sygnalizowanie potencjalnych probleméw z jakoscig. Je$li zaangazowanie
interesariuszy w trakcie cyklu wytwarzania oprogramowania jest niewielkie, wytwarzany produkt moze
okazac sie niezgodny z ich pierwotng lub obecng wizja. Niespetnienie oczekiwan interesariuszy moze mieé
powazne konsekwencje, takie jak koniecznos¢ wprowadzenia kosztownych poprawek, niedotrzymanie
termindw, przerzucanie sie odpowiedzialnoscig, a nawet niepowodzenie catego projektu.

Czeste przekazywanie przez interesariuszy informacji zwrotnych we wszystkich fazach cyklu wytwarzania
oprogramowania pozwala zapobiec ewentualnym nieporozumieniom w kwestii wymagan, a takze
umozliwia szybsze analizowanie i wprowadzanie ewentualnych zmian. Dzieki temu zespét tworzgcy
oprogramowanie dysponuje lepszg wiedzg na temat budowanego systemu, przez co moze skoncentrowaé
sie na dziataniach, ktére przynoszag interesariuszom najwieksze korzysci i pozwalajg najskuteczniej
tagodzi¢ zidentyfikowane ryzyka.

3.2.2. Czynnosci wykonywane w procesie przegladu

W standardzie ISO/IEC 20246 zdefiniowano ogdlny proces przegladu, ktéry wyznacza usystematyzowane,
a zarazem elastyczne ramy bedace podstawg do wypracowania szczegétowego procesu dostosowanego
do konkretnej sytuacji. Jesli wymagany przeglad ma charakter bardziej formalny, konieczne jest wykonanie
wiekszej liczby zadan opisanych w kontekscie poszczegdinych czynnosci.

Wiele produktéw pracy ma zbyt duze rozmiary, aby mozna je byto objg¢ pojedynczym przegladem. W takiej
sytuacji w celu przeanalizowania catego produktu pracy proces przeglagdu mozna przeprowadzié
wielokrotnie.

W procesie przeglgdu mozna wyrézni¢ nastepujgce czynnosci:

e Planowanie. W fazie planowania okresla sie zakres przegladu, w tym cel przegladu, produkt pracy
bedacy jego przedmiotem, oceniane charakterystyki jakosciowe, obszary wymagajgce szczegolnej
uwagi, kryteria wyjscia, informacje pomocnicze (takie jak standardy), naktad pracy oraz ramy
czasowe.

e Rozpoczecie przegladu. Na etapie rozpoczecia przegladu nalezy upewni¢ sie, ze wszystkie
zaangazowane osoby i wszystkie niezbedne elementy sg gotowe do jego wykonania. Nalezy
miedzy innymi sprawdzi¢, czy kazdy uczestnik ma dostep do produktu pracy bedacego
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przedmiotem przegladu, zna swojg role i swoje obowigzki oraz otrzymat wszystkie materiaty
niezbedne do przeprowadzenia przegladu.

Przeglad indywidualny. Kazdy przegladajgcy dokonuje przegladu indywidualnego, aby ocenié¢
jakos¢ produktu pracy bedacego przedmiotem przegladu oraz zidentyfikowaé ewentualne
anomalie, zalecenia i pytania, korzystajgc w tym celu z jednej lub kilku technik przegladu (takich
jak przeglad oparty na liscie kontrolnej czy przeglad oparty na scenariuszach). Dokfadniejsze
informacje na temat poszczegdlnych technik przeglgdu zawiera standard ISO/IEC 20246.
Przegladajacy odnotowujg wszystkie zidentyfikowane przez siebie anomalie, zalecenia i pytania.

Przekazanie informacji i analiza. Z uwagi na to, ze anomalie zidentyfikowane w trakcie przegladu
nie muszg by¢ defektami, konieczne jest przeanalizowanie i oméwienie kazdej z nich, a nastepnie
okreslenie jej statusu, wyznaczenie osoby odpowiedzialnej i wskazanie wymaganych dziatan.
Zwykle odbywa sie to w ramach spotkania zwigzanego z przegladem, podczas ktérego uczestnicy
podejmujg réwniez decyzje co do poziomu jakosci produktu pracy bedacego przedmiotem
przegladu oraz wymaganych dalszych dziatah. Moze sie rowniez okazaé, ze zakonczenie
podjetych dziatan bedzie wymagato zorganizowania kolejnego przegladu.

Usuniecie defektéw i raportowanie. W odniesieniu do kazdego defektu nalezy sporzadzi¢ raport
o defekcie, aby umozliwi¢ zweryfikowanie wykonania dziatarn naprawczych. Po spetnieniu kryteriow
wyjscia mozna dokonac¢ odbioru produktu pracy. Wyniki przegladu nalezy ujg¢ w raporcie.

3.2.3. Role i obowigzki w przeglagdach

W przeglgdach uczestniczg rézni interesariusze, ktorzy mogg peti¢ kilka réol. Ponizej omdéwiono
najwazniejsze role i zwigzane z nimi odpowiedzialnosci:

Kierownik — decyduje o tym, co ma by¢ przedmiotem przegladu, a takze udostepnia niezbedne
zasoby — w tym wyznacza pracownikow oraz okresla ramy czasowe przegladu.

Autor — tworzy produkt pracy bedacy przedmiotem przegladu i usuwa wystepujace w nim defekty.

Moderator (zwany takze facylitatorem) — dba o sprawny przebieg spotkan zwigzanych
z przegladem. Wystepuje w roli mediatora, zarzgdza czasem oraz zapewnia bezpieczne warunki,
w ktérych kazdy uczestnik przeglgdu moze swobodnie wyrazaé swoje zdanie.

Protokolant (zwany takze rejestrujgcym) — gromadzi informacje o anomaliach przekazane przez
przegladajgcych takie jak decyzje i nowe anomalie znalezione podczas spotkania przeglgdowego
i protokotuje informacje zwigzane z przegladem, w tym informacje o podjetych decyzjach oraz
o nowych anomaliach stwierdzonych w trakcie spotkania zwigzanego z przegladem.

Przegladajgcy — wykonuje przeglad. Role t¢ moze petni¢ osoba pracujgca przy projekcie, ekspert
merytoryczny lub dowolny inny interesariusz.

Lider przeglgdu — ponosi 0going odpowiedzialnosé za przeglad, w tym decyduje o tym, kto ma
wzigé udziat w przegladzie, oraz okresla miejsce i termin przeglgdu.

Oprdcz rél opisanych powyzej mogg rowniez wystepowac bardziej szczegétowe role opisane w standardzie
ISO/IEC 20246.
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3.24. Typy przegladdw

Istnieje wiele typéw przegladéw — od nieformalnych po formalne. Wymagany stopien sformalizowania
przegladu zalezy od takich czynnikéw jak: przyjety model cyklu wytwarzania oprogramowania, dojrzato$é
procesu wytwarzania oprogramowania, krytycznos¢ i ztozonos¢ produktu pracy bedgcego przedmiotem
przegladu, wymogi prawne czy koniecznos¢ prowadzenia sciezki audytu. Ten sam produkt pracy moze by¢
objety réznymi typami przegladéw, na przyktad najpierw przegladem nieformalnym, a nastepnie
przegladem bardziej sformalizowanym.

Wybdr wiasciwego typu przegladu ma zasadnicze znaczenie dla osiggniecia wymaganych celéw przegladu
(patrz sekcja 3.2.5). Wyboru tego dokonuje sie nie tylko na podstawie celow, ale réwniez na podstawie
czynnikéw takich jak: potrzeby projektu, dostepne zasoby, typ produktu pracy i zwigzane z nim ryzyka,
dziedzina biznesowa oraz kultura organizacyjna firmy.

Ponizej oméwiono kilka czesto stosowanych typéw przeglagdow:

e Przeglad nieformalny. Przeglady nieformalne nie przebiegajg zgodnie ze zdefiniowanym
procesem, a uzyskanych dzieki nim informacji nie trzeba formalnie dokumentowa¢. Gidwnym
celem jest wykrycie anomalii.

e Przejrzenie. Przejrzenie, ktére prowadzi autor, moze stuzyé wielu celom, takim jak: dokonanie
oceny jakosci produktu pracy i zwiekszenie zaufania do niego, edukowanie przegladajacych,
osiggniecie konsensusu, wygenerowanie nowych pomystéw, zmotywowanie autorow do
udoskonalania przysztych produktéw pracy i stworzenie im warunkéw do tego oraz wykrycie
anomalii. Przed rozpoczeciem przejrzenia przeglagdajagcy moga przeprowadzi¢ przeglad
indywidualny, ale nie jest to konieczne.

e Przeglad techniczny. Przeglad techniczny wykonujg przegladajgcy, ktorzy dysponujg
odpowiednimi kwalifikacjami technicznymi, a nad przebiegiem procesu czuwa moderator. Celem
przegladu technicznego jest nie tylko osiggniecie konsensusu i podjecie decyzji w sprawie
problemu technicznego, ale rowniez wykrycie anomalii, dokonanie oceny jakosci produktu pracy
i zwigkszenie zaufania do niego, wygenerowanie nowych pomystéw oraz zmotywowanie autorow
do wprowadzania udoskonalen i stworzenie im warunkéw do tego.

e Inspekcja. Inspekcja jest najbardziej formalnym typem przegladu, w zwigzku z czym odbywa sie
zgodnie z petnym ogdélinym procesem przegladu (patrz sekcja 3.2.2). Gtéwnym celem jest wykrycie
jak najwiekszej liczby anomalii, a pozostate cele to: dokonanie oceny jakosci produktu pracy
i zwiekszenie zaufania do niego oraz zmotywowanie autoréw do wprowadzania udoskonalen
i stworzenie im warunkéw do tego. Zbierane sg metryki wykorzystywane nastepnie do
udoskonalania cyklu wytwarzania oprogramowania (w tym procesu inspekcji). W ramach inspekgciji
autor nie moze by¢ liderem przegladu ani protokolantem.

3.2.5. Czynniki powodzenia zwigzane z przeglagdami

Mozna wyréznié¢ kilka czynnikéw, ktére decydujg o pomysinym przebiegu przegladu, w tym:

e okreslenie jednoznacznych celéw i mierzalnych kryteriow wyjscia (przy czym celem nie powinna
by¢ w zadnym razie ocena uczestnikow);

e wybdr odpowiedniego typu przegladu, ktéry pozwoli osiggng¢ zakladane cele oraz bedzie
odpowiedni do typu produktu pracy, uczestnikdw przegladu, potrzeb projektu i kontekstu;
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e przeprowadzanie przegladéw w odniesieniu do mniejszych partii materiatu, tak aby przeglgdajgcy
nie tracili koncentracji podczas przeglgdu indywidualnego i/lub spotkania zwigzanego
z przegladem (jesli jest organizowane);

e przekazywanie informacji zwrotnych z przegladdw interesariuszom i autorom, tak aby mogli oni
udoskonala¢ produkt i usprawnia¢ swoje dziatania (patrz sekcja 3.2.1);

e wyznaczenie uczestnikom wystarczajgcej ilosci czasu na przygotowanie sie do przegladu;
e uzyskanie wsparcia kierownictwa dla procesu przegladu;

e wigczenie przegladéw w kulture organizacyjng w celu stworzenia atmosfery sprzyjajacej
poszerzaniu wiedzy i doskonaleniu procesow;

e zapewnienie wszystkim uczestnikom nalezytego przeszkolenia niezbednego do prawidtowego
wykonywania wyznaczonych im rol;

e dbanie o sprawny przebieg spotkan.

wersja 4.0.1 Strona 44 z 91 07.05.2025

© International Software Testing Qualifications Board © Stowarzyszenie Jakosci Systemoéw Informatycznych



= = p /
Certyfikowany tester = [ = [t ‘
b S i INFORMATYCZNYCH IS;};&E

Poziom podstawowy Foundation Level

4. Analiza i projektowanie testow — 390 minut

Stowa kluczowe

analiza wartosci brzegowych, biatoskrzynkowa technika testowania, czarnoskrzynkowa technika
testowania, element pokrycia, kryteria akceptacji, podejscie do testowania oparte na wspétpracy, podziat
na klasy rownowaznosci, pokrycie, pokrycie gatezi, pokrycie instrukcji kodu, technika testowania oparta na
doswiadczeniu, technika testowania, testowanie eksploracyjne, testowanie przejs¢ pomiedzy stanami,
testowanie w oparciu o tablice decyzyjng, testowanie w oparciu o liste kontrolng, wytwarzanie sterowane
testami akceptacyjnymi, zgadywanie btedow

Cele nauczania w rozdziale 4:
4.1 Ogodlna charakterystyka technik testowania

FL-4.1.1 (K2) Kandydat rozréznia czarnoskrzynkowe techniki testowania, biatoskrzynkowe techniki
testowania oraz techniki testowania oparte na doswiadczeniu.

4.2 Czarnoskrzynkowe techniki testowania

FL-4.2.1 (K3) Kandydat uzywa techniki podziatu na klasy rownowaznosci, aby zaprojektowa¢ przypadki
testowe.

FL-4.2.2 (K3) Kandydat uzywa techniki analizy wartosci brzegowych, aby zaprojektowaé¢ przypadki
testowe.

FL-4.2.3 (K3) Kandydat uzywa techniki testowania w oparciu o tablice decyzyjng, aby zaprojektowaé
przypadki testowe.

FL-4.2.4  (K3) Kandydat uzywa techniki testowania przej$¢ pomiedzy stanami, aby zaprojektowaé
przypadki testowe.

4.3 Bialoskrzynkowe techniki testowania

FL-4.3.1 (K2) Kandydat wyjasnia pojecie testowanie instrukciji.

FL-4.3.2 (K2) Kandydat wyjasnia pojecie testowanie gatezi.

FL-4.3.3 (K2) Kandydat wyjasnia korzysci wynikajgce z testowania biatoskrzynkowego.
4.4 Techniki testowania oparte na doswiadczeniu

FL-4.4.1 (K2) Kandydat wyjasnia pojecie zgadywanie bteddéw.

FL-4.4.2 (K2) Kandydat wyjasnia pojecie testowanie eksploracyjne.

FL-4.4.3 (K2) Kandydat wyjasnia pojecie testowanie w oparciu o liste kontrolna.

4.5 Podejscia do testowania oparte na wspétpracy

FL-4.5.1 (K2) Kandydat wyjasnia, w jaki sposéb nalezy pisa¢ historyjki uzytkownika we wspotpracy
z programistami i przedstawicielami jednostek biznesowych.

FL-4.5.2 (K2) Kandydat klasyfikuje r6zne sposoby pisania kryteriow akceptaciji.
FL-4.5.3 (K3) Kandydat uzywa metody wytwarzania sterowanego testami akceptacyjnymi (ATDD), aby
zaprojektowac przypadki testowe.
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4.1. Ogdlna charakterystyka technik testowania

Techniki testowania pomagajg testerom w przeprowadzaniu analizy testow (ktéra odpowiada na pytanie
,CO nalezy przetestowac”) oraz w projektowaniu testow (ktére odpowiada na pytanie ,jak nalezy testowac”).
Za pomocg tego typu technik mozna systematycznie opracowac stosunkowo niewielki, ale wystarczajgcy
zbior przypadkow testowych. Ponadto techniki testowania utatwiajg definiowanie warunkéw testowych oraz
identyfikowanie elementéw pokrycia i danych testowych na etapie analizy i projektowania testéw. Wiecej
informacji na temat technik testowania iodpowiadajgcych im miar mozna znalez¢ w standardzie
ISO/IEC/IEEE 29119-4 oraz w (Beizer 1990, Craig 2002, Copeland 2004, Koomen 2006, Jorgensen 2014,
Ammann 2016, Forgacs 2019).

W niniejszym sylabusie techniki testowania podzielono na czarnoskrzynkowe, biatoskrzynkowe i oparte na
doswiadczeniu.

Czarnoskrzynkowe techniki testowania (zwane takze technikami opartymi na specyfikacji) bazujg na
analizie wyspecyfikowanego zachowania przedmiotu testdéw bez odwotywania sie do jego struktury
wewnetrznej. Oznacza to, ze przypadki testowe sg niezalezne od sposobu implementacji oprogramowania,
a co za tym idzie mogg by¢ nadal stosowane w przypadku zmiany implementaciji, ktéra nie pocigga za sobg
zmiany wymaganego zachowania.

Podstawg biatloskrzynkowych technik testowania (zwanych takze technikami opartymi na strukturze)
jest analiza struktury wewnetrznej przedmiotu testéw i wykonywanego w nim przetwarzania. Przypadki
testowe sg uzaleznione od sposobu, w jaki zaprojektowano dane oprogramowanie, w zwigzku z czym
mozna je tworzy¢ dopiero po zaprojektowaniu lub zaimplementowaniu przedmiotu testow.

Techniki testowania oparte na doswiadczeniu pozwalajg wykorzysta¢ wiedze i doswiadczenie testeréw
do projektowania i implementowania przypadkéw testowych. Skutecznos¢ tego rodzaju technik zalezy
w duzej mierze od umiejetnosci testera. Techniki oparte na doswiadczeniu pozwalajg wykrywaé defekty,
ktére fatwo jest przeoczyé w przypadku stosowania technik czarnoskrzynkowych i biatoskrzynkowych,
a tym samym znakomicie uzupetniajg powyzsze techniki.

4.2. Czarnoskrzynkowe techniki testowania

W kolejnych sekcjach omdéwione zostaty nastepujace powszechnie stosowane czarnoskrzynkowe techniki
testowania:

e podziat na klasy rownowazno$ci;
e analiza wartosci brzegowych;
e testowanie w oparciu o tablice decyzyjng;

e testowanie przejs¢ pomiedzy stanami.

4.2.1. Podziat na klasy rownowaznosci

Technika podziatu na klasy réwnowaznosci polega na dzieleniu danych na klasy (zwane klasami
réwnowaznosci) zgodnie z zatozeniem, ze kazda klasa bedzie zawierata elementy, ktére majg byc¢
przetwarzane przez przedmiot testow w ten sam sposoéb. U podstaw tej techniki lezy teoria, zgodnie z ktérg
jesli przypadek testowy stuzgcy do testowania jednej wartosci z klasy rownowaznosci wykryje defekt, to
defekt ten powinien réwniez zosta¢ wykryty przez przypadki testowe stuzgce do testowania kazdej innej
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wartosci nalezacej do tej samej klasy. Oznacza to, ze wystarczajgce jest utworzenie jednego testu
w odniesieniu do kazdej z klas.

Klasy réwnowaznosci mozna wyznaczac¢ w odniesieniu do wszelkich elementéw danych, ktére sg zwigzane
z przedmiotem testéw, takich jak: dane wejsciowe, dane wyjsciowe, elementy konfiguracji, wartosci
wewnetrzne, wartosci zalezne od czasu oraz parametry interfejsu. Klasy mogg by¢ ciaggte lub dyskretne,
uporzgdkowane lub nieuporzgdkowane oraz skonczone lub nieskonczone, nie mogg natomiast naktada¢
sie na siebie ani by¢ pustymi zbiorami.

W przypadku prostych elementow testowych podziat na klasy rownowaznosci nie sprawia zwykle trudno$ci,
ale w praktyce zrozumienie tego, jak dany obiekt testowy bedzie traktowac poszczegdlne wartosci, bywa
skomplikowane. Z tego powodu przy dokonywaniu podziatu nalezy zachowac¢ ostroznosé.

Klasa rownowaznos$ci zawierajgca poprawne wartosci jest nazywana poprawng klasg rownowaznosci,
a klasa zawierajgca wartosci niepoprawne — niepoprawng klasg réwnowaznosci. Definicje wartosci
poprawnych i niepoprawnych moga przy tym rézni¢ sie w zaleznosci od zespotu lub organizacji. Za wartosci
poprawne moga by¢ na przyktad uwazane takie, ktére powinny by¢ przetwarzane przez przedmiot testow,
lub takie, w przypadku ktérych sposéb przetwarzania okresla specyfikacja. Z kolei za wartosci niepoprawne
moga by¢ uznawane wartosci, ktére przedmiot testow powinien zignorowaé lub odrzuci¢, badz wartosci,
w odniesieniu do ktérych w specyfikaciji przedmiotu testéw nie zdefiniowano sposobu przetwarzania.

W przypadku podziatu na klasy réwnowaznosci elementami pokrycia sg klasy rownowaznosci. Warunkiem
uzyskania stuprocentowego pokrycia przy korzystaniu ztej techniki jest sprawdzenie za pomoca
przypadkow testowych wszystkich zidentyfikowanych klas (w tym klas niepoprawnych) poprzez pokrycie
kazdej klasy co najmniej raz. Pokrycie mierzy sie jako iloraz liczby klas sprawdzonych za pomocg co
najmniej jednego przypadku testowego przez tgczng liczbe zidentyfikowanych klas, a uzyskang warto$¢
wyraza sie w procentach.

W wielu elementach testowych wystepuje po kilka zbioréw klas (przyktadem mogg by¢ elementy testowe
majgce wiecej niz jeden parametr wejsciowy), co oznacza, ze przypadek testowy bedzie pokrywac klasy
nalezgce do kilku réznych zbioréw. Najprostszym kryterium pokrycia w przypadku wystepowania wielu
zbioréw klas jest pokrycie typu ,kazdy wybér” (ang. each choice) (Ammann 2016). Wymaga ono, aby
przypadki testowe sprawdzaly kazdg klase z kazdego zbioru klas co najmniej raz. Pokrycie to nie
uwzglednia kombinaciji klas.

4.2.2. Analiza wartosci brzegowych

Technika analizy warto$ci brzegowych polega na sprawdzaniu warto$ci brzegowych klas rownowaznosci,
w zwigzku z czym moze by¢ stosowana tylko w odniesieniu do klas uporzagdkowanych. Wartosciami
brzegowymi klasy rownowaznosci sg jej wartos¢ minimalna i maksymalna. W przypadku analizy wartosci
brzegowych zakfada sie, ze jesli dwa elementy nalezg do tej samej klasy, to wszystkie elementy lezgce
pomiedzy nimi rowniez muszg naleze¢ do tej klasy.

Opisywana technika skupia sie na wartosciach brzegowych klas ze wzgledu na wigksze
prawdopodobienstwo popetnienia przez programistow pomytek wiasnie w przypadku takich wartosci.
Typowe defekty wykrywane metodg analizy wartosci brzegowych znajdujg sie tam, gdzie
zaimplementowane wartosci brzegowe zostaty omytkowo umieszczone powyzej lub ponizej zamierzonego
potozenia lub catkowicie pominigte.
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W niniejszym sylabusie oméwiono dwa warianty analizy wartosci brzegowych: analize dwupunktowg
i analize trojpunktowa. Warianty te rdznig sie liczbg elementéw pokrycia przypadajgcych na kazdag
z wartosci brzegowych, ktére muszg zostac¢ sprawdzone w celu uzyskania stuprocentowego pokrycia.

W przypadku dwupunktowej analizy wartosci brzegowych (Craig 2002, Myers 2011) na kazdg wartosé
brzegowa przypadajg dwa elementy pokrycia: sama wartos¢ brzegowa oraz najblizsza jej warto$¢ nalezgca
do sgsiedniej klasy réwnowaznosci. Warunkiem uzyskania stuprocentowego pokrycia przy korzystaniu
z dwupunktowej analizy wartosci brzegowych jest sprawdzenie za pomocg przypadkéw testowych
wszystkich elementdéw pokrycia, czyli wszystkich zidentyfikowanych warto$ci brzegowych. Pokrycie mierzy
sie jako iloraz liczby sprawdzonych wartosci brzegowych przez tgczng liczbe zidentyfikowanych wartosci
brzegowych, a uzyskang wartos¢ wyraza sie w procentach.

W przypadku tréjpunktowej analizy wartosci brzegowych (Koomen 2006, O’Regan 2019) na kazdg warto$¢
brzegowg przypadajg trzy elementy pokrycia: sama wartos¢ brzegowa oraz obie wartosci sgsiednie.
W zwigzku z tym w ramach tréjpunktowej analizy wartosci brzegowych niektére elementy pokrycia moga
nie by¢ wartosciami brzegowymi. Warunkiem uzyskania stuprocentowego pokrycia przy korzystaniu
z trojpunktowej analizy wartosci brzegowych jest sprawdzenie za pomocg przypadkow testowych
wszystkich elementéw pokrycia, czyli zidentyfikowanych wartosci brzegowych i ich wartosci sasiednich.
Pokrycie mierzy sie jako iloraz liczby sprawdzonych wartosci brzegowych i wartosci sgsiednich przez
taczng liczbe zidentyfikowanych wartosci brzegowych i ich wartosci sgsiednich, a uzyskang warto$¢ wyraza
sie w procentach.

Tréjpunktowa analiza warto$ci brzegowych jest bardziej rygorystyczna niz analiza dwupunktowa, poniewaz
pozwala wykry¢ defekty, ktére mozna przeoczy¢ w przypadku tej ostatniej. Na przyktad jesli decyzja ,,if (x
< 10) ...” zostanie btednie zaimplementowana jako ,if (x = 10) ...”, dane testowe uzyskane w ramach
dwupunktowej analizy wartosci brzegowych (x = 10, x = 11) moga nie pozwoli¢ na wykrycie defektu. Jesli
natomiast zostanie zastosowana wartos¢ x = 9 uzyskana w wyniku analizy tréjpunktowej, defekt
prawdopodobnie zostanie wykryty.

4.2.3. Testowanie w oparciu o tablice decyzyjng

Tablice decyzyjne stuzg do testowania implementacji wymagan systemowych, ktére okreslaja, w jaki
sposob rézne kombinacje warunkéw powodujg uzyskanie roznych wynikéw. Za pomocg tablic decyzyjnych
mozna sprawnie odzwierciedla¢ ztozone mechanizmy logiczne, takie jak reguty biznesowe.

Przy opracowywaniu tablic decyzyjnych okresla sie warunki i wynikajgce z nich akcje systemu, ktére tworzg
wiersze tablicy. Kazda kolumna odpowiada regule decyzyjnej, ktéra okresla unikatowg kombinacje
warunkéw wraz z powigzanymi akcjami. W ograniczonych tablicach decyzyjnych wszystkie wartosci
warunkow i akcji (z wyjatkiem warunkéw nieistotnych lub niemozliwych do spetnienia; patrz ponizej)
przedstawia sie jako wartosci logiczne (prawda/fatsz). Alternatywg dla powyzszego wariantu sg uogélnione
tablice decyzyjne, w ktérych niektére lub wszystkie warunki i akcje mogg réowniez przyjmowaé wiele
wartosci (takich jak przedziaty liczb, klasy réwnowaznosci czy wartosci dyskretne).

Notacja warunkéw jest nastepujgca: ,P” (prawda) oznacza, ze warunek zostat spetniony, ,F” (falsz)
oznacza, ze warunek nie zostat spetniony, ,—” oznacza, ze warto$¢ warunku nie ma znaczenia dla wyniku
akgji, a ,nd” (,nie dotyczy”) oznacza, ze warunek nie wystepuje w przypadku danej reguty. W przypadku
akcji ,X” oznacza, ze akcja powinna zosta¢ wykonana, a puste pole — ze nie powinna zosta¢ wykonana.
Moga by¢ rowniez stosowane inne notacje.
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Petna tablica decyzyjna zawiera tyle kolumn, ile jest niezbedne do pokrycia wszystkich kombinaciji
warunkéw. Tablice mozna uprosci¢ poprzez usuniecie kolumn zawierajgcych kombinacje warunkow, ktére
sg niemozliwe do spetnienia. Ponadto mozna jg zminimalizowa¢ poprzez scalenie kolumn, w ktérych czes¢
warunkéw nie ma wplywu na wynik, wjedng kolumne. Nalezy jednak zaznaczyé, ze algorytmy
minimalizowania tablic decyzyjnych nie sg przedmiotem niniejszego sylabusa.

W przypadku testowania w oparciu o tablice decyzyjng elementami pokrycia sg kolumny zawierajgce
mozliwe do spetnienia kombinacje warunkéw. Warunkiem uzyskania stuprocentowego pokrycia przy
korzystaniu z tej techniki jest sprawdzenie za pomoca przypadkéw testowych wszystkich powyzszych
kolumn. Pokrycie mierzy sie jako iloraz liczby sprawdzonych kolumn przez tgczng liczbe kolumn
zawierajgcych mozliwe do spetnienia warunki, a uzyskana wartos¢ jest wyrazona w procentach.

Zaletg testowania w oparciu o tablice decyzyjng jest systematyczne podejscie umozliwiajgce
zidentyfikowanie wszystkich kombinacji warunkéw, ktére w innym przypadku mogtyby zosta¢ przeoczone.
Ponadto metoda ta pomaga znalez¢ ewentualne luki lub sprzecznosci w wymaganiach. Jesli wystepuje
duza liczba warunkéw, sprawdzenie wszystkich regut decyzyjnych moze byé czasochtonne, poniewaz
liczba regut ro$nie wykfadniczo wraz z liczbg warunkow. W takim przypadku w celu zmniejszenia liczby
regut wymagajgcych sprawdzenia mozna zminimalizowa¢ tablice decyzyjng lub zastosowaé podejscie
oparte na ryzyku.

4.2.4. Testowanie przejs¢ pomiedzy stanami

Diagram standéw umozliwia modelowanie zachowania systemu poprzez zobrazowanie jego mozliwych
stanéw i poprawnych przejs¢ miedzy nimi. Przejscie jest inicjowane przez zdarzenie, ktére moze byc¢
dodatkowo kwalifikowane przez warunek dozoru. Przyjmuje sie, ze przejScia sg natychmiastowe i mogg
niekiedy powodowaé wykonanie przez oprogramowanie okre$lonej akcji. Typowa notacja stosowana do
oznaczania przejs¢ ma postac ,zdarzenie [warunek dozoru] / akcja”, przy czym warunki dozoru i akcje
mozna pomingg¢, jesli nie istniejg lub sg nieistotne z punktu widzenia testera.

Tablica stanéw jest modelem réwnowaznym diagramowi standéw. Jej wiersze odpowiadajg stanom,
a kolumny — zdarzeniom (wraz z ewentualnymi warunkami dozoru). Wpisy w tabeli (komorki) odpowiadajg
przejsciom i zawierajg informacje o stanie docelowym oraz o akcjach wynikajgcych z przejs¢ (jesli zostaty
zdefiniowane). W przeciwienstwie od diagramu stanoéw tablica standw wyraznie wskazuje niepoprawne
przejscia, ktorym odpowiadajg puste komorki.

Przypadek testowy oparty na diagramie stanéw lub tablicy stanéw jest zwykle wyrazany w postaci
sekwencji zdarzen, ktéra powoduje wykonanie sekwencji zmian stanu (oraz akcji, jesli sg wymagane).
Jeden przypadek testowy moze pokrywac (i zwykle pokrywa) kilka przejs¢ pomiedzy stanami.

Istnieje wiele kryteribw pokrycia, ktdre mozna wykorzysta¢ w testowaniu przej$¢ pomiedzy stanami.
W niniejszym sylabusie omdéwiono trzy z nich.

W przypadku pokrycia wszystkich stanéw elementami pokrycia sg wtasnie stany. Warunkiem uzyskania
stuprocentowego pokrycia wszystkich stanéw jest przejscie za pomocg przypadkow testowych przez
wszystkie istniejgce stany. Pokrycie mierzy sie jako iloraz liczby wykonanych stanéw przez fgczng liczbe
standw, a uzyskana wartosc¢ jest wyrazona w procentach.

W przypadku pokrycia poprawnych przejs¢ (zwanego takze pokryciem O0-przetgczen) elementami
pokrycia sg pojedyncze poprawne przejscia. Warunkiem uzyskania stuprocentowego pokrycia poprawnych
przejs¢ jest wykonanie za pomocg przypadkéw testowych wszystkich poprawnych przejs¢. Pokrycie mierzy
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sie jako iloraz liczby wykonanych poprawnych przejsé przez tgczng liczbe poprawnych przejsé, a uzyskana
wartos¢ jest wyrazona w procentach.

W przypadku pokrycia wszystkich przejs¢ elementami pokrycia sg wszystkie przejscia wskazane
w tablicy stanéw. Warunkiem uzyskania stuprocentowego pokrycia wszystkich przejs¢ jest wykonanie za
pomocg przypadkéw testowych wszystkich poprawnych przejs¢ oraz podjecie préby wykonania
niepoprawnych przej$¢. Testowanie tylko jednego niepoprawnego przejscia w jednym przypadku testowym
pozwala unikng¢ maskowania defektéw, czyli sytuacji, w ktdrej jeden defekt uniemozliwia wykrycie innego
defektu. Pokrycie mierzy sie jako iloraz liczby poprawnych i niepoprawnych przejsé, ktére zostaty wykonane
lub w przypadku ktérych podjeto prébe wykonania za pomocg przypadkow testowych przez tgczng liczbe
poprawnych i niepoprawnych przejs¢, a uzyskana wartos¢ jest wyrazona w procentach.

Pokrycie wszystkich standéw jest stabszym kryterium niz pokrycie poprawnych przejs¢, poniewaz mozna je
zwykle osiggng¢ bez wykonania wszystkich przejs¢. Pokrycie poprawnych przejs¢ jest najczesciej
stosowanym kryterium pokrycia. Uzyskanie petnego pokrycia poprawnych przejs¢ gwarantuje petne
pokrycie wszystkich standw, a uzyskanie petnego pokrycia wszystkich przejs¢ gwarantuje zaréwno petne
pokrycie wszystkich stanow, jak i petne pokrycie poprawnych przejs¢, w zwigzku z czym powinno byc¢
wymogiem minimalnym w przypadku oprogramowania o newralgicznym znaczeniu dla dziatalnosci
przedsiebiorstwa, a takze oprogramowania krytycznego ze wzgledéw bezpieczenstwa.

4.3. Biatoskrzynkowe techniki testowania

Z uwagi na ich popularnos¢ i prostote w niniejszym podrozdziale skupiono sie na dwdch biatoskrzynkowych
technikach testowania zwigzanych z kodem. Sg to:

e testowanie instrukciji;
e testowanie gatezi.

Istniejg réwniez bardziej rygorystyczne techniki, ktérych uzywa sie w systemach krytycznych ze wzgledéw
bezpieczenstwa, w systemach o newralgicznym znaczeniu dla dziatalnosci przedsiebiorstwa oraz
w srodowiskach wymagajgcych wysokiego poziomu integralnosci w celu uzyskania petniejszego pokrycia
kodu. Istniejg takze biatoskrzynkowe techniki testowania uzywane na wyzszych poziomach testéw (np.
w ramach testowania API) lub korzystajgce z pokrycia niezwigzanego z kodem (np. pokrycia neuronéw
w testowaniu sieci neuronowych). Nie sg one jednak przedmiotem niniejszego sylabusa.

4.3.1. Testowanie instrukcji i pokrycie instrukcji kodu

W przypadku testowania instrukcji elementami pokrycia sg instrukcje wykonywalne. Technika ta stuzy do
projektowania przypadkéw testowych, ktdre sprawdzajg instrukcje w kodzie do momentu osiggniecia
akceptowalnego poziomu pokrycia. Pokrycie mierzy sie jako iloraz liczby instrukcji sprawdzonych za
pomocg przypadkéw testowych przez taczng liczbe instrukcji wykonywalnych w kodzie, a uzyskana
wartosc¢ jest wyrazona w procentach.

Uzyskanie stuprocentowego pokrycia instrukcji kodu gwarantuje, ze kazda instrukcja wykonywalna zostata
sprawdzona co najmniej raz. Oznacza to w szczegolnosci wykonanie kazdej instrukcji zawierajgcej defekt,
co moze spowodowac awarie potwierdzajgcg istnienie defektu. Nalezy jednak zaznaczy¢, ze sprawdzenie
instrukcji za pomoca przypadku testowego nie zawsze powoduje wykrycie defektu — istnieje na przyktad
ryzyko niewykrycia defektéw, ktére sg zalezne od danych (takich jak dzielenie przez zero, ktére powoduje
awarie tylko w przypadku nadania mianownikowi wartosci zerowej). Ponadto uzyskanie stuprocentowego
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pokrycia instrukcji kodu nie gwarantuje, ze zostata przetestowana cata logika decyzyjna, poniewaz testy
mogg na przyktad nie sprawdzac¢ wszystkich gatezi kodu (patrz sekcja 4.3.2).

4.3.2. Testowanie gatezi i pokrycie gatezi

Gataz reprezentuje przeptyw sterowania miedzy dwoma wierzchotkami w diagramie przeptywu sterowania
przedstawiajgcym mozliwe sekwencje wykonywania instrukcji kodu zrédtowego w przedmiocie testow.
Kazdy przeptyw sterowania moze odbywac sie albo bezwarunkowo (kod liniowy), albo warunkowo (wynik
decyzji).

W przypadku testowania gatezi elementami pokrycia sg gatezie, a celem jest zaprojektowanie przypadkow
testowych sprawdzajgcych gatezie kodu do momentu osiggniecia akceptowalnego poziomu pokrycia.
Pokrycie mierzy sie jako iloraz liczby gatezi sprawdzonych za pomocg co najmniej jednego przypadku
testowego przez taczng liczbe gatezi, a uzyskana warto$¢ jest wyrazona w procentach.

Uzyskanie stuprocentowego pokrycia gatezi oznacza, ze wszystkie galezie kodu — zaréwno
bezwarunkowe, jak i warunkowe — zostaty sprawdzone za pomocg przypadkow testowych. Gatezie
warunkowe zwykle odpowiadajg wynikowi ,prawda” lub ,fatsz” decyzji ,IF ... THEN”, wynikowi instrukc;ji
SWITCH/CASE badz decyzji o wyjsciu z petli lub dalszym wykonywaniu petli. Nalezy jednak zaznaczy¢, ze
sprawdzenie gatezi za pomocg przypadku testowego nie zawsze powoduje wykrycie defektu — istnieje na
przykfad ryzyko niewykrycia defektéw, ktére wymagajg wykonania konkretnej Sciezki w kodzie.

Pokrycie gatezi subsumuje pokrycie instrukcji kodu, co oznacza, ze kazdy zbiér przypadkéw testowych
osiggajgcy stuprocentowe pokrycie gatezi osigga rowniez stuprocentowe pokrycie instrukcji kodu (ale nie
odwrotnie).

4.3.3. Korzysci wynikajgce z testowania biatoskrzynkowego

Zasadniczg zaletg wszystkich technik biatoskrzynkowych jest fakt, ze podczas testowania uwzgledniana
jest cata implementacja oprogramowania, co utatwia wykrywanie defektéw nawet w przypadku, gdy
specyfikacja oprogramowania jest niejednoznaczna, nieaktualna lub niekompletna. Wadg jest z kolei fakt,
ze w przypadku niezaimplementowania w oprogramowaniu jednego lub kilku wymagan testowanie
biatoskrzynkowe moze nie wykry¢ spowodowanych tym defektéw w postaci pominie¢ (Watson 1996).

Techniki biatoskrzynkowe mogg by¢ stosowane w testowaniu statycznym (np. podczas probnych
przebiegdéw kodu - ang. dry runs). Sprawdzajg sie rowniez w przeglagdach kodu, ktéry nie jest jeszcze
gotowy do uruchomienia (Hetzel 1988), a takze pseudokodu oraz mechanizméw logicznych, ktére mozna
odwzorowac w postaci diagramu przeptywu sterowania.

Wykonanie jedynie testowania czarnoskrzynkowego nie pozwala zmierzy¢ faktycznego pokrycia kodu,
natomiast miary pokrycia stosowane w technikach biatoskrzynkowych zapewniajg obiektywny pomiar
pokrycia i dostarczajg niezbednych informacji umozliwiajgcych wygenerowanie dodatkowych testow w celu
jego zwiekszenia, co ostatecznie przektada sie na wzrost zaufania do kodu.
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4.4. Techniki testowania oparte na doswiadczeniu

W kolejnych sekcjach oméwiono nastepujgce powszechnie stosowane techniki testowania oparte na
doswiadczeniu:

e zgadywanie btedow;
e testowanie eksploracyjne;

e testowanie w oparciu o liste kontrolna.

44.1. Zgadywanie btedow

Zgadywanie btedéw to technika pozwalajgca przewidywac¢ wystgpienie btedow, defektéw i awarii na
podstawie wiedzy testera dotyczacej miedzy innymi:

e dotychczasowego dziatania aplikaciji;
e typowych btedow popetnianych przez programistow i typow wynikajgcych z nich defektdw;
e rodzajow awarii, ktére wystgpity w innych podobnych aplikacjach.

Zasadniczo btedy, defekty iawarie mogg by¢é zwigzane z: danymi wejSciowymi (np. nieprzyjecie
poprawnych danych wejsciowych bgdz btedne lub brakujgce parametry), danymi wyjsciowymi (np.
nieprawidtowy format lub nieprawidtowy rezultat), logika (np. brakujgce przypadki lub nieprawidtowy
operator), obliczeniami (np. niepoprawny argument operacji lub btedne obliczenie), interfejsami (np.
niezgodno$¢ parametréw lub typow) badz danymi (np. niepoprawne zainicjowanie lub niewtasciwy typ
danych).

Przyktadem metodycznego podej$cia do zgadywania btedéw sg ataki usterek. Technika ta wymaga od
testera stworzenia lub uzyskania listy potencjalnych btedow, defektéw i awarii, a nastepnie zaprojektowania
testébw pozwalajgcych zidentyfikowaé defekty zwigzane z btedami z listy, uwidoczni¢ defekty z listy badz
spowodowaé awarie z listy. Listy takie mozna opracowywaé na podstawie wtasnego doswiadczenia,
danych dotyczacych defektéw iawarii oraz powszechnej wiedzy na temat przyczyn awarii
oprogramowania.

Wiecej informacji na temat zgadywania btedéw i atakdw usterek zawierajg pozycje (Whittaker 2002,
Whittaker 2003, Andrews 2006).

4.4.2. Testowanie eksploracyjne

Testowanie eksploracyjne polega na réwnoczesnym projektowaniu, wykonywaniu i dokonywaniu oceny
testdw w czasie, gdy tester zapoznaje sie z przedmiotem testow. Proces ten dostarcza wiedzy na temat
przedmiotu testéw, atakze pozwala tworzy¢é ukierunkowane testy umozliwiajgce jego doktadniejsze
zbadanie oraz testy dotyczgce obszaréw dotychczas nieprzetestowanych.

Testowanie eksploracyjne jest czasami przeprowadzane metodg tzw. testowania w sesjach, ktéra pozwala
uporzgdkowac caty proces. W ramach testowania w sesjach testowanie eksploracyjne odbywa sie w $cisle
okreslonym przedziale czasu, a tester prowadzi testy zgodnie z kartg opisu testu (zawierajgca cele testow).
Po zakonczeniu sesji testowej zwykle odbywa sie spotkanie podsumowujace, ktérego elementem jest
dyskusja miedzy testerem a interesariuszami zainteresowanymi wynikami sesji testowej. W ramach tego
podejscia cele testéw mozna potraktowaé jako warunki testowe wysokiego poziomu. W trakcie sesji
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testowej identyfikuje sie isprawdza elementy pokrycia. Do dokumentowania wykonywanych krokéw
testowych i uzyskiwanych informac;ji stuzg arkusze sesiji testowych.

Testowanie eksploracyjne jest przydatne w przypadku niepetnych lub niewtasciwie sporzadzonych
specyfikacji badz w przypadku testowania pod presjg czasu. Ponadto moze by¢ uzupetnieniem innych,
bardziej formalnych technik testowania. Ws$réd czynnikow zwiekszajgcych skutecznos¢ testowania
eksploracyjnego mozna wymieni¢ doswiadczenie i wiedze merytoryczng testera oraz wysoki poziom
niezbednych umiejetnosci, takich jak umiejetnosé analizy, ciekawosé i kreatywnos¢ (patrz sekcja 1.5.1).

W ramach testowania eksploracyjnego mozna korzysta¢ takze z innych technik (np. techniki podziatu na
klasy rownowaznosci). Wiecej informacji na temat testowania eksploracyjnego mozna znalez¢ w (Kaner
1999, Whittaker 2009, Hendrickson 2013).

4.4.3. Testowanie w oparciu o liste kontrolng

W ramach testowania w oparciu o liste kontrolng testerzy projektujg, implementujg i wykonujg testy tak, aby
pokry¢ warunki testowe wymienione na liscie kontrolne;j. Listy kontrolne mozna opracowywac¢ na podstawie
wiasnego doswiadczenia, znajomosci oczekiwan uzytkownikow lub wiedzy na temat przyczyn i objawow
awarii oprogramowania. Nalezy jednak pamietac, ze nie powinny one zawiera¢ elementow, ktére mozna
sprawdzi¢ automatycznie, ktore lepiej jest wykorzystac jako kryteria wejscia lub kryterium wyjscia lub ktére
sg zbyt ogdlne (Brykczynski 1999).

Elementy listy kontrolnej sg czesto formutowane jako pytania, przy czym powinno by¢ mozliwe
bezposrednie sprawdzenie kazdego z nich z osobna. Elementy te mogg dotyczyé wymagan, wtasciwosci
interfejsu graficznego, charakterystyk jakosciowych lub innego rodzaju warunkéw testowych. Listy
kontrolne mozna tworzy¢ na potrzeby réznych typdéw testéw, w tym na potrzeby testowania funkcjonalnego
i niefunkcjonalnego, czego przyktadem jest 10 heurystyk w zakresie testowania uzytecznoéci (Nielsen
1994).

Z czasem niektdre pozycje listy kontrolnej mogg stopniowo traci¢ skutecznos¢, poniewaz programisci uczg
sie unika¢ popetniania tych samych pomytek. Ponadto moze by¢ konieczne dodanie nowych pozycji
odzwierciedlajgcych nowo wykryte defekty o duzej krytycznosci. Z powyzszych powodow listy kontrolne
powinny by¢ regularnie aktualizowane na podstawie analizy defektéw, jednak nalezy zachowac¢ ostroznosc,
aby nie staty sie one zbyt obszerne (Gawande 2009).

W sytuaciji, w ktorej brakuje szczegodtowych przypadkéw testowych, testowanie w oparciu o liste kontrolng
zapewnia niezbedne wytyczne i pozwala uzyskac pewien stopien spdjnosci testowania. Jedli listy kontrolne
majg charakter wysokopoziomowy, podczas faktycznego testowania moze wystepowaé pewna zmienno$¢
przektadajgca sie na wieksze pokrycie, ale kosztem mniejszej powtarzalnosci.

4.5. Podejscia do testowania oparte na wspotpracy

Kazda z wyzej wymienionych technik (patrz podrozdziaty 4.2, 4.3 i4.4) ma okreslony cel zwigzany
z wykrywaniem defektéw, natomiast podejscia oparte na wspotpracy koncentrujg sie rowniez na unikaniu
defektéw poprzez zapewnienie wspoitpracy i wymiany informaciji.
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4.5.1. Wspodlne pisanie historyjek uzytkownika

Historyjka uzytkownika reprezentuje ceche systemu wartosciowg dla uzytkownika bgdz nabywcy systemu
lub oprogramowania. W historyjkach uzytkownika wyréznia sie trzy kluczowe aspekty (Jeffries 2000)
nazywane tacznie ,3 C” od pierwszych liter ich angielskich nazw. S3 to:

e Kkarta (ang. card), czyli nosnik zawierajgcy opis historyjki uzytkownika (np. karta katalogowa badz
wpis w kartotece elektronicznej);

e rozmowa (ang. conversation), ktéra wyjasnia, w jaki sposob bedzie uzywane oprogramowanie
(w postaci udokumentowanej lub stownej);

e potwierdzenie (ang. confirmation), czyli kryteria akceptacji (patrz sekcja 4.5.2).

Najczesciej stosowany format historyjki uzytkownika ma posta¢ zdania ,Jako [rola] chce [zaktadany cel do
osiggniecia], abym mogt/mogia [wartos¢ biznesowa uzyskiwana w kontekscie danej roli]”, po ktérym
nastepujg kryteria akceptacii.

Podczas wspdlnego tworzenia historyjki uzytkownika mozna korzysta¢ z technik takich jak burza mézgow
czy tworzenie map mysli. Dzieki wspétpracy zespot moze wypracowac¢ wspolng wizje tego, co nalezy
dostarczy¢, z uwzglednieniem trzech punktdéw widzenia: biznesowego, programistycznego i testowego.

Dobre historyjki uzytkownika powinny by¢ niezalezne, negocjowalne, wartosciowe, mozliwe do
oszacowania, zwigzte i testowalne (ang. Independent, Negotiable, Valuable, Estimable, Small, Testable —
INVEST). Jesli interesariusz nie wie, jak nalezy przetestowaé dang historyjke uzytkownika, moze to
wskazywag, ze nie jest ona wystarczajgco jednoznaczna lub nie odzwierciedla kwestii istotnych dla tego
interesariusza. Nie mozna tez jednak wykluczy¢, Ze interesariusz po prostu potrzebuje pomocy
w testowaniu (Wake 2003).

4.5.2. Kryteria akceptaciji

Kryteria akceptacji zwigzane z historyjkg uzytkownika to warunki, jakie muszg zosta¢ spetnione, aby
implementacja tej historyjki zostata zaakceptowana przez interesariuszy. Z tej perspektywy kryteria
akceptacji mozna potraktowaé jako warunki testowe, ktérych spetnienie powinno zostaé sprawdzone
w trakcie testéw. Kryteria akceptacji powstajg zwykle w wyniku rozmowy (patrz sekcja 4.5.1).

Celem kryteriéw akceptacji jest:
e okreslenie zakresu historyjki uzytkownika;
e osiggniecie konsensusu wsrdd interesariuszy;
e opisanie pozytywnych i negatywnych scenariuszy;
e stworzenie podstawy do testowania akceptacyjnego historyjki uzytkownika (patrz sekcja 4.5.3);
e umozliwienie doktadnego planowania i szacowania.

Kryteria akceptacji zwigzane z historyjkg uzytkownika mozna pisa¢ na kilka sposobow. Dwa
najpopularniejsze formaty to:

e format ukierunkowany na scenariusze (np. format Given/When/Then stosowany w wytwarzaniu
sterowanym zachowaniem; patrz sekcja 2.1.3);
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e format ukierunkowany na reguly (np. lista weryfikacyjna w punktach lub przypisanie danych
wejsciowych do danych wyjsciowych w formie tabelarycznej).

Wiekszos¢ kryteriow akceptacji mozna udokumentowa¢ w jednym z dwéch powyzszych formatéw, ale
zespot moze rowniez skorzysta¢ z innego, niestandardowego formatu pod warunkiem, ze kryteria bedag
nalezycie zdefiniowane i jednoznaczne.

4.5.3. Wytwarzanie sterowane testami akceptacyjnymi (ATDD)

Wytwarzanie sterowane testami akceptacyjnymi to podejscie typu ,najpierw test” (patrz sekcja 2.1.3),
zgodnie z ktérym przypadki testowe tworzy sie przed zaimplementowaniem historyjki uzytkownika.
Tworzeniem przypadkow testowych zajmujg sie cztonkowie zespotu majacy rézne punkty widzenia, na
przykfad klienci, programisci i testerzy (Adzic 2009). Uzyskane w ten sposob przypadki testowe mogg by¢
nastepnie wykonywane manualnie lub automatycznie.

Pierwszym krokiem jest przeprowadzenie warsztatéw tworzenia specyfikacji, podczas ktérych czionkowie
zespotu analizuja, omawiajg i piszg historyjke uzytkownika oraz zwigzane z nig kryteria akceptac;ji (o ile nie
zostaly jeszcze zdefiniowane). W ramach tego procesu korygowane sg wszelkie braki, niejednoznacznosci
lub defekty wystepujgce w historyjce uzytkownika. Kolejnym krokiem jest stworzenie przypadkow
testowych, przy czym czynnosé ta moze by¢é wykonywana przez caly zespét lub indywidualnie przez
testera. Przypadki testowe sg tworzone w oparciu o kryteria akceptacji i mogg by¢ traktowane jako
przyktady sposobu dziatania oprogramowania. Dzieki temu zespdt moze poprawnie zaimplementowac
historyjke uzytkownika.

Z uwagi na to, ze przyktady i testy sg takie same, pojecia te bywajg czesto uzywane zamiennie. Podczas
projektowania testéw mozna stosowac techniki testowania opisane w podrozdziatach 4.2, 4.3 i 4.4.

Pierwsze przypadki testowe sg zreguly przypadkami pozytywnymi, co oznacza, ze majg na celu
potwierdzenie prawidtowego zachowania — bez wyjgtkow lub warunkéw btedéw — i odzwierciedlajg
sekwencje czynnosci wykonywang w sytuacji, w ktérej wszystko dziata zgodnie z oczekiwaniami. Po
wykonaniu pozytywnych przypadkéw testowych zespdt powinien przystgpi¢ do testowania negatywnego,
a na koniec powinien rowniez zadbac o pokrycie niefunkcjonalnych charakterystyk jakosciowych (takich jak
wydajnos¢ czy uzytecznosc). Przypadki testowe powinny by¢é wyrazone w sposob zrozumiaty dla
interesariuszy. Zazwyczaj zawierajg one zdania w jezyku naturalnym okreslajace niezbedne warunki
wstepne (jesli majg zastosowanie), dane wejsciowe oraz warunki wyjsciowe.

Przypadki testowe muszg pokrywaé wszystkie charakterystyki historyjki uzytkownika, ale nie powinny
wykraczac poza jej zakres, natomiast kryteria akceptacji mogg opisywaé szczegétowo niektdre kwestie
opisane w historyjce. Ponadto nalezy unikaé sytuacji, w ktérych dwa przypadki testowe opisujg te sama
charakterystyke historyjki uzytkownika.

Jesli przypadki testowe zostang zarejestrowane w formacie obstugiwanym przez strukture do testow
automatycznych, programisci mogg zautomatyzowaé ich wykonywanie poprzez opracowanie kodu
pomocniczego w trakcie implementowania funkcjonalnosci opisanej w historyjce uzytkownika. Testy
akceptacyjne stajg sie wéwczas wykonywalnymi wymaganiami.
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5. Zarzadzanie czynnosciami testowymi — 335 minut

Stowa kluczowe

analiza ryzyka, identyfikacja ryzyka, kontrola ryzyka, kryteria wej$cia, kryteria wyjscia, kwadranty testowe,
tagodzenie ryzyka, monitorowanie ryzyka, monitorowanie testéw, nadzér nad testami, ocena ryzyka,
piramida testéow, plan testow, planowanie testéw, podejscie do testowania, poziom ryzyka, raport
o defekcie, raport o postepie testéow, ryzyko, ryzyko produktowe, ryzyko projektowe, strategia
testow,sumaryczny raport
z testow, testowanie oparte na ryzyku, zarzadzanie defektami, zarzadzanie ryzykiem

Cele nauczania w rozdziale 5:
5.1 Planowanie testéow

FL-5.1.1 (K2) Kandydat omawia na przyktadach cel i tres¢ planu testow.

FL-5.1.2 (K1) Kandydat rozpoznaje, jaki jest wktad testera w planowanie iteracji i wydan.

FL-5.1.3  (K2) Kandydat poréwnuje i zestawia ze sobg kryteria wejscia i kryteria wyjscia.

FL-5.1.4  (K3) Kandydat oblicza pracochtonnos¢ testowania przy uzyciu technik szacowania.

FL-5.1.5 (K3) Kandydat stosuje priorytetyzacje przypadkéw testowych.

FL-5.1.6 (K1) Kandydat pamigta pojecia zwigzane z piramida testéw.

FL-5.1.7 (K2) Kandydat podsumowuje kwadranty testowe oraz ich relacje do pozioméw testéw i typow
testéw.

5.2 Zarzadzanie ryzykiem

FL-5.2.1 (K1) Kandydat okresla poziom ryzyka na podstawie prawdopodobienstwa ryzyka i wptywu
ryzyka.

FL-5.2.2  (K2) Kandydat rozréznia ryzyka projektowe i produktowe.

FL-5.2.3 (K2) Kandydat wyjasnia potencjalny wptyw analizy ryzyka produktowego na starannosc
i zakres testow.

FL-5.2.4  (K2) Kandydat wyjasnia, jakie srodki mozna podjgé w odpowiedzi na przeanalizowane ryzyka
produktowe.

5.3 Monitorowanie testow, nadzor nad testami i ukonczenie testow

FL-5.3.1 (K1) Kandydat pamieta metryki stosowane w odniesieniu do testowania.

FL-5.3.2 (K2) Kandydat podsumowuje cele i tre$¢ raportéw z testéw oraz wskazuje ich odbiorcéw.
FL-5.3.3  (K2) Kandydat omawia na przyktadach sposdb przekazywania informacji o statusie testowania.
5.4 Zarzadzanie konfiguracja

FL-5.4.1 (K2) Kandydat podsumowuje, w jaki sposdb zarzgdzanie konfiguracjg wspomaga testowanie.
5.5 Zarzadzanie defektami

FL-5.5.1 (K3) Kandydat sporzadza raport o defekcie.
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5.1. Planowanie testow

5.1.1. Celitresc planu testow
W planie testow opisuje sie cele, zasoby i procesy zwigzane z projektem testowania. Plan testéw:
e pozwala udokumentowaé sposob i harmonogram osiggania celow testow;
e pomaga zagwarantowac, ze wykonywane czynnos$ci testowe spetnig ustalone kryteria;
e stuzy do wymiany informacji z cztonkami zespotu i innymi interesariuszami;

e pozwala wykaza¢, ze testowanie bedzie odbywac sie zgodnie z dotychczasowg politykg testow
i strategig testéw (bgdz uzasadni¢ ewentualne odstepstwa od nich).

Planowanie testéw pozwala odpowiednio ukierunkowaé sposdb myslenia testeréw i zmusza ich do
stawienia czota przysztym wyzwaniom zwigzanym zryzykami, harmonogramami, relacjami
interpersonalnymi, narzedziami, kosztami, naktadami pracy itd. Proces przygotowywania planu testéw jest
dobrg okazjg do przemyslenia nakfadéw pracy, jakie bedg niezbedne do osiggniecia celéw projektu
testowania.

Typowe zagadnienia poruszane w planie testow to miedzy innymi:
e kontekst testowania (np. zakres, cele testowi podstawa testow);
e zatozenia i ograniczenia projektu testowania;

e interesariusze (np. role, obowigzki, istotno$¢ z punktu widzenia testowania, potrzeby w zakresie
rekrutacji i szkolen);

e wymiana informacji (np. formy i czestotliwo$¢é wymiany informacji, szablony dokumentow);
e rejestr ryzyk (np. ryzyk produktowych i projektowych);

e podejscie do testowania (np. poziomy testéw, typy testéw, techniki testowania, produkty pracy
zwigzane z testami, kryteria wejscia i wyjscia, niezaleznos$¢ testowania, gromadzone metryki,
wymagania dotyczgce danych testowych, wymagania dotyczace $rodowiska testowego,
odstepstwa od polityki testow i strategii testéw obowigzujacych w organizacji);

e budzet i harmonogram.

Doktadniejsze informacje na temat planu testéw i jego tresci zawiera standard ISO/IEC/IEEE 29119-3.

5.1.2. Whktad testera w planowanie iteracji i wydan

W iteracyjnych cyklach wytwarzania oprogramowania wystepujg zwykle dwa rodzaje planowania:
planowanie wydan i planowanie iteraciji.

Planowanie wydan odbywa sie w perspektywie wprowadzenia produktu do eksploatacji i obejmuje
definiowanie/redefiniowanie backlogu produktu, a w pewnych przypadkach réwniez doprecyzowanie
wiekszych historyjek uzytkownika poprzez podzielenie ich na szereg mniejszych historyjek. Opracowany
w ten sposéb plan jest tez podstawg podejscia do testowania i planu testow we wszystkich iteracjach.
Testerzy zaangazowani w planowanie wydan piszg testowalne historyjki uzytkownika i kryteria akceptacji
(patrz podrozdziat 4.5), uczestniczg w analizach ryzyka projektowego i produktowego (patrz
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podrozdziat 5.2), szacujg pracochtonnos¢ testowania zwigzanego z historyjkami uzytkownika (patrz
sekcja 5.1.4), ustalajg podejscie do testowania oraz planujg testowanie w zwigzku z danym wydaniem.

Planowanie iteracji odbywa sie z kolei w perspektywie zakonczenia pojedynczej iteracji produktu i dotyczy
backlogu tej iteracji. Testerzy zaangazowani w planowanie iteracji uczestniczg w szczegoétowej analizie
ryzyka zwigzanego z historyjkami uzytkownika, okreslajg testowalnosc¢ historyjek uzytkownika, dzielg
historyjki uzytkownika na zadania (w szczegdlnosci zadania testowe), szacujg pracochtonno$¢ wszystkich
zadan testowych oraz identyfikujg i doprecyzowujg aspekty funkcjonalne i niefunkcjonalne przedmiotu
testow.

5.1.3. Kryteria wejscia i kryteria wyjscia

Kryteria wejscia okreslajg warunki wstepne, ktére muszg zostaC spetnione przed rozpoczeciem danej
czynnosci. W przypadku niespetnienia kryteriow wejscia wykonanie tej czynnosci moze by¢ trudniejsze
oraz bardziej czasochtonne, kosztowne iryzykowne. Kryteria wyjscia okreslajg warunki, ktére musza
zostac¢ spetnione, aby mozna byto uzna¢ wykonywanie danej czynnosci za zakonczone. Kryteria wejscia
i kryteria wyjscia nalezy zdefiniowa¢ w odniesieniu do kazdego poziomu testow (kryteria te réznig sie
w zalezno$ci od celow testow).

Typowe kryteria wejscia to miedzy innymi: dostepnos¢ zasobdéw (takich jak pracownicy, narzedzia,
srodowiska, dane testowe, budzet i czas), dostepnos¢ testaliow (takich jak podstawa testéw, testowalne
wymagania, historyjki uzytkownika i przypadki testowe) oraz poczatkowy poziom jako$ci przedmiotu testow
(np. pomysine przejscie wszystkich testéw dymnych).

Typowe kryteria wyjscia to miedzy innymi: miary staranno$ci (np. osiggniety poziom pokrycia, liczba
nieusunietych defektow, gestosé defektow lub liczba niezaliczonych przypadkéw testowych) oraz binarne
kryteria ,tak/nie” (np. wykonanie zaplanowanych testéw, wykonanie testowania statycznego, zgtoszenie
wszystkich wykrytych defektow bgdz zautomatyzowanie wszystkich testow regresji).

Za poprawne kryterium wyjscia mozna takze uzna¢ przekroczenie terminu lub budzetu. Zakonczenie
testowania w takich okolicznosciach — nawet w przypadku niespetnienia innych kryteriow wyj$cia — moze
by¢ dopuszczalne, o ile interesariusze znajg i akceptujg ryzyko zwigzane z wydaniem systemu bez
dalszego testowania.

W modelu zwinnego wytwarzania oprogramowania kryteria wyjscia sg zwykle nazywane definicjg
ukonhczenia (ang. Definition of Done) i okreslajg obiektywne metryki, zgodnie z ktorymi zespét moze uznac
dany element za nadajgcy sie do przekazania do eksploatacji. Kryteria wejscia, ktére musi spetni¢ historyjka
uzytkownika, aby mozna byto rozpoczaé prace programistyczne i/lub czynno$ci zwigzane z testowaniem,
sg nazywane definicjg gotowosci (ang. Definition of Ready).

5.1.4. Techniki szacowania

Szacowanie pracochtonnosci testéw polega na przewidywaniu naktadéw pracy zwigzanych z testowaniem,
ktére sg niezbedne do osiggniecia celdw projektu testowania. Wazne jest przy tym uswiadomienie
interesariuszom, ze oszacowania dokonuje sie na podstawie szeregu zatozen, w zwigzku z czym jest ono
zawsze obarczone btedem szacowania. Oszacowania sg zwykle doktadniejsze w przypadku mniejszych
zadan, dlatego przy szacowaniu duzych zadah nalezy rozbi¢ takie zadania na szereg mniejszych
elementdw, co utatwia okreslenie przewidywanego naktadu pracy.

W niniejszym sylabusie opisano nastepujgce cztery techniki szacowania:
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Szacowanie na podstawie proporcji. W ramach tej techniki opartej na metrykach gromadzi sie dane
liczbowe z wczes$niejszych projektéw realizowanych w danej organizacji, co umozliwia ustalenie
.standardowych” proporcji wspoétczynnikbw w odniesieniu do podobnych projektéw. Wspétczynniki
opisujgce wiasne projekty danej organizacji (okreslone np. na podstawie danych historycznych) sg co do
zasady najlepszym zrédtem informacji na potrzeby procesu szacowania. W oparciu o powyzsze
wspoétczynniki standardowe mozna nastepnie oszacowaé pracochtonnosé nowego projektu. Na przyktad
jesli w poprzednim projekcie proporcja pracochtonnosci wytwarzania do testowania oprogramowania
wyniosta 3:2, a w biezgcym projekcie nakfady pracy na wytwarzanie majg wynies¢ 600 osobodni, to
pracochfonnos¢ testowania mozna oszacowac na poziomie 400 osobodni.

Ekstrapolacja. Podstawg tej techniki opartej na metrykach jest dokonywanie pomiaréw na jak
najwczesniejszym etapie biezgcego projektu w celu zebrania niezbednych danych. Po dokonaniu
wystarczajgcej liczby obserwacji pracochtonno$¢ pozostatych zadan mozna okreslic w przyblizeniu
poprzez ekstrapolacje dostepnych danych (zwykle z zastosowaniem modelu matematycznego). Metoda ta
doskonale sprawdza sie w iteracyjnych cyklach wytwarzania oprogramowania, w ktérych zesp6t moze na
przykiad ekstrapolowaé pracochtonnosc¢ testéw w nadchodzgcej iteracji poprzez wyciagniecie sredniej
z ostatnich trzech iteraciji.

Szerokopasmowa technika delficka. W przypadku tej iteracyjnej techniki eksperckiej eksperci dokonujg
oszacowanh na podstawie posiadanego doswiadczenia. Kazdy ekspert szacuje naktady pracy samodzielnie
(bez konsultacji z innymi). Nastepnie wyniki sg zbierane i analizowane pod katem wystepowania odchylen
wykraczajgcych poza uzgodnione granice, a w przypadku wystgpienia takich odchylen eksperci wspodlnie
omawiajg biezgce oszacowania. Nastepnie kazdy z ekspertéw jest proszony o przygotowanie (réwniez bez
konsultacji z innymi ekspertami) nowego oszacowania na podstawie otrzymanych informacji zwrotnych.
Proces ten jest powtarzany do momentu osiggniecia konsensusu. Wariantem szerokopasmowej techniki
delfickiej jest tzw. poker planistyczny — metoda powszechnie stosowana w zwinnym wytwarzaniu
oprogramowania. W ramach tej metody oszacowarh dokonuje sie zwykle przy uzyciu kart z liczbami
odpowiadajgcymi wielkosci naktadéw pracy.

Szacowanie tréjpunktowe. W przypadku tej techniki eksperckiej eksperci przygotowujg trzy oszacowania:
najbardziej optymistyczne (a), najbardziej prawdopodobne (m) i najbardziej pesymistyczne (b),
a ostateczna szacowana warto$¢ (E) jest ich $rednig wazong arytmetyczng. W najpopularniejszym
wariancie tej techniki przewidywany naktad pracy oblicza sie wedtug wzoru: E=(a+ 4 x m + b) / 6. Zaletag
tej techniki jest fakt, ze umozliwia ona ekspertom obliczenie btedu pomiaru: SD = (b — a) / 6. Na przyktad
jesli szacowane wartosci (w osobogodzinach) wynoszg a = 6, m = 9 i b = 18, to ostateczna szacowana
wartos¢ wynosi 1012 osobogodzin (tj. od 8 do 12 osobogodzin), poniewaz E = (6 + 4 x 9 + 18) / 6 = 10,
aSD=(18-6)/6 = 2.

Wiecej informacji na temat tych i wielu innych technik szacowania testow mozna znalez¢é w (Kan 2003,
Koomen 2006, Westfall 2009).

5.1.5. Ustalanie priorytetow przypadkéw testowych

Po opracowaniu specyfikacji przypadkow i procedur testowych oraz zgrupowaniu ich w zestawy testowe
mozna utworzy¢ na ich podstawie harmonogram wykonywania testow, ktéry okresla kolejnosc, w jakiej
majg by¢ uruchamiane. Przy ustalaniu priorytetow przypadkow testowych nalezy uwzgledni¢ rézne
czynniki. Ponizej opisano najczesciej stosowane strategie ustalania priorytetow przypadkow testowych.
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e Ustalanie priorytetow na podstawie ryzyka. W przypadku tej strategii o kolejnosci wykonywania
testdbw decydujg wyniki analizy ryzyka (patrz sekcja 5.2.3). Jako pierwsze wykonywane sa
przypadki testowe pokrywajgce najwazniejsze ryzyka.

e Ustalanie priorytetéw na podstawie pokrycia. W przypadku tej strategii kolejnos¢ wykonywania
testéw wynika z pokrycia (np. pokrycia instrukcji kodu). Jako pierwsze wykonywane sg przypadki
testowe pozwalajgce uzyskaé najwieksze pokrycie. W innym wariancie, zwanym ustalaniem
priorytetbw na podstawie dodatkowego pokrycia, jako pierwszy wykonywany jest przypadek
testowy zapewniajacy najwieksze pokrycie, a w nastepnej kolejnosci — przypadki zapewniajgce
najwieksze dodatkowe pokrycie.

e Ustalanie priorytetéw na podstawie wymagan. Zgodnie z tg strategig kolejnos¢ wykonywania
testow ustala sie na podstawie priorytetéw wymagan, ktére mozna powigza¢ z odpowiadajgcymi
im przypadkami testowymi. Priorytety wymagan okreslajg w tym przypadku interesariusze. Jako
pierwsze wykonywane sg przypadki testowe zwigzane z najwazniejszymi wymaganiami.

O ile jest to mozliwe, przypadki testowe powinny byé wykonywane w kolejnosci odpowiadajgcej poziomom
priorytetbw — na przyktad z wykorzystaniem jednej z wyzej wymienionych strategii ustalania priorytetéw.
Praktyka ta moze jednak nie mie¢ zastosowania, jesli przypadki testowe lub testowane przez nie cechy sg
uzaleznione od innych elementdw. Przyktadem moze by¢ sytuacja, gdy przypadek testowy o wyzszym
priorytecie jest uzalezniony od przypadku o nizszym priorytecie — wowczas nalezy w pierwszej kolejnosci
wykonaé przypadek o nizszym priorytecie.

Przy ustalaniu kolejnosci wykonywania testow nalezy réwniez wzig¢ pod uwage dostepnos$¢ zasobow.
Wynika to z faktu, ze niektére zasoby — takie jak niezbedne narzedzia lub srodowiska testowe badz
pracownicy — mogg by¢ dostepne tylko przez okreslony czas.

5.1.6. Piramida testow

Piramida testéw to model odzwierciedlajacy fakt, ze rézne testy mogg mie¢ ré6zng szczegdtowosé. Model
piramidy testéw pomaga zespotowi w automatyzowaniu testow i okreslaniu ich pracochtonnosci poprzez
wskazanie, ze rozne cele testdbw mozna osiggngc przy zastosowaniu réznych pozioméw automatyzacji.
Poszczegolne warstwy piramidy odpowiadajg grupom testéw — im wyzsza warstwa, tym nizszy poziom ich
izolacji i dtuzszy czas ich wykonywania. Testy umieszczone w najnizszej warstwie sg mate, odizolowane
i szybkie, a do tego sprawdzajg niewielkg cze$¢ funkcjonalnosci, w zwigzku z czym do uzyskania
nalezytego pokrycia potrzebna jest zwykle ich bardzo duza liczba. W najwyzszej warstwie znajdujg sie
z kolei ztozone i kompleksowe testy wysokiego poziomu. Ich wykonywanie zajmuje wiecej czasu niz
wykonywanie testow z nizszych warstw, a sprawdzany przez nie obszar funkcjonalnoéci jest szeroki, co
oznacza, ze do uzyskania nalezytego poziomu pokrycia wystarczy tylko kilka takich testéw. Liczba
i nazewnictwo warstw bywajg rézne. Na przyktad w pierwotnym modelu piramidy testéw (Cohn 2009)
zdefiniowano trzy warstwy: ,testy modutowe”, ,testy ustug” i jtesty interfejsu uzytkownika”, a w innym
popularnym modelu okreslono testy modutowe, testy integracyjne (testy integracji modutéw) i testy
kompleksowe (ang. end-to-end). Moga by¢ rowniez stosowane inne poziomy testéw (patrz sekcja 2.2.1).

5.1.7. Kwadranty testowe

Kwadranty testowe, ktére zdefiniowat jako pierwszy Brian Marick (Marick 2003, Crispin 2008), stuzg do
grupowania pozioméw testéw wraz z odpowiednimi typami testéw, czynnosciami, technikami testowania
i produktami pracy w kontekscie zwinnego wytwarzania oprogramowania. Model ten utatwia zarzgdzanie
testami poprzez wizualizowanie powyzszych elementéw — co zapewnia uwzglednienie wszystkich
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odpowiednich typéw i poziomow testow w cyklu wytwarzania oprogramowania — oraz uswiadamianie
testerom, ze niektore typy testow sg bardziej istotne niz inne na okreslonych poziomach testéw. Dodatkowg
zaletg jest mozliwos¢ rozrézniania i opisywania poszczegoélnych typéw testow na potrzeby wszystkich
interesariuszy, w tym programistéw, testerow i przedstawicieli jednostek biznesowych.

W opisywanym modelu testy mogg mie¢ cel biznesowy lub technologiczny oraz mogg stuzyé wspieraniu
zespotu (np. poprzez ukierunkowanie procesu wytwarzania oprogramowania) lub krytyce produktu (np.
poprzez mierzenie jego zachowania wzgledem oczekiwan). Wypadkowa tych dwéch aspektéw decyduje
0 przynaleznosci do jednego z czterech kwadrantow:

e Kwadrant Q1 (cel technologiczny, wspieranie zespotu) obejmuje testy modutowe i testy integracji
modutéw. Testy te powinny by¢ wykonywane automatycznie i objete procesem ciggtej integracji.

e Kwadrant Q2 (cel biznesowy, wspieranie zespotu) obejmuje testy funkcjonalne, przyktady, testy
oparte na historyjkach uzytkownika, prototypy doswiadczenia uzytkownika, testowanie API oraz
symulacje. Testy te sprawdzajq spetnienie kryteriow akceptacji i mogg by¢ wykonywane manualnie
lub automatycznie.

e Kwadrant Q3 (cel biznesowy, krytyka produktu) obejmuje testowanie eksploracyjne, testowanie
uzytecznosci itestowanie akceptacyjne przez uzytkownika. Testy te sg ukierunkowane na
uzytkownika i czesto wykonywane manualnie.

e Kwadrant Q4 (cel technologiczny, krytyka produktu) obejmuje testy dymne i testy niefunkcjonalne
(z wytgczeniem testéw uzytecznosci). Testy te sg czesto wykonywane automatycznie.

5.2. Zarzgdzanie ryzykiem

Organizacje majg do czynienia z wieloma czynnikami wewnetrznymi i zewnetrznymi, ktére wywotujg
niepewnosé co do tego, czy i kiedy zostang osiggniete zaktadane cele (ISO 31000). Zarzagdzanie ryzykiem
to proces, ktéry umozliwia organizacjom zwiekszanie prawdopodobienstwa osiggniecia celow
i podnoszenie jakosci produktow, a takze budowanie zaufania interesariuszy.

Najwazniejsze dziatania zwigzane z zarzgdzaniem ryzykiem to:

e analiza ryzyka (obejmujgca identyfikacje ryzyka i ocene ryzyka; patrz sekcja 5.2.3);

e kontrola ryzyka (obejmujgca tagodzenie ryzyka i monitorowanie ryzyka; patrz sekcja 5.2.4).
Podejscie do testowania, zgodnie z ktérym podstawg doboru czynnosci testowych i ustalania ich
priorytetdw oraz zarzgdzania nimi sg analiza ryzyka i kontrola ryzyka, jest nazywane testowaniem opartym
na ryzyku.

5.2.1. Definicja i atrybuty ryzyka

Ryzyko to potencjalne zdarzenie, niebezpieczenstwo, zagrozenie badz sytuacja, ktérego lub ktdrej
wystgpienie powoduje niekorzystny skutek. Do charakteryzowania ryzyka stuzg dwa parametry:

e prawdopodobienstwo ryzyka, czyli prawdopodobiehstwo wystgpienia danego ryzyka (wieksze niz
zero i mniejsze niz jeden);

e wpltyw ryzyka (szkoda), czyli konsekwencje wystgpienia danego ryzyka.
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Powyzsze dwa parametry wyrazajg poziom ryzyka, ktéry jest miarg wielkosci danego ryzyka: im wyzszy
poziom ryzyka, tym wazniejsze jest podjecie dziatan zaradczych.
5.2.2. Ryzyka projektowe i produktowe

W testowaniu oprogramowania istotne sg zasadniczo dwa typy ryzyk: ryzyka projektowe oraz ryzyka
produktowe.

Ryzyka projektowe sg zwigzane z zarzgdzaniem projektem i nadzorem nad jego realizacjg. Do ryzyk
projektowych naleza:

e problemy organizacyjne (np. opdznienia w dostawach produktéw pracy, niedoktadne oszacowania
lub ciecia finansowe);

e problemy kadrowe (np. niewystarczajgce umiejetnosci, konflikty, problemy z wymiang informaciji
lub braki kadrowe);

e problemy techniczne (np. nieplanowane rozszerzanie zakresu projektu lub niedostateczna obstuga
narzedzi);

e problemy =zwigzane =z dostawcami (np. niedostarczenie niezbednego elementu przez
zewnetrznego dostawce lub ogloszenie upadtosci przez firme $wiadczgcg ustugi wsparcia
technicznego).

Wystgpienie ryzyka projektowego moze mie¢ wptyw na harmonogram realizacji, budzet lub zakres projektu,
a tym samym na mozliwos¢ osiggniecia jego celéw.

Ryzyka produktowe sg zwigzane z charakterystykami jakosciowymi produktu (opisanymi np. w modelu
jakosci okreslonym przez standard ISO 25010). Przyktadami ryzyka produktowego moga by¢ nastepujace
problemy: brakujgce lub niewtadciwe elementy funkcjonalnosci, niepoprawne obliczenia, awarie podczas
wykonywania programu, niedopracowana architektura, nieefektywne algorytmy, zbyt diugi czas
odpowiedzi, niski poziom doswiadczenia uzytkownika (ang. User Experience — UX) lub podatnosci na
zagrozenia zabezpieczen. Wystgpienie ryzyka produktowego moze pociggaé za sobg caly szereg
negatywnych konsekwenciji, takich jak:

e niezadowolenie uzytkownikow;

e utrata przychoddéw, zaufania lub reputaciji;

e szkody wyrzgdzone stronom trzecim;

e wysokie koszty pielegnaciji i przecigzenie struktur wsparcia technicznego;
e odpowiedzialnos¢ karna;

e w skrajnych przypadkach — szkody materialne, uszczerbek na zdrowiu, a nawet Smierc.

5.2.3. Analiza ryzyka produktowego

Z perspektywy testowania celem analizy ryzyka produktowego jest uzyskanie wiedzy na temat tego rodzaju
ryzyka iwykorzystanie jej do ukierunkowania dziatan wykonywanych podczas testowania w sposob
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pozwalajgcy zminimalizowac¢ poziom ryzyka rezydualnego (resztkowego). Analize ryzyka produktowego
nalezy w miare mozliwosci rozpocza¢ na wczesnym etapie cyklu wytwarzania oprogramowania.

Analiza ryzyka produktowego obejmuje identyfikacje ryzyka i ocene ryzyka. Identyfikacja ryzyka polega na
wygenerowaniu wyczerpujacej listy ryzyk, przy czym interesariusze mogg identyfikowac¢ takie ryzyka za
pomocg réznych technik i narzedzi, takich jak burza mézgow, warsztaty, wywiady i diagramy przyczynowo-
skutkowe. Ocena ryzyka obejmuje zkolei sklasyfikowanie zidentyfikowanych ryzyk, ustalenie
prawdopodobienstwa, wptywu i poziomu ryzyka oraz ustalenie priorytetéw ryzyk izaproponowanie
sposobdw postepowania z nimi. Klasyfikacja ufatwia przypisanie odpowiednich dziatan zwigzanych
z tagodzeniem ryzyka, poniewaz ryzyka zaliczane do tej samej kategorii mozna zwykle tagodzi¢ podobnymi
sposobami.

Oceny ryzyka mozna dokona¢ metodg ilosciowg, jakosciowg bgdz mieszang. W przypadku podejscia
ilosciowego poziom ryzyka oblicza sie jako iloczyn prawdopodobiehstwa ryzyka i wptywu ryzyka, natomiast
podejscie jakosciowe przewiduje ustalanie poziomu ryzyka przy uzyciu macierzy ryzyka.

Analiza ryzyka produktowego moze mie¢ wptyw na starannos¢ i zakres testowania. Jej wyniki wykorzystuje
sie do:

e okreslenia zakresu wykonywanych testow;

e ustalenia konkretnych poziomow testow i zaproponowania typdéw testow, jakie majg zostac
wykonane;

e wskazania odpowiednich technik testowania i zaktadanego poziomu pokrycia;
e oszacowania pracochfonnosci testowania w odniesieniu do kazdego zadania;

e ustalenia priorytetow testowania w sposdb sprzyjajgcy jak najwczesniejszemu wykryciu defektéw
krytycznych;

e ustalenia, czy w celu zmniejszenia ryzyka nalezy wykona¢ dodatkowe czynno$ci (poza samym
testowaniem).

5.2.4. Kontrola ryzyka produktowego

Kontrola ryzyka produktowego obejmuje wszystkie srodki podejmowane w odpowiedzi na zidentyfikowane
i ocenione ryzyka produktowe. W ramach kontroli ryzyka produktowego wyréznia sie fagodzenie ryzyka
i monitorowanie ryzyka. Lagodzenie ryzyka polega na wykonywaniu dziatan zaproponowanych na etapie
oceny ryzyka w celu obnizenia jego poziomu, natomiast celem monitorowania ryzyka jest zapewnienie
skutecznoéci dziatan zwigzanych z fagodzeniem ryzyka, uzyskanie dalszych informacji pozwalajgcych
usprawnié¢ proces oceny ryzyka oraz zidentyfikowanie nowych ryzyk.

Po przeanalizowaniu danego ryzyka proces kontroli ryzyka produktowego przewiduje kilka wariantéw,
takich jak: tagodzenie ryzyka poprzez testowanie, akceptacja ryzyka, przeniesienie ryzyka oraz plany
awaryjne (Veenendaal 2012). Dziatania, ktére mozna podjaé w celu tagodzenia ryzyka produktowego
poprzez testowanie, obejmuja:

e wytypowanie testeréw dysponujgcych wiasciwym poziomem doswiadczenia i umiejetnosci —
adekwatnie do danego typu ryzyka;

e zapewnienie odpowiedniego poziomu niezaleznos$ci testowania;
e przeprowadzenie przegladdw i analizy statycznej;
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e zastosowanie odpowiednich technik testowania i poziomoéw pokrycia;

e zastosowanie odpowiednich typow testéw uwzgledniajgcych charakterystyki jakosciowe, ktdrych
dotyczy ryzyko;

e wykonanie testowania dynamicznego, w tym testowania regres;ji.

5.3. Monitorowanie testéw, nadzor nad testami i ukonczenie testow

Celem monitorowania testéw jest gromadzenie informacji na temat przebiegu procesu testowania.
Informacje te sg wykorzystywane do oceny postepu testow oraz do pomiaru spetnienia kryteriow wyjscia
lub wykonania zwigzanych z nimi zadan testowych (takich jak osiggniecie zaktadanego pokrycia ryzyk
produktowych, wymagan lub kryteriow akceptacji).

W ramach nadzoru nad testami informacje uzyskane w procesie monitorowania testéw sg wykorzystywane
do okreslenia (w formie dyrektyw nadzoru) niezbednych dziatan korygujgcych, ktére pozwolg uzyskaé
maksymalng skutecznos¢ i efektywnos¢ testowania. Dyrektywy nadzoru mogg obejmowac na przyktad:

e ponowne ustalenie priorytetow testdw w przypadku wystgpienia probleméw wynikajgcych ze
zidentyfikowanego ryzyka;

e dokonanie ponownej oceny elementu testowego pod katem spetnienia kryteridw wejscia lub
wyjscia w zwigzku z wprowadzeniem poprawek;

e wprowadzenie zmian w harmonogramie testow w zwigzku z opdznieniami w realizacji Srodowiska
testowego;

e dodanie nowych zasobow w zalezno$ci od biezacych potrzeb.

Ukonczenie testow polega na zebraniu danych pochodzgcych z wykonanych czynnosci testowych w celu
usystematyzowania i potgczenia zdobytych doswiadczen, testaliéw i innych istotnych informacji. Czynnosci
zwigzane z ukohczeniem testow sg wykonywane w momencie osiggniecia kamieni milowych projektu,
takich jak: ukonczenie testéw danego poziomu, zakonczenie iteracji projektu zwinnego, zakonczenie
realizacji (lub anulowanie) projektu testowania, przekazanie systemu oprogramowania do eksploatacji bgdz
zakonczenie prac nad wydaniem pielegnacyjnym (ang. maintenance release).

5.3.1. Metryki stosowane w testowaniu

Metryki dotyczace testéw gromadzi sie w celu okreslenia postepu realizacji harmonogramu i budzetu,
biezgcej jakosci przedmiotu testdw oraz skutecznosci czynnosci testowych z punktu widzenia realizacji
celdw testow lub celu iteracji. W ramach monitorowania testéw zbiera sie wiele metryk przydatnych
w konteks$cie nadzoru nad testami i ukonczenia testow.

Powszechnie stosowane sg miedzy innymi nastepujgce metryki dotyczgce testow:

e metryki dotyczace postepu realizacji projektu (np. ukonczenie zadan, uzycie zasobdw,
pracochtonnos¢ testowania);

e metryki dotyczagce postepu testow (np. postep implementacji przypadkéw testowych, postep
przygotowania Srodowiska testowego, liczba wykonanych/niewykonanych
i zaliczonych/niezaliczonych przypadkéw testowych, czas wykonywania testow);

e metryki dotyczace jakosci produktéw (np. dostepnosé, czas odpowiedzi, Sredni czas do awarii);
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e metryki dotyczace defektéw (np. liczba i priorytety wykrytych/usunietych defektéw, gestosé
defektow, odsetek wykrytych defektow);

e metryki dotyczace ryzyka (np. poziom ryzyka rezydualnego);
e metryki dotyczace pokrycia (np. pokrycie wymagan, pokrycie kodu);

e metryki dotyczace kosztéw (np. koszty testowania, koszt jakosci na poziomie organizacji).

5.3.2. Cel, tres¢ i odbiorcy raportow z testow

Raporty ztestéw stuzg do podsumowywania i przekazywania informacji na temat testow w trakcie
testowania i po jego zakonczeniu. Raporty o postepie testow sg elementem ciggtego nadzoru nad testami,
w zwigzku z czym zawarte w nich informacje musza by¢ na tyle obszerne, aby w razie potrzeby umozliwic¢
modyfikacje harmonogramu testéw, przydzialu zasobdéw lub planu testéw — na przykiad w zwigzku
z odstepstwami od planu lub zmieniajgcymi sie okolicznosciami. Sumaryczne raporty z testéw stanowig
podsumowanie okreslonego etapu testowania (np. poziomu testéw, cyklu testowego lub iteracji) i moga
dostarcza¢ informaciji na potrzeby dalszego testowania.

W ramach monitorowania testéw i nadzoru nad testami, zespét testowy sporzgdza raporty o postepie
testéw, aby zapewni¢ interesariuszom staty dostep do informac;ji. Raporty takie sg zazwyczaj sporzgdzane
regularnie (np. raz dziennie, raz w tygodniu itp.) i zawierajg informacje na temat:

e okresu testowania;

e postepu testow (np. wykonania zadan przed terminem lub po terminie), w tym wszelkich istotnych
odchylen;

e utrudnien w testowaniu i sposobow ich obejscia;

e metryk dotyczgcych testéow (przyktady podano w sekcji 5.3.1);

e nowych i zmienionych ryzyk zaobserwowanych w okresie testowania;
e testdw zaplanowanych na nastepny okres.

Sumaryczny raport z testow jest sporzadzany na etapie ukohczenia testdbw — po zakonczeniu realizac;ji
projektu badZ po wykonaniu testéw danego poziomu lub typu, iteracji oraz, w sytuacji idealnej, po spetnieniu
kryteriow wyjscia. W raporcie tym wykorzystywane sg dane z raportow o postepie testow oraz inne dane.

Typowy sumaryczny raport z testow zawiera miedzy innymi:
e podsumowanie testow;
e ocene jakosci testowania i produktu z punktu widzenia pierwotnego planu testéw (j. celéw testéw
i kryteriow wyjscia);
e informacje o odstepstwach od planu testow (np. o rdéznicach w stosunku do pierwotnie
zaktadanego harmonogramu, czasu trwania i naktadu pracy);

e informacje o utrudnieniach w testowaniu i sposobach ich obejscia;

e metryki dotyczace testow okreslone na podstawie raportéw o postepie testow;
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e informacje o nieztagodzonych ryzykach i nieusunietych defektach;
e zdobyte doswiadczenia, ktére sg istotne z punktu widzenia testowania.

Poszczegolne grupy odbiorcéw majg rézne wymagania co do zakresu informacji podawanych w raportach,
atakze rézne oczekiwania co do stopnia sformalizowania i czestotliwosci przekazywania raportow.
Wymiana informaciji o postepie testdw w obrebie zespotu odbywa sie zwykle z duzg czestotliwoscia i na
stopie nieformalnej, natomiast raport na temat testowania dotyczgcy ukornczonego projektu jest
sporzgdzany zgodnie z okreslonym wzorem i przedstawiany tylko raz.

Szablony iprzyklady raportéw o postepie testow (nazywanych raportami o statusie testéw) oraz
sumarycznych raportéw z testow zawiera standard ISO/IEC/IEEE 29119-3.

5.3.3. Przekazywanie informacji o statusie testowania

Optymalny sposéb przekazywania informacji o statusie testéw zalezy od uwarunkowan zwigzanych
z zarzgdzaniem testami, strategii testow przyjetej w danej organizacji i obowigzujgcych norm prawnych,
a w przypadku samoorganizujgcych sie zespotéw (patrz sekcja 1.5.2) — réwniez od samego zespotu.
Dostepne sg miedzy innymi nastepujgce opcje:

e stowna wymiana informacji z cztonkami zespotu i innymi interesariuszami;

e tablice wskaznikow (ang. dashboard), np. tablice wskaznikéw dotyczgce ciggtej integracji lub
ciggtego dostarczania, tablice zadan i wykresy spalania;

e kanaty komunikaciji elektronicznej, np. e-mail czy chat;
e dokumentacja w formie elektronicznej;
e formalne raporty z testéw (patrz sekcja 5.3.2).

Zaleznie od sytuacji mozna stosowac jedng lub kilka z powyzszych opcji. W przypadku rozproszonych
zespotow, w ktdrych bezposrednie rozmowy nie zawsze sg mozliwe z uwagi na odlegtos¢ czy réznice
czasu, lepszym rozwigzaniem moze by¢ bardziej formalna wymiana informacji. Ponadto rézni
interesariusze sg zwykle zainteresowani roznymi informacjami, w zwigzku z czym wazne jest odpowiednie
dostosowanie tresci przekazywanych komunikatow.

5.4. Zarzgdzanie konfiguracjg

W kontekscie testowania zarzadzanie konfiguracja to uporzgdkowany proces umozliwiajgcy
identyfikowanie, nadzorowanie i Sledzenie produktdw pracy, takich jak: plany testéw, strategie testow,
warunki testowe, przypadki testowe, skrypty testowe, wyniki testéw, dzienniki testéw oraz raporty z testow.
W ramach tego procesu powyzsze produkty pracy sg nazywane elementami konfiguraciji.

W przypadku ztozonego elementu konfiguracji (np. $rodowiska testowego) zarzadzanie konfiguracjg
pozwala zarejestrowaé réwniez jego elementy sktadowe wraz z informacjg o relacjach miedzy takimi
elementami iich wersjach. Element konfiguracji, ktéry zostat zatwierdzony do testowania, staje sie
konfiguracjg bazowg i moze by¢ modyfikowany wytgcznie w ramach formalnego procesu nadzoru nad
Zmianami.
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W przypadku utworzenia nowej konfiguracji bazowej zmodyfikowane elementy konfiguracji sa
dokumentowane, aby umozliwi¢ powrét do poprzedniej konfiguracji bazowej w celu odtworzenia
wczesniejszych wynikéw testow.

Zarzadzanie konfiguracjg umozliwia sprawny przebieg testowania poprzez zagwarantowanie, ze:

e wszystkie elementy konfiguracji, w tym elementy testowe (tj. poszczegdlne elementy przedmiotu
testéw), sg jednoznacznie identyfikowane, objete kontrolg wersji i $ledzeniem zmian oraz
powigzane z innymi elementami konfiguracji w sposob pozwalajgcy utrzymaé mozliwosé sledzenia
na wszystkich etapach procesu testowego;

e wszystkie zidentyfikowane dokumenty i elementy oprogramowania sg przywolywane w sposéb
jednoznaczny w testaliach.

Ciagta integracja, ciggte dostarczanie i ciggte wdrazanie oraz zwigzane z nimi procesy testowania sg
zwykle realizowane w ramach zautomatyzowanego potoku DevOps (patrz sekcja 2.1.4), ktéry standardowo
obejmuje rowniez zautomatyzowane zarzgdzanie konfiguracja.

5.5. Zarzadzanie defektami

Z uwagi na to, ze jednym z gtéwnych celéw testéw jest wykrywanie defektow, niezbedny jest ustalony
proces zarzgdzania defektami. Chociaz w tym podrozdziale jest mowa o ,defektach”, zgtaszane anomalie
moga okazac sie zarowno rzeczywistymi defektami, jak i czyms$ zupetnie innym (np. rezultatami fatszywie
pozytywnymi lub Zzgdaniami zmiany). Wszelkie watpliwosci w tym zakresie sg rozstrzygane podczas
rozpatrywania raportéw o defektach. Anomalie mogg by¢ zgtaszane w dowolnej fazie cyklu wytwarzania
oprogramowania, a sposob ich zgtaszania zalezy od konkretnego cyklu. Nieodzownymi elementami
procesu zarzgdzania defektami sg: przeptyw pracy umozliwiajgcy obstuge poszczegdlnych defektéw lub
anomalii od momentu ich wykrycia do momentu zamkniecia zgtoszenia oraz reguty klasyfikacji takich
defektéw lub anomalii. Na powyzszy przeptyw pracy sktadajg sie czynnosci zwigzane z rejestrowaniem,
analizowaniem i klasyfikowaniem zgtaszanych anomalii, podejmowaniem decyzji o wlasciwym sposobie
reagowania (usuniecie problemu, pozostawienie bez zmian) oraz zamykaniem raportéw o defektach.
Ustalonej procedury muszg przestrzega¢ wszyscy zaangazowani interesariusze. Podobny sposéb
postepowania jest rowniez zalecany w przypadku defektow wykrytych w trakcie testowania statycznego
(a zwlaszcza analizy statycznej).

Typowy raport o defekcie ma na celu:

e dostarczenie osobom, ktére sg odpowiedzialne za obstuge i usuwanie zgtoszonych defektéw,
informacji wystarczajgcych do rozwigzania problemu;

e umozliwienie $ledzenia jakosci produktu pracy;

e przedstawienie sugestii dotyczacych usprawnienia procesu wytwarzania oprogramowania
i procesu testowego.

Raport o defekcie rejestrowany podczas testowania dynamicznego zawiera zwykle nastepujgce informacije:
e jednoznaczny identyfikator;

o tytuti krétkie podsumowanie zgtaszanej anomalii;
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e data zaobserwowania anomalii, zgtaszajgca jednostka organizacyjna i autor zgtoszenia (w tym
jego rola);

e identyfikacja przedmiotu testow i Srodowiska testowego;

e kontekst wystgpienia defektu (np. uruchamiany przypadek testowy, wykonywana czynnosé
testowa, faza cyklu wytwarzania oprogramowania oraz inne istotne informacje, takie jak stosowana
technika testowania, lista kontrolna czy dane testowe);

e opis awarii umozliwiajgcy jej odtworzenie i usuniecie (wtym kroki testowe, ktére umozliwity
wykrycie anomalii) oraz wszelkie istotne dzienniki testow, zrzuty baz danych, zrzuty ekranu lub
nagrania;

e oczekiwane i rzeczywiste rezultaty;
e krytycznosc (stopien wptywu) defektu z punktu widzenia interesariuszy lub wymagan;
e priorytet usuniecia;

e status defektu (np. otwarty, odroczony, powielony, oczekujgcy na poprawke, oczekujgcy na
testowanie potwierdzajgce, ponownie otwarty, zamkniety, odrzucony);

e odwotania do innych elementéw (np. do przypadku testowego).

Niektére z powyzszych danych (np. identyfikator, data, autor ipoczgtkowy status) mogg zostac
uwzglednione automatycznie w przypadku korzystania z narzedzi do zarzgdzania defektami. Szablony
raportéw o defektach i przyktadowe raporty tego typu przedstawiono w standardzie ISO/IEC/IEEE 29119-
3 (raporty o defektach sg w nim nazywane raportami o incydentach).
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6. Narzedzia testowe — 20 minut

Stowa kluczowe

automatyzacja testéw

Cele nauczania w rozdziale 6:

6.1 Narzedzia wspomagajace testowanie

FL-6.1.1 (K2) Kandydat wyjasnia, w jaki sposéb réznego typu narzedzia testowe wspomagajg
testowanie.

6.2 Korzysci i ryzyka zwigzane z automatyzacja testowania

FL-6.2.1 (K1) Kandydat pamieta korzysci i ryzyka zwigzane z automatyzacjg testowania.
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6.1. Narzedzia wspomagajgce testowanie

Narzedzia testowe wspomagajg i utatwiajg wykonywanie wielu czynnosci testowych. Dostepne sg miedzy
innymi nastepujgce narzedzia:

narzedzia do zarzgdzania — zwiekszajgce efektywnos$¢ procesu testowego poprzez utatwienie
zarzgdzania cyklem wytwarzania oprogramowania, wymaganiami, testami, defektami
i konfiguracja;

narzedzia do testowania statycznego — pomagajace testerom w przeprowadzaniu przeglagdow
i analizy statycznej;

narzedzia do projektowania testéw i implementacji testow — utatwiajgce tworzenie przypadkow,
danych i procedur testowych;

narzedzia do wykonywania testéw i pomiaru pokrycia — utatwiajgce automatyczne wykonywanie
testow i mierzenie pokrycia;

narzedzia do testowania niefunkcjonalnego — umozliwiajgce testerom wykonywanie testéw
niefunkcjonalnych, ktére sg trudne lub niemozliwe do wykonania w trybie manualnym;

narzedzia DevOps — wspomagajgce dziatanie potoku dostarczania, $ledzenie przeptywu pracy,
wykonywanie zautomatyzowanych proceséw budowania oraz funkcjonowanie mechanizmoéw
ciggtej integraciji i ciagtego dostarczania w metodyce DevOps;

narzedzia wspomagajace wspotprace — utatwiajgce wymiane informaciji;

narzedzia zwiekszajgce skalowalno$¢ istandaryzacje wdrazania (np. maszyny wirtualne lub
narzedzia do konteneryzacji);

wszelkie inne narzedzia wspomagajgce testowanie (np. w kontekscie testowania narzedziem
testowym moze by¢ réwniez arkusz kalkulacyjny).

6.2. Korzysci i ryzyka zwigzane z automatyzacjg testow

Sam zakup narzedzia nie gwarantuje jeszcze sukcesu. Osiggniecie realnych i trwatych korzySci
z wdrozenia nowego narzedzia zawsze wymaga dodatkowego wysitku (zwigzanego np. z wprowadzeniem
i utrzymaniem takiego narzedzia oraz przeprowadzeniem zwigzanych z nim szkolen). Ponadto nalezy
réwniez uwzgledni¢ pewne ryzyka, ktére wymagajg przeanalizowania i ztagodzenia.

Potencjalne korzysci wynikajace z automatyzacji testow to miedzy innymi:

oszczednos¢ czasu poprzez ograniczenie powtarzalnych czynnosci wykonywanych manualnie
(takich jak uruchamianie testow regresji, wielokrotne wprowadzanie tych samych danych
testowych, poréwnywanie rzeczywistych rezultatéw z oczekiwanymi czy sprawdzanie zgodnosci
ze standardami tworzenia kodu);

zapobieganie prostym bftedom ludzkim poprzez zwigkszenie spdjnosci i powtarzalnosci (np.
poprzez wyprowadzanie testow w spéjny sposodb z wymagan, systematyczne tworzenie danych
testowych oraz wykonywanie testéw przy uzyciu narzedzia w tej samej kolejnosci izt samg
czestotliwoscia);
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bardziej obiektywna ocena (np. w zakresie pokrycia) i przeprowadzanie pomiarow, ktére sg zbyt
skomplikowane, aby mogty zosta¢ okreslone przez ludzi;

tatwiejszy dostep do informacji na temat testowania, kitére utatwiajg zarzadzanie testami
i raportowanie na temat testow (np. danych statystycznych, wykreséw i zagregowanych danych
obrazujgcych postep testéw, wspoétczynnikdw wystepowania awarii oraz danych dotyczacych
czasu trwania wykonywanych testéw);

skrocenie czasu wykonywania testow, co przektada sie na wczesniejsze wykrywanie defektéw oraz
szybsze przekazywanie informacji zwrotnych i wprowadzanie produktéw na rynek;

zapewnienie testerom dodatkowego czasu na projektowanie nowych, bardziej wnikliwych
i skuteczniejszych testow.

Do potencjalnych ryzyk zwigzanych z automatyzacjg testéw naleza:

nierealistyczne oczekiwania co do korzysci wynikajgcych z zastosowania narzedzia (w tym
funkcjonalnosci i fatwosci obstugi);

niedokfadne oszacowanie czasu, kosztow inaktaddéw pracy zwigzanych z wprowadzeniem
narzedzia, utrzymaniem skryptow testowych oraz zmiang dotychczasowego manualnego procesu
testowego;

stosowanie narzedzia w sytuacjach, w ktorych lepiej sprawdzi sie testowanie manualne;
nadmierne uzaleznienie od narzedzia (np. lekcewazenie potrzeby krytycznego myslenia);

uzaleznienie od dostawcy narzedzia, ktéry moze zakonczyé¢ dziatalno$¢, wycofa¢ narzedzie lub
sprzedac je innemu dostawcy bgdz swiadczy¢ niskiej jakosci ustugi wsparcia technicznego (np.
w zakresie reagowania na zapytania, dostarczania uaktualnieh lub usuwania defektéw);

korzystanie z oprogramowania open source, ktére moze zosta¢ porzucone (co oznacza brak
dalszych aktualizacji) lub ktérego elementy wewnetrzne mogg wymagac stosunkowo czestych
aktualizacji w zwigzku z dalszymi pracami rozwojowymi;

brak kompatybilno$ci narzedzia do automatyzaciji z dang platformg programistyczng;

wybér nieodpowiedniego narzedzia, ktére nie spetnia wymogdéw prawnych i/lub norm
bezpieczenstwa.
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8. Zatacznik A. Cele nauczania i poziomy poznawcze

Ponizej przedstawiono cele nauczania obowigzujgce w przypadku niniejszego sylabusa. Znajomos$¢
kazdego z zagadnien poruszonych w sylabusie bedzie sprawdzana na egzaminie zgodnie z przypisanym
celem nauczania. Opis celu nauczania zawiera czasownik wyrazajgcy czynnos¢, ktory odpowiada
wiasciwemu poziomowi wiedzy wymienionemu ponize;j.

Poziom 1 — zapamietaé (K1): Kandydat pamieta, rozpoznaje lub umie sobie przypomnie¢ dany termin
lub dane pojecie.

Czynnosci: pamietaé, rozpoznac, okresli¢, wskazac.

Przykiady:

e ,Kandydat wskazuje typowe cele testow”.

e ,Kandydat pamieta pojecia zwigzane z piramidg testow”.

e Kandydat rozpoznaje, jaki jest wkiad testera w planowanie iteracji i wydan”.
Poziom 2 — zrozumieé¢ (K2): Kandydat potrafi uzasadni¢ lub wyjasni¢ stwierdzenia dotyczace danego
zagadnienia, atakze podsumowa¢, poréwnaé i sklasyfikowa¢ pojecia z zakresu testdw oraz podac
odpowiednie przyktady.
Czynnosci: sklasyfikowaé, poréwna¢, zestawic¢ ze sobg, objasni¢, wyjasni¢, oméwi¢, rozrézni¢, odroznic,
wyjasni¢, podac przyktady, podsumowac.
Przyktady:
.Kandydat klasyfikuje ré6zne sposoby pisania kryteriow akceptacji”.
»Kandydat poréwnuje poszczegdlne role wystepujgce w testowaniu”.
.Kandydat rozréznia ryzyka projektowe i produktowe”.
,Kandydat omawia na przyktadach cel i tres¢ planu testéw”.
»Kandydat wyjasnia wplyw wybranego modelu cyklu wytwarzania oprogramowania na testowanie”.
»Kandydat podsumowuje czynnosci wykonywane w ramach procesu przegladu”.

Poziom 3 — zastosowaé¢ (K3): Kandydat potrafi wykona¢ odpowiednig procedure, gdy zostanie mu
postawione znane mu zadanie, bgdZz wybraé wtasciwg procedure i zastosowac jg w danym kontekscie.

Czynnosci: zastosowac, obliczy¢, sporzadzi¢, uzyé.
Przyktady:
e ,Kandydat stosuje priorytetyzacje przypadkéw testowych”.
e ,Kandydat sporzadza raport o defekcie”.
e ,Kandydat uzywa techniki analizy wartosci brzegowych, aby zaprojektowac¢ przypadki testowe”.

Materiaty dodatkowe w zakresie poziomdéw poznawczych celéw nauczania:

Anderson, L. W., Krathwohl, D. R. (red.) (2001) A Taxonomy for Learning, Teaching, and Assessing:
A Revision of Bloom’s Taxonomy of Educational Objectives, Allyn & Bacon
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9. Zatacznik B. Macierz powigzan miedzy celami biznesowymi a celami nauczania

W tym rozdziale wskazano numery celéw nauczania na poziomie podstawowym zwigzanych z celami biznesowymi oraz przedstawiono powigzania
miedzy celami biznesowymi a celami nauczania na poziomie podstawowym.

FL- | FL- | FL- | FL- | FL- | FL- | FL- | FL- | FL- | FL- | FL- | FL- | FL- | FL-
Cele biznesowe — poziom podstawowy BO | BO [BO | BO | BO | BO | BO | BO | BO | BO | BO | BO | BO | BO
1 2 3 4 5 6 7 8 9 10 11 12 13 14
BO1 Znajomosc istoty testowania i wynikajacych z niego korzysci 6
BO2 Znajomos¢ podstawowych poje¢  zwigzanych z testowaniem 2
oprogramowania
BO3 Identyfikowanie podejscia do testowania iczynnosci testowych, ktore 6
majg byc realizowane w zaleznosci od kontekstu testowania
BO4 Dokonywanie oceny i podnoszenie jakosci dokumentacji 9
BO5 Zwiekszanie skutecznosci i efektywnosci testowania 20
BOG Dopasowywanie procesu testowego do cyklu wytwarzania 6
oprogramowania
BO7 Znajomos¢ zasad zarzgdzania testami 6
Sporzadzanie i udostepnianie przejrzystych, zrozumiatych raportéw
BO8 1
o defektach
BO9 Znajomosc czynnikéw wptywajacych na priorytety i pracochtonnos$¢ 7
testowania
BO10 | Praca w zespole interdyscyplinarnym 8
BO11 | Znajomosé ryzyk i korzysci zwigzanych z automatyzacjg testéw 1
BO12 Identyfikowanie niezbednych umiejetnosci wymaganych w zwigzku 5
z testowaniem
BO13 | Znajomos¢ wptywu ryzyka na testowanie 4
BO14 | Sprawne raportowanie na temat postepu i jakosci testow 4
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Poziom podstawowy
- CELE BIZNESOWE
S
Rozdziat/ Qo
o — o~ o <
podrozdziat/ Cel nauczania 2 §< 8 313 8 3 8 '5 8 8 8 8 8 8 8
sekcja oI B B B T B e T I =< =< =< < I =
éiddiiddiiiiiii
111 Kandydat wskazuje typowe cele testow. K1 X
1.1.2 Kandydat odrdznia testowanie od debugowania. K2 X
1.2.1 Kandydat podaje przyktady wskazujace, dlaczego testowanie jest niezbedne. K2 X
1.2.2 Kandydat pamieta, jaka jest relacja miedzy testowaniem a zapewnieniem jakosci. K1 X
123 Kandydat odrdéznia podstawowg przyczyne, pomytke, defekt i awarie. K2 X
1.3.1 Kandydat objasnia siedem zasad testowania. K2 X
1.41 Kandydat podsumowuje poszczegdlne czynnosci i zadania testowe. K2 X
1.4.2 Kandydat wyjasnia wptyw kontekstu na proces testowy. K2 X X
1.4.3 Kandydat rozrdznia testalia wspomagajace czynnosci testowe. K2 X
1.4.4 Kandydat wyjasnia korzysci wynikajgce ze $ledzenia powigzan. K2 X | x
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1.4.5 Kandydat poréwnuje poszczegdlne role wystepujgce w testowaniu. K2 X
151 Kandydat podaje przyktady ogdlnych umiejetnosci wymaganych w testowaniu. K2 X
1.5.2 Kandydat pamieta, jakie sg zalety podejscia ,caty zespot”. K1 X
1.5.3 Kandydat omawia korzysci i wady niezaleznosci testowania. K2 X
211 Kandydat wyjasnia wptyw wybranego modelu cyklu wytwarzania oprogramowaniana | K2 X
o testowanie.
212 Kandydat pamieta dobre praktyki testowania majace zastosowanie do wszystkich K1 X
h modeli cyklu wytwarzania oprogramowania.
213 Kandydat podaje przyktady podejs¢ typu ,najpierw test” w kontekscie wytwarzania | K1 X
h oprogramowania.
214 Kandydat podsumowuje, w jaki sposéb metodyka DevOps moze wptyngé na| K2 x | x x | x
o testowanie.
215 Kandydat wyjasnia, na czym polega przesuniecie w lewo. K2 X | x
216 Kandydat wyjasnia, w jaki sposdb retrospektywy mogg postuzy¢ jako mechanizmy K2 X X
h doskonalenia procesow.
221 Kandydat rozrdznia poszczegdlne poziomy testow. K2 X | x
222 Kandydat rozréznia poszczegdlne typy testow. K2 X
223 Kandydat odrdznia testowanie potwierdzajgce od testowania regresji. K2 X
231 Kandydat podsumowuje testowanie pielegnacyjne i zdarzenia je wyzwalajace. K2 X X
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311 Kandydat rozpoznaje typy produktéw, ktére moga by¢ badane przy uzyciu K1 x | x
o poszczegdlnych technik testowania statycznego.
3.1.2 Kandydat wyjasnia korzysci wynikajgce z testowania statycznego. K2 X X | x
3.1.3 Kandydat poréwnuje i zestawia ze sobg testowanie statyczne i dynamiczne. K2 X | x
391 Kandydat pamieta korzysci wynikajace z wczesnego i czestego otrzymywania K1 X X X
- informacji zwrotnych od interesariuszy.
3.2.2 Kandydat podsumowuje czynnosci wykonywane w ramach procesu przegladu. K2 X
323 Kandydat pamieta, jakie obowiazki sg przypisane do najwazniejszych rél w trakcie K1 X X
- wykonywania przegladow.
3.24 Kandydat poréwnuje i zestawia ze soba rézne typy przegladow. K2
325 Kandydat pamieta, jakie czynniki decydujg o powodzeniu przegladu. K1 X X
411 Kandydat rozréznia czarnoskrzynkowe i biatoskrzynkowe techniki testowania oraz K2
o techniki testowania oparte na doswiadczeniu.
421 Kandydat uzywa techniki podziatu na klasy réwnowaznosci, aby zaprojektowac K3 X
- przypadki testowe.
422 Kandydat uzywa techniki analizy wartosci brzegowych, aby zaprojektowacé przypadki K3 X
- testowe.
423 Kandydat uzywa techniki testowania w oparciu o tablice decyzyjna, aby K3 X
- zaprojektowac przypadki testowe.
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424 Kandydat uzywa techniki testowania przejs¢ pomiedzy stanami, aby zaprojektowac K3 X

- przypadki testowe.
431 Kandydat wyjasnia pojecie testowanie instrukcji. K2
4.3.2 Kandydat wyjasnia pojecie testowanie gatezi. K2
4.3.3 Kandydat wyjasnia korzysci wynikajace z testowania biatoskrzynkowego. K2
441 Kandydat wyjasnia pojecie zgadywanie btedéw. K2
442 Kandydat wyjasnia pojecie testowanie eksploracyjne. K2
4.43 Kandydat wyjasnia pojecie testowanie w oparciu o liste kontrolng. K2
451 Kandydat wyjasnia, w jaki sposéb nalezy pisac¢ historyjki uzytkownika we wspétpracy K2 X X

e z programistami i przedstawicielami jednostek biznesowych.
452 Kandydat klasyfikuje rézne sposoby pisania kryteriéw akceptacji. K2 X
453 Kandydat uzywa metody wytwarzania sterowanego testami akceptacyjnymi (ATDD), K3 X

e aby zaprojektowac przypadki testowe.
5.1.1 Kandydat omawia na przyktadach cel i tres¢ planu testéw. K2 X
5.1.2 Kandydat rozpoznaje, jaki jest wkfad testera w planowanie iteracji i wydan. K1 X X
5.1.3 Kandydat poréwnuje i zestawia ze sobg kryteria wejscia i kryteria wyjscia. K2 X X X
514 Kandydat oblicza pracochtonno$é testowania przy uzyciu technik szacowania. K3 X X
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i typow testow.

5.1.5 Kandydat stosuje priorytetyzacje przypadkéw testowych. K3
5.1.6 Kandydat pamieta pojecia zwigzane z piramida testow. K1
5.1.7 Kandydat podsumowuje kwadranty testowe oraz ich relacje do poziomoéw testow | K2

ryzyka produktowe.

521 Kandydat okresla poziom ryzyka na podstawie prawdopodobienstwa ryzyka i wptywu K1
ryzyka.

522 Kandydat rozrdznia ryzyka projektowe i produktowe. K2

523 Kandydat wyjasnia potencjalny wptyw analizy ryzyka produktowego na starannos¢ K2
i zakres testow.

524 Kandydat wyjasnia, jakie srodki mozna podja¢ w odpowiedzi na przeanalizowane K2

54.1

551

wersja 4.0.1

testowania.

Kandydat podsumowuje, w jaki sposéb zarzadzanie konfiguracjg wspomaga
testowanie.

Kandydat sporzgdza raport o defekcie.
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531 Kandydat pamieta metryki stosowane w odniesieniu do testowania. K1
5.3.2 Kandydat podsumowuje cele i tres¢ raportéw z testéw oraz wskazuje ich odbiorcow. K2
533 Kandydat omawia na przyktadach sposéb przekazywania informacji o statusie K2

K2

K3
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6.1.1 Kandydat wyjasnia, w jaki sposob réznego typu narzedzia testowe wspomagajg K2 X
o testowanie.
6.2.1 Kandydat pamieta korzysci i ryzyka zwigzane z automatyzacjg testowania. K1 X X
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10. Zalacznik C. Opis wydania

Wersja 4.0.1 stanowi poprawke do sylabusa poziomu podstawowego ISTQB® w wersji 4.0. Poprawa
zawiera nastepujgce zmiany.

Zmiany w tresci Celéw Nauczania, aby dostosowac¢ je do terminéw stownika

e FL-1.4.1: Kandydat podsumowuje poszczegdlne czynnosci i zadania testowe -> Kandydat wyjasnia
poszczegoblne czynnosci i powigzane zadania testowe

e FL-2.1.5: Kandydat wyjasnia, na czym polega przesuniecie w lewo -> Kandydat wyjasnia
przesunigcie w lewo

e FL-3.1.1: Kandydat rozpoznaje typy produktow, ktére moga by¢é badane przy uzyciu
poszczegolnych technik testowania statycznego -> Kandydat rozpoznaje typy produktéw pracy,
ktére mogg by¢ badane przy uzyciu technik testowania statycznego

e FL-3.1.3: Kandydat poréwnuje i zestawia ze sobg testowanie statyczne i dynamiczne. -> Kandydat
poréwnuje i zestawia ze sobg testowanie statyczne i testowanie dynamiczne

e FL-4.1.1: Kandydat rozréznia czarnoskrzynkowe i biatoskrzynkowe techniki testowania oraz
techniki testowania oparte na doswiadczeniu. -> Kandydat rozréznia czarnoskrzynkowe techniki
testowania, biatoskrzynkowe techniki testowania oraz techniki testowania w oparciu o
dos$wiadczenie

e FL-5.2.3: Kandydat wyjasnia potencjalny wptyw analizy ryzyka produktowego na starannos¢ i
zakres testowania. -> Kandydat wyjadnia potencjalny wptyw analizy ryzyka produktowego na
starannos¢ i zakres testow

Zmiany tekstu w celu dostosowania do poje¢ stownikowych (artefakty, dokumentacja -> produkty
pracy, cele, cele testowania, cele projektu testowego -> cel testow, monitorowanie i kontrola testow ->
monitorowanie testéw i nadzér nad testami, dokumentacja testowa -> testalia, iteracyjne i przyrostowe
modele wytwarzania -> iteracyjne modele wytwarzania i przyrostowe modele wytwarzania, charakterystyka
jakosci oprogramowania -> charakterystyka jakosci, niezaleznos¢ testow -> niezaleznos¢ testowania, etap
-> faza, modut i testowanie integracji modutéw -> testowanie modutowe i testowanie integracji modutéw,
testy akceptacyjne zgodnos$ci z umowg i zgodnosci z prawem -> testy akceptacyjne zgodnosci z umowsg i
testy akceptacyjne zgodno$ci z prawem, kryterium wejscia/wyjscia -> kryterium wejscia i kryterium wyjscia,
polityka testowa obowigzujgca w organizacji -> polityka testéw, podejscie przesuniecia w lewo, strategia
przesuniecia w lewo -> przesuniecie w lewo, etap testowania -> czynnos¢ testowa, raportowanie postepu
testbw -> raportowanie na temat postepu testéw, raportowanie testéw zakonczonego projektu ->
raportowanie ukonczenia testéw, fatszywie pozytywne -> rezultat falszywie pozytywny, krok -> krok
testowy, zakres testowania -> zakres testdw, narzedzia do projektowania i implementacji testow ->
narzedzia do projektowania testow i implementacji testow, testowanie statyczne i dynamiczne -> testowanie
statyczne i testowanie dynamiczne).

Aktualizacja normy ISO 25010. Nowa wersja normy ISO 25010 zostata opublikowana w 2023 roku.
Zmieniono w niej nazwy ,uzytecznos¢” na ,zdolnosé¢ do interakcji”, ,przenaszalnos$¢” na ,elastycznosc” i
dodano nowg ceche ,bezpieczehnstwo”. Sylabus pozostaje przy oryginalnych nazwach charakterystyk, ale
dodajemy nowe nazwy uzytecznosci i przenaszalnos¢ w sekcji 2.2.2

Dodano trzy stowa kluczowe (proces testowy i Sledzenie powigzanh w Rozdziale 1, strategia testow w
Rozdziale 5)
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Poprawki w tekscie

w 1.1.2 stowa ,przyczyna” i ,podstawowa przyczyna” zastgpiono stowem ,defekt”
w 1.4.1 opis czynno$ci stat sie bardziej przejrzysty i jednoznaczny

w 1.4.3 ,skrypty testdw automatycznych” zmieniono na ,skrypty testéw automatycznych i
manualnych”

w 1.4.4 usunieto stowo wykrytymi z ,wykrytymi defektami”

w 1.2.2 ,kontrola jakosci” zastgpiono stowem ,testowanie”, poniewaz sekcja poréwnuje
zapewnienie jakosci z testowaniem, a nie z kontrole jakosci

w 2.1.3 ,Nastepnie przypadki testowe sg automatycznie przektadane” zastgpiono stowami
,Nastepnie przypadki testowe powinny by¢ automatycznie przektadane” w kontekscie wytwarzania
sterowania zachowaniem

w 2.1.5 ,z punktu widzenia testowania” zmieniono na ,z punktu widzenia testeréow”
w 2.1.6 usunieto ,zwane takze spotkaniami poprojektowymi lub retrospektywami projektu”

w 2.2.2 zmieniono opis podstawy testow z ,dokumentacji zewnetrznej wobec przedmiotu testéw.”
na ,dokumentacji niezwigzanej z wewnetrzng strukturg przedmiotu testow”, aby lepiej pokazaé
kontrast miedzy testowaniem czarnoskrzynkowym a testowaniem biatoskrzynkowym. Usuneli§my
réowniez test systemow jako przyktad rozpoczecia na wczesnym etapie cyklu wytwarzania
oprogramowania

w 3.1 przedstawiciele biznesowi zostali okresleni bardziej szczegdtowo

w 3.1.2 dodano ,okredlone” do zdania ,Analiza statyczna pozwala wykrywaé defekty kodu bardziej
efektywnie niz testowanie dynamiczne”. Poprzedni tekst sugerowat, ze dotyczy to wszystkich
mozliwych defektow kodu

w 3.2.2 stowa ,kilkakrotnie” zastgpiono stowami ,wielokrotnie”, poniewaz w przypadku duzych
dokumentoéw kilka razy to za mato

w 4.2.1 ,przedmiot testow” zastgpiono terminem ,element testowy”, poniewaz jest to wlasciwy
termin w kontekscie stosowania technik testowych

w 4.24 ,stany odwiedzone” zastgpiono ,stanami wykonanymi”, poniewaz ,wykonanie” jest
wiasciwym terminem w kontekscie pokrywania elementéw modelu przypadkami testowymi

w 4.2.4 diagram przejscia pomiedzy stanami” zastgpiono stowem ,diagram stanéw”, poniewaz jest
to powszechna nazwa tego modelu w informatyce, a takze w celu zachowania spdjnosci z
programem nauczania testowania opartego na modelach

w 5.1.1 usunieto ,ograniczenia” w pierwszym wypunktowaniu, ograniczenia sg gtéwnym tematem
drugiego wypunktowania

w 5.1.3 ,kryteria ukonczenia” sg uzywane w kontekscie binarnych kryteriow ,tak/nie”, a nie jako
synonim ,kryteriow wyjscia”, wiec odpowiedni termin zostat zmieniony

w 5.1.6 poprawiono relacje miedzy warstwami piramidy testéw a poziomami izolacji testow (im
wyzsza warstwa, tym nizsza izolacja testéw). Ponadto zastgpilismy ,nalezytego pokrycia”
,nalezytego poziomu pokrycia”

w 5.5 ,anomalii” zamienilismy na ,defektéw lub anomalii”
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o w 6.2 ,wspofczynnikéw wystepowania defektéw” zastgpilismy ,wskaznikiem awarii”’, a ,ktére sg
zbyt skomplikowane, aby mogly zostaé dokonane przez ludzi® zastgpilismy ,ktére sg zbyt
skomplikowane, aby mogty zosta¢ okre$lone przez ludzi”

Ponadto poprawiono kilka literéwek i ujednolicono niektére terminy w catym sylabusie (np. dokonywaé ->
wykonywacé).

INFORMACJA O WERSJI 4.0

Wersja 4.0 stanowi istotng aktualizacje sylabusa poziomu podstawowego ISTQB® opracowang na
podstawie sylabusa poziomu podstawowego w wersji 3.1.1 oraz sylabusa dla testeréw zwinnych w wersji
2014. W zwigzku ztym nie sporzadzono szczegétowego opisu wydania w podziale na rozdziaty
i podrozdziaty, a jedynie przedstawiono podsumowanie najwazniejszych zmian. Ponadto w oddzielnym
dokumencie z opisem wydania przedstawiono powigzania miedzy celami nauczania sylabusa poziomu
podstawowego w wersji 3.1.1 i sylabusa dla testeréw zwinnych w wersji 2014 a celami nauczania w nowym
sylabusie poziomu podstawowego w wersji 4.0 (ze wskazaniem celéw dodanych, zaktualizowanych lub
usunietych).

Do momentu powstania niniejszego sylabusa (tj. do przetomu lat 2022 i 2023) do egzaminu na poziomie
podstawowym przystgpito ponad milion oséb z ponad 100 krajéw, a liczba certyfikowanych testerow na
catym $wiecie przekroczyta 800 tys. Przy zatozeniu, ze wszystkie te osoby przeczytaty sylabus poziomu
podstawowego, aby zdaé egzamin, dokument ten jest prawdopodobnie najczesciej czytanym
opracowaniem dotyczgcym testowania oprogramowania! Obecna, gruntownie zaktualizowana wersja
czerpie z tego dziedzictwa, a jednoczesnie pozwala jeszcze lepiej zaprezentowaé jakos¢ ustug, ktére
ISTQB® oferuje globalnej spotecznosci testeréw, kolejnym setkom tysiecy odbiorcow.

W biezgcej wersji wszystkie cele nauczania zostaly przeredagowane w taki sposéb, aby kazdy z nich
stanowit niepodzielng catos¢ oraz aby mozna bylo jednoznacznie powigza¢ cele nauczania z treécig
podrozdziatéw sylabusa. Zadbano tez o to, aby sylabus nie zawierat tresci niepowigzanych z zadnymi
celami nauczania. Autorzy skupili sie na mozliwosci praktycznego wykorzystania przedstawionych tresci
oraz na rébwnowadze miedzy wiedzg a umiejetnosciami, dzieki czemu nowa wersja powinna by¢ bardziej
przystepna i zrozumiata oraz tatwiejsza do przettumaczenia, a zawarty w niej materiat — fatwiejszy do
opanowania.

W biezacym wydaniu gtéwnym wprowadzono nastepujgce zmiany:

e Zmniejszono objetos¢ catego sylabusa. Sylabus nie jest podrecznikiem, lecz dokumentem
majgcym na celu przedstawienie w skrocie podstawowych elementéw kursu wprowadzajgcego do
tematyki testowania oprogramowania, w tym wskazanie, jakie tematy nalezy poruszy¢ i na jakim
poziomie. W szczegdlnosci:

o ztekstu wusunieto w wigkszoéci przypadkdéw przyktady, poniewaz przygotowanie
przyktadéw i éwiczen do wykorzystania w trakcie kursu jest zadaniem dostawcy szkolen;

o zastosowano ,liste kontrolng pisania sylabuséw”, ktéra okresla sugerowang maksymaing
objetos¢ tekstu (w j. angielskim) poszczegdlnych celéw nauczania na poszczegdlnych
poziomach wiedzy (K1 = maks. 10 wierszy, K2 = maks. 15 wierszy, K3 = maks.
25 wierszy).

e Zmniejszono liczbe celdéw nauczania (LO - Learning Objectives) w poréwnaniu z sylabusem
poziomu podstawowego w wersji 3.1.1 oraz sylabusem dla testeréw zwinnych w wersji 2014:

o 14 LO na poziomie K1 w poréwnaniu z 21 LO w sylabusie poziomu podstawowego
w wersji 3.1.1 (15) i sylabusie dla testeréw zwinnych w wersji 2014 (6);
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42 LO na poziomie K2 w poréwnaniu z 53 LO w sylabusie poziomu podstawowego
w wersji 3.1.1 (40) i sylabusie dla testeréw zwinnych w wersji 2014 (13);

8 LO na poziomie K3 w poréwnaniu z 15LO w sylabusie poziomu podstawowego
w wersji 3.1.1 (7) i sylabusie dla testeréw zwinnych w wersji 2014 (8).

e Zwiekszono liczbe odwotan do klasycznych i/lub powszechnie uznanych ksigzek i artykutdow na
temat testowania oprogramowania i zagadnien pokrewnych.

e Istotne zmiany w rozdziale 1 (Podstawy testowania):

o

o

o

Rozszerzono i poprawiono podrozdziat dotyczgcy umiejetnosci w dziedzinie testowania.
Dodano sekcje dotyczacg podejscia opartego na zaangazowaniu catego zespotu (K1).

Przeniesiono sekcje dotyczacg niezaleznosci testowania z rozdziatu 5 do rozdziatu 1.

e |stotne zmiany w rozdziale 2 (Testowanie w cyklu wytwarzania oprogramowania):

o

Przeredagowano ipoprawiono tres¢ sekcji2.1.1 i2.1.2 oraz zmodyfikowano
odpowiadajgce im LO.

Poswiecono wiecej uwagi praktykom takim jak podejscie ,najpierw test” (K1), przesuniecie
w lewo (K2) czy retrospektywa (K2).

Dodano nowg sekcje dotyczgca testowania w kontekscie metodyki DevOps (K2).

Podzielono testowanie integracyjne na dwa oddzielne poziomy testéw: testowanie
integracji modutow i testowanie integracji systemow.

e |stotne zmiany w rozdziale 3 (Testowanie statyczne):

o

Usunieto sekcje dotyczacg technik przeglagdu wraz z LO na poziomie K3 (stosowanie
technik przegladu).

e |stotne zmiany w rozdziale 4 (Analiza i projektowanie testow):

o

Usunieto tres¢ dotyczacy testowania opartego na przypadkach uzycia (tres¢ ta jest nadal
dostepna w sylabusie dla analitykéw testow na poziomie zaawansowanym).

Poswiecono wiecej uwagi podejsciu opartemu na wspoétpracy poprzez dodanie nowego LO
na poziomie K3 dotyczgcego projektowania przypadkéw testowych metodg ATDD oraz
dwéch nowych LO na poziomie K2 dotyczacych historyjek uzytkownika i kryteriow
akceptaciji.

Materiat dotyczgcy testowania i pokrycia decyzji zastgpiono materiatem dotyczgcym
testowania i pokrycia gatezi. Wynika to z faktu, ze: po pierwsze, pokrycie gatezi jest
czesciej stosowane w praktyce; po drugie, rézne standardy réznie definiujg pojecie
»decyzji” (inaczej niz w przypadku ,gatezi’); po trzecie, pozwala to usung¢ subtelng, ale
powazng wade wystepujgcg w dotychczasowym sylabusie poziomu podstawowego
z 2018 r., w ktérym napisano, ze ,uzyskanie stuprocentowego pokrycia decyzji gwarantuje
stuprocentowe pokrycie instrukcji kodu”, co nie jest prawda w przypadku programow,
w ktorych nie wystepujg decyzje.

Poprawiono podrozdziat dotyczacy korzysci wynikajgcych z testowania
biatoskrzynkowego.

e Istotne zmiany w rozdziale 5 (Zarzgdzanie czynnosciami testowymi):

o
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o Dodano nowy LO na poziomie K3 dotyczacy technik szacowania pracochtonnosci
testowania.

o Omowiono szerzej dobrze znane pojecia i narzedzia zwigzane ze zwinnym wytwarzaniem
oprogramowania w kontek$cie zarzadzania testami: planowanie iteracji i wydan (K1),
piramide testéw (K1) i kwadranty testowe (K2).

o Poprawiono strukture podrozdziatu dotyczgcego zarzgdzania ryzykiem poprzez opisanie
czterech gtéwnych czynnosci, czyli: identyfikacji ryzyka, oceny ryzyka, tagodzenia ryzyka
i monitorowania ryzyka.

e |stotne zmiany w rozdziale 6 (Narzedzia testowe):

o Okrojono materiat dotyczacy niektérych kwestii zwigzanych z automatyzacjg testéw, ktéry
byt zbyt zaawansowany jak na poziom podstawowy, w tym usunieto sekcje dotyczgce
wyboru narzedzi, przeprowadzania projektéw pilotazowych i wprowadzania narzedzi
w organizacji.
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11. Indeks

A

analiza ryzyka produktowego, 64
analiza statyczna, 32, 39

analiza testow, 22, 30

analiza wartosci brzegowych, 47
analiza wptywu, 36, 37
anomalia, 42, 68

atak usterek, 53

automatyzacja testéw, 32, 71
autor (przeglad), 42

awaria, 19, 40

B

bezpieczenstwo, 35
biatoskrzynkowa technika testowania, 46, 50
btad, Patrz pomytka

Cc

cel testow, 17, 30, 58

charakterystyka jakosciowa, 40

ciggfa integracja, 31

ciggte doskonalenie, 33

ciggte dostarczanie, 31

ciggte testowanie, 22

cykl wytwarzania oprogramowania, 29
czarnoskrzynkowa technika testowania, 46

D

dane testowe, 22, 24

debugowanie, 18

defekt, 19, 39, 40, 68

DevOps, 31, 68

diagram przej$¢ pomiedzy stanami, 49
diagram przeptywu sterowania, 52

dwupunktowa analiza wartosci brzegowych, 48

dyrektywa nadzoru, 23
dziennik testéw, 24

each choice, 47

efekt potwierdzenia, 26
ekstrapolacja, 60
elastycznosé, 35
element konfiguracji, 68

element pokrycia, 22, 24, 47, 48, 49, 50, 51, 54

wersja 4.0.1

© International Software Testing Qualifications Board

funkcjonalna adekwatnos¢, 35
funkcjonalna kompletnos$¢, 35
funkcjonalna poprawnosé¢, 35

gataz, 51

gatgz bezwarunkowa, 51
gatagz warunkowa, 51
Given/When/Then, 31, 55

graf przeptywu sterowania, 51

harmonogram testow, 23

F

G

H

harmonogram wykonywania testow, 22, 24, 61
historyjka uzytkownika, 55

identyfikacja ryzyka, 64
implementacja testow, 22

informacja zwrotna, 41, 44

inspekcja, 43
instrukcja, 51

instrukcja wykonywalna, 51

INVEST, 55

iteracyjny model wytwarzania oprogramowania, 29

jakosé¢, 17,19
jarzmo testowe, 34

Kanban, 29

karta opisu testéw, 24, 53
kierownik (przeglad), 42
kompatybilnos¢, 35
konfiguracja bazowa, 68
kontrola jakosci, 18, 19
kontrola ryzyka, 64
kryteria akceptaciji, 23, 55
kryteria wejscia, 59
kryteria wejscia, 23

J

K

kryteria wyjscia, 23, 43, 59

kwadranty testowe, 62
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L
Lean IT, 29
lider przegladu, 42
lista kontrolna, 54

L
tagodzenie ryzyka, 64

M

macierz ryzyka, 64

Majac/Kiedy/Wtedy, Patrz Given/When/Then

maszyna wirtualna, 71
metryka, 66

model kaskadowy, 29

model spiralny, 29

model V, 29

moderator (przeglad), 42
monitorowanie ryzyka, 65
monitorowanie testéw, 21, 65

N

nadzor nad testami, 21, 65
narzedzie DevOps, 71

narzedzie do implementac;ji testéw, 71

narzedzie do konteneryzaciji, 71
narzedzie do pomiaru pokrycia, 71

narzedzie do projektowania testow, 71
narzedzie do standaryzacji wdrazania, 71
narzedzie do testowania niefunkcjonalnego, 71
narzedzie do testowania statycznego, 71
narzedzie do wykonywania testéw, 71

narzedzie do zarzgdzania, 71
narzedzie testowe, 71

narzedzie wspomagajgce wspotprace, 71
narzedzie zwigkszajgce skalowalnos¢, 71
niepoprawna klasa rownowaznosci, 47

niezaleznos$¢ testowania, 26
niezalezny zespoét testowy, 34
niezawodnosé, 35

(0

ocena ryzyka, 64
ograniczona tablica decyzyjna, 48
operacyjne testy akceptacyjne, 34

P

piramida testow, 61
plan testéw, 23, 58
planowanie iteracji, 59
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planowanie testéw, 21
planowanie wydania, 58
podejscie "caty zespot", 26
podejscie do testowania, 58

podejscie do testowania oparte na wspotpracy, 54

podstawa testow, 22, 24, 34
podstawowa przyczyna, 20

podziat na klasy réwnowaznosci, 46
poker planistyczny, 60

pokrycie, 23, 24, 47, 48, 49, 51, 54
pokrycie 0-przetgczen, 50

pokrycie gatezi, 51

pokrycie instrukcji, 51

pokrycie poprawnych przejs¢, 50
pokrycie wszystkich przejs¢, 50
pokrycie wszystkich stanéw, 50
polityka testow, 58

pomyika, 19

poprawka dorazna, 37

poprawna klasa réwnowaznosci, 47
poziom ryzyka, 63

poziom testow, 30, 34
pracochtonnos¢ testow, 59
prawdopodobienstwo ryzyka, 63
priorytetyzacja, 61

priorytetyzacja na podstawie wymagan, 61

priorytetyzacja oparta na pokryciu, 61

priorytetyzacja oparta na ryzyku, 61
procedura testowa, 22, 24, 61
proces przegladu, 41

proces testowy, 21

programowanie ekstremalne, 29

projektowanie oparte na domenie, 29

projektowanie testow, 22, 30
protokolant (przeglad), 42
prototypowanie, 29
przedmiot testéw, 17, 22, 34
przeglad, 39

przeglad formalny, 43
przeglad nieformalny, 43
przeglad techniczny, 43
przegladajacy, 42
przejrzenie, 43

przejscie, 49

przekonanie o braku defektéw, 21
przenaszalnos¢, 35
przesuniecie w lewo, 32
przypadek testowy, 22, 24, 61

przyrostowy model wytwarzania oprogramowania, 29

R

raport o defekcie, 24, 42, 69
raport o postepie testow, 23, 66
raport z testéw, 66

regufa biznesowa, 48
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rejestr ryzyk, 23 gruntowne, 20
retrospektywa, 33 instrukgii, 51
rezultat testu, Patrz wynik testu integracji, 34
rola zwigzana z testowaniem, 25 integracji modutéw, 34
rola zwigzana z zarzgdzaniem testami, 25 integracji systemow, 34
ryzyko, 17, 63, 67 modutowe, 34
ryzyko produktowe, 63 niefunkcjonalne, 32, 35
ryzyko projektowe, 63 oparte na ryzyku, 63
pielegnacyjne, 37
S potwierdzajace, 18, 36
przej$¢ pomiedzy stanami, 49
Scrum, 29 regresiji, 18, 36
SDLC, 29 statyczne, 17, 39, 52
sekwencyjny model wytwarzania oprogramowania, 29 systemowe, 34
skrypt testowy, 22, 24 w oparciu o liste kontrolng, 54
specyfikacja, 35 w oparciu o tablice decyzyjna, 48
status testow, 67 w parach, 22
sterownik, 24 w sesjach, 53
strategia testow, 23, 58 tréjpunktowa analiza wartosci brzegowych, 48
struktura do testéw automatycznych, 56 typ testow, 35
struktura do testéw jednostkowych, 34
sumaryczny raport z testéw, 24, 33, 67 U
symulacja, 34
symulator, 24 ukonczenie testow, 22, 65
szacowanie na podstawie proporcji, 60 umiejetnosé, 25
szacowanie testow, 59 Unified Process, 29
szacowanie tréjpunktowe, 60 uogodlniona tablica decyzyjna, 48
szerokopasmowa technika delficka, 60 utrzymywalnos¢, 35
szkoda (ryzyko), 63 uzytecznosé, 35
S w
Sledzenie powigzan, 24 walidacja, 17, 39
srodowisko testowe, 22, 24 warsztat tworzenia specyfikacji, 56
wartos¢ brzegowa, 47
T warunek dozoru, 49
warunek testowy, 22, 23, 54, 55
tablica decyzyjna, 48 wczesne testowanie, 20, 32, 39
tablica stanow, 49 weryfikacja, 17, 39
technika przegladu, 39 wirtualizacja ustug, 24
technika testowania, 46 wplyw ryzyka, 63
technika testowania oparta na do$wiadczeniu, 46, 53 wspdipraca, 54
testalia, 22, 23, 24 wydajnos¢, 35
testowalnos¢, 22 wykonywalne wymaganie, 56
testowanie, 17, 18, 23 wykonywanie testéw, 22
akceptacyjne, 34 wykres spalania, 67
akceptacyjne przez uzytkownika, 34 wynik testow, 68
akceptacyjne zgodnos$ci z umows, 34 wynik testu, 22
alfa, 34 wytwarzanie oparte na cechach, 29
beta, 34 wytwarzanie sterowane testami, 29, 30
biatoskrzynkowe, 36 wytwarzanie sterowane testami akceptacyjnymi, 29,
czarnoskrzynkowe, 35 30, 56
dynamiczne, 17, 40 wytwarzanie sterowane zachowaniem, 29, 31

eksploracyjne, 53
funkcjonalne, 34, 35
gatezi, 51
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y4 zaslepka, 24
zdolnos¢ do interakciji, 35
zabezpieczenia, 35 zestaw testowy, 24, 61
zaleznosc¢ (priorytetyzacja), 61 zgadywanie bteddéw, 53
zapewnienie jakosci, 19
zarzgdzanie defektami, 68 Z
zarzgdzanie konfiguracja, 68
zarzgdzanie ryzykiem, 62 zgdanie zmiany, 24
zasada Pareto, 20
wersja 4.0.1 Strona 91 z 91 07.05.2025

© International Software Testing Qualifications Board © Stowarzyszenie Jakosci Systemoéw Informatycznych



